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A progress report

Bridging the Intelligence-Policy Divide

James A. Barry, Jack Davis,
David D. Gries, and Joseph Sullivan

“Intelligence failure” is a frequent topic of discus-
sion in news media and academic journals. The focus
usually is on a failure of the Intelligence Community
to predict events abroad—a dramatic development
like the overthrow of the Shah of Iran or a longer
term trend like the collapse of Communism.
Observers also criticize policymakers who fail to
heed intelligence warnings, as in the Vietnam war or
US involvement in Lebanon. But there is a third type
of weakness that can reduce the effectiveness of in-
telligence and policy—the failure of communication
between intelligence officers and policy officials.

In recent years, both intelligence officers and policy
officials have taken important steps to improve
understanding of each other and to bridge the cul-
tural gap that can reduce effective communication
between the two groups. With this in mind, the CIA’s
Center for the Study of Intelligence and Georgetown
University’s Institute for the Study of Diplomacy
have sponsored an ongoing dialogue between current
and former intelligence officers and policy officials
in the hope that discussion of their experiences will
provide valuable insights for current and future prac-
titioners. This article summarizes the results of about
20 interviews and three seminars that include more
than 60 intelligence officers and policy officials.

The “Tribal Tongues” Phenomenon

Observers of US national security decisionmaking
have noted that a cultural barrier between policy and
intelligence can defeat efficient use of intelligence.
According to this view, intelligence officers tend to
look at issues in abstract, scholarly terms, while
policy officials are more pragmatic and activist in
their outlook. Intelligence officers complain that
policymakers ignore reality abroad; policy officials
counter that intelligence officers are too detached

from the reality of Washington and do not have to
take responsibility for their errors of judgment. Mark
Lowenthal has dubbed this difference the ‘“‘tribal ton-
gues” phenomenon. In his view, intelligence and
policy officials, like Britons and Americans in
George Bernard Shaw’s famous quip, are “divided
by a common tongue.”"

Strategies for Improving Relations

Over the past decade, a number of intelligence
officers and policy officials have overcome these
divisions and created successful strategies for
integrating intelligence into the policy process. The
key element in all these strategies has been a recog-
nition that intelligence and policy personnel have to
function as members of a team, and that direct com-
munication, feedback, and careful tailoring of sup-
port are essential.

Although officials participating in the dialogue
differed as to whether intelligence or policy officers
should take the lead in forging closer relationships,
all agreed that the effective use of intelligence in
policymaking is a shared responsibility. They also
noted that, although intelligence officers have to
“sell” their products to policymakers, it is the qual-
ity of intelligence support that makes for strong rela-
tionships. Many interviewees criticized the high
volume of general intelligence publications and com-
plained about overclassification.

Both intelligence and policy officials stressed the
need for timely, actionable intelligence, tailored to
the requirements of particular officials and events.
They agreed that there is a continuing need to foster
expertise and objectivity. And officials from both
camps stressed the need for intelligence agencies to
coordinate their efforts and reduce unnecessary com-
petition and redundant products.



Thus far, the dialogue has identified a number of
techniques that foster closer intelligence-policy ties.
The following sections describe the elements of these
techniques and provide anecdotes that illustrate how
successful policy and intelligence officials have
worked together.

Experiences of Policy Officials

Finding Out What Intelligence Can Do. Policy offi-
cials have benefited from planning their relationships
with intelligence providers. For some first-time
appointees, this required accepting a quick tutorial
on how the key intelligence agencies work. Many
policymakers also took steps to understand the vari-
ous types of intelligence reporting and how best to
use them. Knowing the potential and limits of espi-
onage or technical sources and how intelligence col-
lectors evaluate them has been invaluable to
policymakers in trying to deal effectively with com-
plexity, ambiguity, and uncertainty:

* CIA’s Directorate of Intelligence (DI) has
produced classified handbooks for policy officials
detailing the support that it can offer.

» The Intelligence Community has tutorials availa-
ble in the form of briefings, videos, and hand-
books on collection sources and analytical
methods.

Many policy officials have found that intelligence
officers know details of the policy environment
abroad that can help policy officials to refine ideas
and package them to improve the chances of a policy
success.” They can also be valuable sources of infor-
mation that can be shared with foreign leaders in
support of US policy:

* During the Cuban missile crisis, intelligence
officers briefed key foreign leaders on the facts of
Soviet missile deployment while policy officials
sought support for the US response. Similar brief-
ings for foreign officials became a cornerstone of
US efforts to gain allied support for arms control
proposals.

* Intelligence officers have worked closely with
policy officials to develop information to support
demarches to foreign countries on weapons
proliferation and technology transfer issues.
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Making Time For Intelligence. A number of the
policymakers interviewed said that they found it use-
ful to make themselves and their top staff aides
available to intelligence and shared their schedules
and agendas with intelligence counterparts:

* Some intelligence units have arranged to keep
policymakers informed while they travel abroad
via specialized cables timed to arrive at their vari-
ous ports of call. In at least one instance, such
specialized support alerted an Ambassador to the
position of a foreign official hours before their
meeting.

* With advance notice of meetings of the NSC
Principals’ or Deputies’ Committees, intelligence
officers have provided briefing papers, talking
points, and tailored reporting to support policy
discussions.

Encouraging Participation. A number of policymak-
ers have brought intelligence officers directly onto
their teams:

* Rotational assignments of intelligence officers to
policy agencies have benefited both intelligence
and policy organizations. One former NSC senior
director had both CIA and DIA officers on his
staff.

* Many policy officials invite intelligence officers
to senior staff meetings. Others ask intelligence
representatives to travel with them, to contribute
“think pieces” for their private use, or to meet
informally to discuss current developments.

Policy officials have used intelligence officers as
soundingboards, relying on their discretion to protect
policy ideas in the formulation stage:

* Before his death in the bombing of the US
Embassy in Beirut, Robert Ames, National
Intelligence Officer (NIO) for the Near East, was
a key member of the backstopping team on US
policy toward Lebanon. Ames’s contribution was
unique because he was a manager of analysis who
also had many years of operational experience.
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* One NSC Staff senior director convened an infor-
mal weekly meeting of policy and intelligence
officers to share information and brainstorm
issues. No notes were kept, and no policy posi-
tions were taken.

Asking Questions. Policy officials have found it use-
ful to lay out tasks and requirements to take advan-
tage of the specialized resources available to their
intelligence counterparts. In addition to assistance in
obtaining information on short-fuse issues,
intelligence—with appropriate guidance—can pro-
vide insights about over-the-horizon policy concerns:

» While they concentrated on short-range issues,
policy officials often task intelligence to speculate
on mid- and long-term issues that may become
more important. One State Department analyst
recognized the growing weakness of Philippine
President Marcos some four years before his fall.

* One policy official thought of the Intelligence
Community as a library. When she needed factual
information on analytical insights urgently, she
tasked her intelligence counterpart for a quick
answer.

Many policy officials have made an effort to involve
intelligence officers in conceptualizing issues and
developing terms of reference for policy analyses:

¢ One DCI Intelligence Center has developed a stra-
tegic plan to anticipate policy objectives, identify
collection and analysis requirements, and report to
policymakers on foreign reactions to US initiatives.

¢ An intelligence organization that was not in the
loop was asked to provide a “threat projection” to
support a major weapon acquisition decision. The
time period of the projection fell more than a
decade short of the expected life cycle of the
weapon. When criticized, the intelligence officers
responded, “That is what we were tasked to do.”

Experience has shown that it is also important that
policy officials ask questions that intelligence
officers can answer:

e ‘““What should I do?” takes the intelligence officer
over the line from intelligence to policy. Rephras-
ing the question as an intelligence requirement

will often yield useful insights. “Whom do I have
to convince in country X?” or “Under what cir-
cumstances would leader Y change his mind?”
are examples.

¢ A policy official in charge of a traveling negotiat-
ing team asked for an analysis of the likely tactics
of the other country. The analysis showed that the
adversary was planning to exploit divisions in the
US delegation, and the official reorganized his
team members’ responsibilities to limit the
damage.

Providing Feedback and Sharing Information. Along
with specific tasking, the policy officials who made
effective use of intelligence have let intelligence
officers know whether they were satisfied or dissatis-
fied with the support they received. Intelligence
officers are used to criticism and debate, and they
will accept and profit from direct and frank feed-
back:

¢ One former policy official made it clear he
wanted to see the working analysts’ rough drafts
on tasking he posed and not the version varnished
by layers of review and editing. The same policy
official insisted on exchanges in his office with
working analysts as well as their managers.

* Criticism of intelligence analysis in the early
1980s on the proposed Soviet-European gas pipe-
line permitted intelligence officers to sharpen their
assessments and contribute to a shift in US policy
from opposing the pipeline to limiting European
dependence on Soviet gas.

Policy officials who wanted insightful analysis have
also kept intelligence officers informed about impor-
tant information that may affect their judgments as
well as future issues or events:

* One intelligence staff used its knowledge of
policymakers’ concerns to convene monthly
roundtable meetings of analysts and collectors and
to produce calendars of future events; the result
was reporting better targeted to policy needs.

* Because they were privy to reports from the spe-
cial envoy, State Department intelligence officers



were able to provide timely support on US policy
toward Lebanon in the early 1980s. CIA analysts,
however, were not aware of the special envoy’s
activities, and they could not bring their expertise
and sources to bear to meet his needs.

Initiatives by Intelligence Officers

Learning About the Policy World. Whatever steps
policy officials may have taken, experience has
shown that a major burden of bridging the cultural
divide rests with the intelligence officers. Some
intelligence collection and analysis units have deve-
loped training programs on the policy process. But
intelligence officers have been most effective when
they had direct experience in the policy process; only
then could they anticipate policymakers’ needs and
develop collection or analytical strategies to support
them. Intelligence managers have assigned “fast-
track” officers to tours in policy agencies and on
negotiating and backstopping teams. Intelligence liai-
son officers assigned to policymaking agencies have
also provided valuable insights:

¢ CIA liaison officers at policy agencies have met
regularly to discuss strategies for supporting their
customers. The DI has appointed an officer to be
the focal point for liaison support.

 Joint participation in war games and policy simu-
lations has sensitized policy officials and intelli-
gence officers to each others’ cultures and con-
tribute to closer working relationships.

Identifying Key Customers. Intelligence agencies
have long produced large amounts of reporting and
analysis that are disseminated broadly throughout
policy agencies. But because of resource limitations,
intelligence organizations have found it increasingly
necessary to concentrate their support efforts on
those policymakers who have the greatest impact on
decisions.

In many cases this means focusing on senior offi-
cials, but many participants in this project advised
that an effective dialogue is required at all levels of
the policy process. Several noted that the relationship
between intelligence experts and desk-level officers
in policy agencies is particularly important, because
it is here that the options are formulated for deci-
sions by senior officials.
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Intelligence officers have to devote considerable
effort to determine the most influential individuals
among policy officials. Here, too, liaison officers
have helped by identifying who carries the most
weight. Successful intelligence officers also have
studied writings and public statements of key
policymakers, watched them on TV talk shows, and
read press reports on both policy issues and
Washington politics. Many have worked initially
through senior staffs to gain insights into the deci-
sionmaker’s priorities and, over time, to gain direct
access:

* One NIO used issues raised in a policymaker’s
speech on regional policy to organize a series of
sessions with intelligence analysts and policy offi-
cials.

* One important side benefit of the State
Department reorganization that is now under way
is the empowerment of lower-ranking officers—
country directors and desk officers in particular—
with greater influence over policy formulation.

Intelligence officers have had to look for matches
between analytic or collection strengths and the
professional needs of policy officials. Thus, during
initial contacts, effective intelligence officers have
briefed policy officials with specificity on how intel-
ligence can advance their policy agendas—what
services are available on what issues in what for-
mats:

* Initial briefings of new policy officials have
included a substantive overview, a summary of
available products, and directories and phone
numbers of experts in the policy official’s areas of
responsibility.

* In a first briefing of a new Under Secretary, a
senior intelligence officer warned, ‘“Here is an
area in which I am going to frustrate you. I will
keep you informed of developments, but the out-
look is pessimistic, and no one has devised an
effective strategy.”
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Taking the Initiative. One universal recommendation
of experienced hands on both sides of the divide is
that intelligence officers must take the initiative to
establish ties to policy counterparts. Often, the good
offices of those with access are used. For example,
senior intelligence leaders have set up luncheon
meetings with key officials; * liaison officers can
help—indeed, almost any intelligence professional
who has had experience working with the policy
officer can facilitate access:

e Many appointees of new administrations served
previously in government or have come from aca-
demic institutions. Some were well known to
former intelligence officers. Others have been
accessible through academic colleagues of intelli-
gence specialists.

* Some intelligence organizations have set up infor-
mal conferences involving newly appointed policy
officials and academic specialists, as well as intel-
ligence officers. These events, especially the
opportunity for wide-ranging, off-the-record dis-
cussions, have often facilitated continuing rela-
tionships.

With or without such assistance, many intelligence
officers have taken steps to inform policy officials,
especially new ones, of available expertise and serv-
ices, and to educate them on the intelligence process.
Such initiatives have often been tied to a major
event, such as a visit by a foreign official or a trip
by the policymaker. Intelligence officers have
provided briefings for policy officials on the factors
affecting the foreign visitor’s views or the domestic
politics of the countries on the travel itinerary:

¢ The CIA has long produced brief video profiles of
foreign leaders. The objective, according to the
‘head of the analytical office, is to make a
policymaker’s first meeting with a foreign official
seem like the second.

e Other intelligence products highly valued by
policymakers have included biographic and perso-
nality profiles on foreign leaders, maps and graph-
ics, papers and charts that summarize complex
data, and sensitive reports from intelligence
sources.

The most effective intelligence officers realize that
their information has to be delivered in a form that is
useful for the policy official. Because policy officials
are action oriented, the most effective intelligence
has been presented in formats that are easy to use
and at the lowest possible classification level.
Generally, intelligence officers should favor oral
presentations in conversations where policymakers
can ask questions and challenge judgments:

» Intelligence advisers to senior arms control
negotiators usually brief them each morning when
abroad and visit them in Washington to hand-
carry reports and analytical papers of particular
interest.

« When briefing policy officials, intelligence
officers often have been asked if their information
can be used in a public statement or private
demarche to a foreign country. Sometimes, intelli-
gence officers have prepared a “‘sanitized” ver-
sion of the information in advance.

Sustaining the Relationship. Recognizing that they
are operating in a highly competitive ‘“‘buyer’s mar-
ket,” many intelligence officers have assumed most
of the burden of sustaining effective ties. Here,
responsiveness—tailormade support for the policy
official’s needs—usually induces reactions that nur-
ture a lasting relationship. In keeping up their side of
the relationship, the intelligence officers’ access to
all-source information provides a key comparative
advantage for adding value to the policymaking
process:

* Intelligence reporting and analysis has often put
in perspective information that policy officials
hear from their foreign counterparts.

* Articles in current intelligence publications like
the National Intelligence Daily have been valua-
ble to policymakers when they provide intelli-
gence not available from the media, including
details of foreign military deployments or political
insights from agent reports.



Many intelligence officers ask policy officials to
identify the media for exchange that suits them
best—briefings, bull sessions, written reports—and
the mixture of information, explanation, and predic-
tion that provides the most benefit:

* A senior intelligence staff chief supplemented the
formal intelligence assessments for his customers
with short “private papers” that were not for-
mally coordinated and were focused on current
policy debates.

* A CIA operations officer gave the Assistant
Secretary responsible for his region an envelope
each week containing the 10 best field informa-
tion reports.

* A newly appointed Deputy Secretary found that
his weekly schedule included formal briefings by
the heads of departmental intelligence units. One
day, he asked his aide, ““Who are those people in
the back row?” “They’re the desk officers—the
experts,” the aide replied. The Deputy Secretary
cancelled the briefings and replaced them with
weekly informal chats with the experts.

Regular and frequent exchanges have provided
important benefits to the intelligence professional.
The policy official, for example, has special
knowledge of the alternatives under consideration by
the US Government, on the terms of debate among
US decisionmakers, and on the information transmit-
ted privately by foreign counterparts. Moreover,
exposure to the policymaker’s personal analysis of
issues can sharpen the intelligence officers’ com-
mand of the subject:

* Many intelligence officers have developed close
working relationships with policy officials by
volunteering to participate in evening and
weekend meetings, and to carry out supporting
tasks, such as keeping the master text of a paper
or advising on security matters.

* During the Gulf war, secure teleconferences
among intelligence and policy officials were con-
ducted frequently, providing both groups with up-
to-date information and ready access to experts
from each department and agency.

Stressing Actionable Intelligence. Policymakers are
often uninterested in or hostile to the Intelligence
Community’s predictions. Policymakers look to
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intelligence primarily for facts. Many report a prefer-
ence for ““opportunity analysis” that helps them
implement established policies or develop new ones
by pointing to opportunities for using leverage to
support US initiatives. Examples of opportunity anal-
ysis include:

* A memo prepared for a former President assessing
the reasons for anti-US statements by a foreign
leader and steps that could be taken to ameliorate
his hostility.

* An assessment of public opinion in a key country
and suggested themes for a US public diplomacy
campaign.

* A cataloging of the strengths and weaknesses of a
potential military adversary, together with sugges-
tions on how to exploit the weaknesses.

In most relationships, timeliness has been all but
synonymous with responsiveness in the policy offi-
cial’s mind. For some accounts, secure fax machines
have also met the standard of timeliness. Examples
of timely intelligence support include:

* Quickly disseminated, lightly annotated reports
affecting the dynamics of a negotiation.

» Customized support cables for traveling officials.

* Regularly updated data sets, graphics, and biogra-
phies.

‘What If” and ‘“Low Probability~High Impact”
assessments and other forms of alternative analysis
have also provided vehicles for adding value to the
policymaking process.* Under circumstances of high
uncertainty and policy sensitivity, they help place the
focus on the policymakers’ questions and concerns.

Some Special Issues

Multiple Voices and Information Overload. Policy
officials are sometimes confounded by the multiplic-
ity of intelligence officers and organizations that
clamor for attention. And nearly all the policymakers
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interviewed for this project complained about the
deluge of intelligence reporting and analysis that they
receive. They have been particularly critical of intelli-
gence that is too general, that adds little to what is
available from open sources, or that is hard to use
because it is too highly classified.

The support that a policymaker requires, and the
appropriate contact within the Intelligence
Community, varies depending on the issue, specific
information needs, or personal considerations.
Departmental intelligence organizations such as the
State Department’s Bureau of Intelligence and
Research, the Defense Department’s Defense
Intelligence Agency, and the intelligence components
of the military services are close to officials in their
departments, can provide support quickly, and are
sensitive to departmental concerns. National intelli-
gence organizations such as the CIA have collection
and analytical responsibilities that transcend the
requirements .of ‘any single department. The CIA was
created specifically to provide intelligence that was
independent of the departments’ policy agendas.

The National Intelligence Council, with its NIOs, is
responsible for producing National Intelligence
Estimates that draw on the analytical resources of the
entire Intelligence Community. NIOs, who specialize
in regions or functional issues, come about as close
to “‘one-stop shopping” as can be found in the US
intelligence establishment; they can provide a win-
dow into all the elements of the Intelligence
Community. They represent the community at policy
meetings, and they are conversant with the views of
all intelligence agencies. Many develop close and
effective working relationships with policy counter-
parts. DCI Centers for counterintelligence, counter-
terrorism, counternarcotics and nonproliferation also
provide a single focal point for policy support on
these issues.

Intelligence officers have to understand the full range
of policy needs, to provide feedback to all concerned
intelligence organizations, and to tap all the
resources of the Intelligence Community. Senior
intelligence managers are increasingly aware of the
weaknesses of generalized intelligence products and
the need to avoid unnecessary duplication and com-
petition. With the prospect of shrinking intelligence
resources, these issues require continuing attention.

Dealing with Congress. For Executive Branch offi-
cials, there are few experiences more exasperating
than seeing a carefully crafted policy initiative
undercut because of intelligence reporting that
fosters opposition from the Congress. Yet the
Congress is a legitimate intelligence consumer that
has become increasingly active.

Our system of government makes struggles between
the Congress and the Executive Branch inevitable,
intense, and political. Despite its aspirations to
objectivity and detachment, intelligence will inevita-
bly be used in those struggles. The disruption has
been minimal when policy officials have alerted
intelligence to the political sensitivity of issues, and
the intelligence officers have informed policy offi-
cials in advance of reporting or analysis that may be
controversial.

The intelligence officer’s commitment to objectivity
and to “leveling the playing field” has run into
roadblocks when it had to be balanced against the
policy official’s commitment to advancing the
President’s program. Intelligence officers have felt a
professional obligation to offer the same basic intel-
ligence judgments ¢o all parties, but no similar obli-
gation to report on US policy; indeed, they have
generally been reluctant to comment on policy even
if asked.” When briefing Congressional staffs, for
example, the CIA’s Arms Control Intelligence Staff
invited State Department representatives to field
policy questions.

Intelligence Analysis and Covert Action. Some
policymakers have been especially concerned about
the.objectivity of analysis on regions where the
CIA is conducting a covert action, or where senior
intelligence officers have expressed strong policy
views.® This is a concern for intelligence managers -
as well. With the ending of the Cold War, covert
action is likely to diminish in scale; according to
DCI R. James Woolsey, the portion of the CIA
budget devoted to covert action has declined to

1 percent. But it remains incumbent on intelligence
officials to ensure objective analysis regardless of the
operationalinvolvementoftheIntelligence Com-
munity. Policy officials responsible for covert action
have been best served when they were appropriately



agnostic, pressed intelligence analysts on the basis
for their judgments, and sought out alternative views
among informed (and appropriately cleared) critics.

A Final Caution

This report has documented a clear trend toward an
increasingly close relationship between intelligence
and policy. This is becoming the new orthodoxy,
supplanting the traditional view that intelligence
should be kept at arms length from policy and con-
cerned principally with the objectivity of its assess-
ments. The authors, and most of the intelligence and
policy officials interviewed for this project, support
the new trend. But there also is continuing validity
in the traditional concerns.

Intelligence managers have to recognize that more
effective policy support requires the building and
maintaining of expertise. Intelligence officials know
that professional knowledge and expertise are their
principal assets in the policy process. In view of the
new issues now facing the Clinton Administration,
the Intelligence Community has to develop the exper-
tise to provide support on topics that previously were
low on the scale of priorities or not covered at all.

Similarly, intelligence managers have to continue to
foster professional integrity, and they cannot hesitate
to render judgments that conflict with policy assump-
tions. There is a delicate balance to be struck between
the intelligence officer’s obligations to provide warn-
ing of adverse policy consequences on the one hand
and to assist policymakers in crafting strategies for
promoting US interests under conditions of great risk
and uncertainty on the other. This is particularly
challenging when the DCI or other senior intelligence
officials are deeply involved in policy deliberations
and have their own views about policy matters.

The track record of intelligence is far from perfect.
Failure to warn of such profound changes as the fall
of the Shah of Iran and the 1973 Middle East war
indicate a continuing need to strengthen collection
and analysis. But these have also been situations
from Vietnam to Lebanon in which the insights of
intelligence analysis proved to be more correct than
the views of officials who were immersed in policy
arguments. This suggests a need for intelligence to
follow a balanced approach, warning of dangers and
helping to identify opportunities.

Bridging

Policy officials also need to respect the professional
objectivity of intelligence officers, and, while using
their expertise to the fullest, must not try to make
them into policy officials like themselves. To do so
would undercut those very characteristics of intelli-
gence officers that make a unique and valuable con-
tribution to policy formation.

NOTES

1. ““Tribal Tongues: Intelligence Consumers,
Intelligence Producers,” Washington Quarterly,
winter 1992. Reprinted in the summer 1992 edi-
tion of Studies in Intelligence.

2. One former official, particularly successful in
using intelligence, used an analogy dear to the
hearts of Washington Redskins fans when he
called intelligence officers his “analytical hogs.”

3. In most administrations, DCIs have had regular
meetings with the National Security Adviser and
the Secretaries of State and Defense. Feedback
from these meetings is an excellent source of
information on the issues that these senior offi-
cials are focusing on and which officials in their
organizations should receive intelligence support.

4. “What If” analysis seeks to determine the condi-
tions that could change the analyst’s judgment of
the likely behavior of a foreign country; “Low
Probability—High Impact” assessments deal with
important contingencies that may be unlikely but
which would have a major consequence for US
policy.

5. This general observation may be less true at the
most senior levels, where the distinction between
intelligence and policy may be blurred.

6. Former Secretary of State George Shultz has
noted in his memoirs that he became so con-
cerned about DCI Casey’s policy advocacy that
he began to mistrust intelligence analysis in
general.



One of time’s arrows

The Intelligence Revolution and the Future

Wesley K. Wark

Editor’s Note: This article originally appeared in the
summer 1993 issue of Queen’s Quarterly, a Canadian
publication.

The intelligence revolution is a distinctly 20th cen-
tury phenomenon, one of the least well understood
developments of our time. It began with the surfac-
ing of some extraordinary fantasies into the political
consciousness of modern Europe. As the century
opened, French society shuddered its way through
the scandal known as the Dreyfus affair, in which a
French Army colonel of Jewish extraction was
accused of spying against the state. The charges were
trumped up, but before their fictionality could be
revealed they set off a wave of anti-Semitism, height-
ened by manifestations of French national insecurity
(see Bredin). ‘

In Britain, a handful of patriotic and market-sensitive
thriller writers seized on the alarms of the day to
create both the genre of spy fiction and a panic about
the clandestine activities of German spies ready and
waiting to subvert the country from within whilst a
German Army landed on Brighton Beach. The spy
panic had no foundation in reality, but was taken
very seriously by the authorities. In response, the
British Government strengthened the defence of vul-
nerable installations in the country, tightened the
official secrets laws, created a counterintelligence
service (the forerunner of MI5) to uncover the
alleged German spies, and constructed a foreign espi-
onage agency (eventually to become MI6) to report
on German plans and preparations (which were
nonexistent) for invasion of Britain (see French, pp.
355-70). The arrival of a handful of British spies in
Germany in the years before 1914, and their inevita-
ble capture by the Prussian police, sparked in turn a
German version of the British spy panic. In both
cases societal anxiety about espionage and the emer-
gence of fictional images of the dreaded spy
preceded the reality.

In Russia, the secret police (the Okhrana) and the
underground Bolshevik party played such an intricate
game of subversion and surveillance that the identi-
ties of the two organizations soon became alarmingly
blurred, with Okhrana agents engaged in assassina-
tion attempts and other forms of provocation, which
were indistinguishable from the “‘real” activities of
their opponents (see Andrew and Gordievsky). The
drama of espionage even touched the Canadian
psyche. When the Yukon gold rush erupted in 1896,
the government took seriously the idea that the
inflow of miners, speculators, adventurers, procurers,
etc., masked an annexationist bid by the United
States. Canada sent its spies south of the border to
investigate the activities of a (non-existent) con-
spiracy known as the Order of the Midnight Sun.'

From the beginning, the reality of espionage has
been cloaked in fictionality. A public fascination
with spying quickly found expression in a
Manichean image of espionage both as a force
threatening civilization and as a redemptive power
whose individual master spies could alter the course
of history and save the day. Spy fiction subscribed to
this formula from the outset; as a cultural force it
was soon joined by the cinema, which projected the
myth of espionage from the printed page onto the
silver screen.” Two of the greatest films of the inter-
war period, the German film-maker Fritz Lang’s
Spion (1928) and Hollywood’s version of the Mata
Hari story (1932), starring Greta Garbo, helped sus-
tain the emergent cult of intelligence by portraying a
panic-stricken world endangered by spies, and saved
in turn by secret agents. The glittering and insouciant
Mata Hari presented a special kind of challenge, but
Hollywood proved capable of redeeming the world
even from the presence of Greta Garbo. Whose day
was to be saved depended, of course, on whose day
was threatened. The enemy could be the Jew, the
foreigner, the not-quite gentleman, the corrupted, the
bomb throwers, the women. Why the day needed to



be saved was very much a product of national
insecurities that began to mount at the turn of the
century. At their heart were fears about the pace of
technological and societal change caused by the
impact of the industrial revolution.® In the wake of
its manifold upheavals, traditional measures of the
international balance of power were threatened and
the domestic structures of government upset.

The industrial revolution begat the intelligence revo-
lution. The consequences included the rise of power-
ful, expansive, and intrusive intelligence ‘““com-
munities” whose coming both mirrored and helped
create the national security state in which we all
lived during the Cold War—and whose demise, com-
plete with “peace dividends,” may have been prema-
turely announced.

With so much attention now being paid, at century’s
end, to recapitulation and to uneasy prophecy about
the future, it may be timely, as the contents of this
special issue suggest, to consider the nature of the
intelligence revolution from as many angles of
inquiry as possible. In this essay, I hope to demon-
strate the nature and implications of the establish-
ment of intelligence agencies as a permanent fixture
of the state. Other contributors endeavor to explicate
the widespread impact of intelligence in diverse
fields of history, politics, and culture. Above all, it is
hoped that the contents of this special issue will go
some way to suggesting the kind of force that intelli-
gence services have become through their interven-
tion in global politics, in domestic affairs, and
through the ways in which representations of espi-
onage have been shaped for consumption in the cul-
tural marketplace. Not surprisingly, perhaps, the fan-
tastic nature of the origins of modern intelligence
services continues to imprint itself on our conscious-
ness; Manichean images about the damning or
redemptive missions of intelligence agencies con-
tinue to hold sway in public discourse. Yet the very
idea of an intelligence revolution suggests that such
static concepts are untenable. The intelligence revo-
lution has unfolded at great speed, and continues to
speed along, in an uncontrolled, irreversible, and
possibly even unpredictable fashion. It is one of
“time’s arrows,” to borrow from Stephen Jay Gould,
bringing change to the political and intellectual his-
tory of the 20th century.

Future

The linear progression of the intelligence revolution
suggested by the Gould phrase is, however, far from
smooth and straight. A graph-of the revolution might
suggest instead an historical roller coaster, the peaks
marked by the impact of the three great conflicts of
the century: World Wars I and IT and the Cold War.
In each of these conflicts, states looked to intelli-
gence as a weapon of defence and as an aid to vic-
tory. Under the intense pressure of wartime, or quasi-
war conditions, the power of intelligence services
expanded; their size increased; they moved closer to
the inner circle of bureaucracy; they grew more
skilled in the performance of their task of threat
assessment; and their societal status was affirmed by
cultural productions of all kinds. War’s end brought
demobilization, sometimes of a drastic order, and
greater invisibility for intelligence services, but only
until the next crisis erupted. In the post-Cold War
era, we are perhaps in another period of between-
crisis, making it all the more necessary to investigate
the workings of the intelligence revolution as it has
been, for its own sake, and in order to assess what
might come next.

The intelligence revolution’s roller coaster ride blurs
the structural components that have made for long-
term changes. One of these components has been the
growth, punctuated by great acceleration in wartime,
of the scale of the intelligence enterprise. At the
beginning of the 20th century, intelligence services
were operated by only a handful of the major pow-
ers, were minuscule in size, existed on the peripher-
ies of government bureaucracy, and possessed very
little power. Despite what the first generation of spy
fiction writers suggested, their sub rosa capabilities
were minimal. The contrast with the situation today
could hardly be more striking. Intelligence services
are nowadays pervasive institutions of the state.
They are no longer restricted to a handful of
European great powers, but have been exported
throughout international society. They have moved
into or near the inner circles of decisionmaking.
Their scale is, in the case of the major services, quite
massive; their reach is global; their data collection
capacities generally outstrip their ability to analyze
events; and their budgets are staggering. As research
centers, intelligence services can even overpower
their academic and corporate competitors. The first
working computer was developed at Bletchley Park
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during World War II as part of the immensely suc-
cessful British effort to master German codes. Today,
there is probably no greater concentration of research
and development activities in the field of computer
technology than that undertaken by the National
Security Agency (NSA), responsible for the monitor-
ing of global, coded communications on behalf of
the US Government (see Bamford). As the scale of
the enterprise has increased, the clandestinity of
““secret services’ has increasingly become a polite
fiction. Intelligence communities have access to
knowledge and power on a scale unimagined by their
precursors.

This change has been paralleled by a revolution in
government attitudes toward the conduct of foreign
and military decisionmaking. The days when princes
and cabinets could make private decisions based on
their own readings of the international situation, a
practice that still lingered at the beginning of the
20th century, are now long gone. The modern condi-
tion of permanent national insecurity, the expansion
of the international system, and the proliferation of
weapons of destruction have forced governments to
look increasingly to intelligence services to shape the
flow of information about the outside world both for
the purpose of long-term planning and for immediate
warning. It was one marker of this change that in the
late 1940s, in the midst of fears of Soviet expan-
sionism, the newly established Central Intelligence
Agency began to be described in official rhetoric as
the “nation’s first line of defence.”” This rhetoric has
proved enduring; it was reaffirmed by President
Bush in 1989 and by Bush’s last Director of Central
Intelligence, Robert Gates, in testimony to Congress
in April 1992.

The very integration of intelligence assessments into
government decisionmaking has introduced, in turn,
complex problems in the relationships between intel-
ligence agencies and government, not least to do
with the politicization of intelligence to serve the
preconceptions of regimes in power, and the employ-
ment of intelligence agencies as clandestine and
unaccountable arms of executive action. The rise of
covert operations, a form of intelligence activism,
illustrates this problem in its most brutal form,
besides being a phenomenon unimaginable at the
onset of the century.
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A third and vital component of the intelligence revo-
lution involves massive changes in the application of
technology and communications. One of the greatest
obstacles to the performance of premodern intelli-
gence services was the slow and unreliable means by
which information flowed from the source to the
government; this problem was compounded by the
fact that intelligence services knew only one way to
collect information, namely by relying on reports by
secret agents—“‘humint” in the jargon of modern
espionage. Between the days of the classical empires
of the Mediterranean world and the 19th century,
secret agents performed an unchanging role as the
“eyes and ears” of the prince. Since 1900, a great
transformation has occurred. Humint remains as one
medium of intelligence collection, but its traditional
importance has been usurped by new
technologies—of signals intelligence (sigint) and
machine surveillance (imagery). Signals intelligence
is used to vacuum the ether, to search for and unlock
the significant messages that flow through a global
communications network. Imagery employs devices
ranging from spy satellites to spy planes to spy
cameras to keep a distant or close watch on activities
perceived as posing threats to national security.
Sigint and imagery consume big budgets and require
great technological application to be utilized; in most
cases expense and sophistication keep these instru-
ments out of the hands of all but the largest and
most globally oriented intelligence services. A First
World/Third World divide thus opens up in the
global spread of intelligence. Technology also tends
to drive intelligence budgets, determine data flows,
and distort priorities for watchfulness. The techno-
logical revolution has been so thorough going and so
fast paced that it threatens to run beyond the control
of intelligence services themselves.

In other ways, too, the technological revolution car-
ries unprecedented dangers. The arrival of new
means to collect and process information has helped
instill a romantic vision of the perfectibility of intel-
ligence. Sharpen the focus, turn the surveillance
dials, and one will have the perfect image, and true
intelligence assessment. But no intelligence channel
carries all the messages needed by governments, and
the result of overreliance on technological wizardry
can be complacency, even blindness to threats.



Cases—from the shock of Hitler’s Ardennes offen-
sive in the winter of 1944 to the unanticipated fall of
the Shah of Iran—attest to this problem.

The technological revolution in intelligence gathering
has also bred a memorable dark vision, expressed
most alarmingly in the literature of dystopia. George
Orwell’s novel of warning, Nineteen Eighty-Four, is
rarely thought of as a spy novel, and for good rea-
son. But it contains a frightening picture of the sur-
veillance state and its machinery. Espionage and
counterintelligence are fundamental to the survival of
the regime of Big Brother, and so powerful as to
breed massive corruption and fatalistic compliance.
Margaret Atwood’s The Handmaid's Tale attempts a
feminist revision of Orwell’s dystopia, complete with
an updated Thought Police, “The Eye,” who travel
the neighborhoods, their blacked-out vans painted
with the corporate symbol of a luminescent eye.

The technology of sophisticated, even scarifying data
collection has been complemented by a revolution- in
communications, which has replaced the letter car-
ried by steamship with the phenomenon of simul-
taneity (see Der Derian). Events and their reportage
are no longer separated by weeks or days, but can
now occur at the same instance, an experience sud-
denly translated from the command post to every-
one’s living rooms by CNN’s coverage of the Gulf
war. Between supply and demand for intelligence
there exists nothing but fiber-optic cable, the
microchip, the computer circuit, all a part of the
futuristic ““cyberspace‘* of instantaneous communica-
tion. The implications of this communications revo-
lution for intelligence, yet another acceleration in a
whole series of leaps forward that began with the
coming of the telegraph and the wireless radio, have
scarcely begun to be appreciated.

The cumulative effect of such changes in the power
of intelligence services, their bureaucratic position-
ing, and their data collection capabilities have
enforced a massive paradigm shift in the practice of
espionage. But what of societal attitudes toward
intelligence, the view from outside looking in?
Intelligence services rarely publicize their doings;
clandestinity rules. Spy agencies are the last domain
of secret diplomacy. Popular culture has instead

Future

served as the medium by which the rise of intelli- .
gence services to power in the 20th century has been
disseminated, understood, and legitimized. Spy fic-
tion; spy films, investigative journalism, TV
docudramas, memoirs by veterans of intelligence,
popular histories, and, a latecomer, scholarly studies,
have all served in varying degrees to shape our
knowledge of the clandestine world. In this domain,
the linear properties of the intelligence revolution do
not appear; the metaphor of “time’s arrow’” seems
less than relevant. Instead, one sees a cyclical
phenomenon, in which cultural production alternates.
between two poles—embracing the world of espi-
onage by celebrating its supposed ability to redeem a
complex world in which ordinary, individual citizens
are powerless; and then rejecting clandestinity as a
dangerous field of corruption of power, morals, and
individual rights.

Changes in the genre of spy fiction over the course
of the 20th century perhaps exemplify this phenome-
non as well as any. The cycles can be briefly sketch-
ed.* The first generation of patriotic thriller writers,
authors like William le Queux and John Buchan,
painted-a picture of a political world in which justice
triumphed and civilization was saved from profound
dangers, but only because of the interventions of
heroic secret agents. Their fictions were often coded
as camouflaged fact, or “faction,” a device espe--
cially beloved by William le Queux. Then, in the
interwar period, Somerset Maugham, Graham
Greene, and Eric Ambler succeeded in politicizing
the genre, overthrowing its romantic-and heroic con-
ventions, .and substituting a bleaker vision of espi-
onage as a metaphor for political and moral decay
and as a powerless enterprise in a world of heavily
armed social Darwinistic states. In the early 1950s,
at-the height of the Cold War, the cycle turned again,
to bring forth Ian Fleming’s James Bond, whose
manly code sought to save the male gender and the
West at one and the same time: But John le Carré
and Len Deighton, and a host of imitators, were soon
poised to renounce the Fleming mythology and re-
energize the vision of espionage as corruptive and ' -
futile, with the spy as self-made victim."
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The one constant factor in the popular culture por-
trayal of espionage, amidst the cyclical pattern, has
been its emphasis on the individual and on the singu-
lar event. Its understanding of history as man-made
and indeterminate has thus been at odds with the
implications of the intelligence revolution as a series
of transformations in power, bureaucratic politics,
and technology. Such opposition can be healthy,
insofar as it positions popular culture as a critique of
intelligence. But the gap that exists between the
revolutionary dynamics of the growth of intelligence
and the cyclical portrayal of espionage in various
modes of popular culture as a microcosm of societal
anxieties and ills is large and unlikely to be bridged
successfully in the near future. Bridgebuilding might
be conceived as a prolonged function of increased
openness in the conduct of intelligence, a more pub-
licly acknowledged role for intelligence services in
decisionmaking and public education (or propagan-
da), and an expansion of the serious study, within
and without the academy, of intelligence services and
their impact on domestic politics and international
relations. The most delayed of all the intelligence
revolutions has in fact been the scholarly one. The
serious study of intelligence began only in the
mid-1970s, and remains divided among a whole
range of research projects (see Wark, 1993). As this
scholarly study expands, the dominant concepts and
cliches of popular culture’s view of espionage are
bound to be challenged. But it would be a reasonable
wager to suppose that the public fascination with
espionage as a realm of clandestinity, a realm in
which selected individuals can escape powerlessness,
ignorance, taboos against violence, and even the law,
is unlikely to fade away.

To know how intelligence services have changed,
and to know how they have been depicted in popular
culture, provides little help with another perennial
question asked of intelligence services. What about
their performance? Are they worth the cost, and the
nightmares? In particular, we might ask how well
they repaid the investment during the Cold War,
when the stakes were high and the bill enormous?
From the historian’s perspective, it is too early to
say. The documents are not in, the passions scarcely
cooled, the time for reflection not yet established.
But one can turn the question upside down and
wonder what the Cold War would have been like
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without revolutionized intelligence services? In this
spirit, Thomas Powers has recently provided one
subtle accounting. In a review essay in the New York
Review of Books, Powers used a wrestling metaphor
to denote the role of the two great adversaries in the
Cold War intelligence contest:

Intelligence services touch, watch and listen to
each other at a thousand points. The intimate
knowledge revealed by the wrestler’s embrace
freed both sides from the ignorance, rumor and
the outbreaks of panicky fear that spark big
wars no one wants. (Powers, p. 55)

Powers’s persuasive answer begs, however, another
question. How useful is it to think analogously about
intelligence services, and just what are the best
metaphors? This becomes an important issue, partic-
ularly when one considers the predictive function of
intelligence. Is intelligence akin to the physical
sciences—is it like meteorology? Is it at its best
making behavioralist, structural, or evolutionary fore-
casts?® Here the standard metaphor of intelligence—
that of the jigsaw puzzle—belies the weakness of the
predictive scope of espionage assessments. For puz-
zles have only one outcome, and the construction of
the picture does not depend on an exercise of imagi-
nation and knowledge concerning the many possible
faces of the finished product, but simply on mechan-
ical skill.

We do not yet possess any thorough study of the dis-
course of intelligence, though the link between intel-
ligence failures and such conceptual traps as mirror
imaging and worst case analysis have been iden-
tified.® One interesting avenue for exploration has
been suggested by the concept of “chaos’ as applied
to natural science, and more recently to international
politics.” Intelligence services, chaos theory would
suggest, live in an indeterminate and unpredictable
world. Their record at prediction is bound, for that
reason, to be spotty. Intelligence failures are also
bound to be inevitable, and to occur with something
like the same frequence as weather forecasting errors
and firefighting miscues. To return to the Thomas
Powers quote, it may not be a question of what intel-
ligence services get right, but rather of what large-
scale disastrous misunderstandings they might help
to prevent.



Whether to avoid the worst of misunderstandings, or
to engage in something more positively ambitious,
intelligence undoubtedly has a future. It is a future
secured on the basis of the forward-thrusting
momentum of an ongoing intelligence revolution,
and on an accumulative historical precedent that has
cemented the identification of intelligence and
national security, for better or for worse. The
interesting questions are: what exactly will intelli-
gence services do in the future? And what will we
make of what they do?

What intelligence services will do will depend on the
nature of changes that we can only glimpse, but
which are already under way in the basic definitions
of national security.® The old concept is fated to be
thoroughly undermined. As political sovereignty
becomes increasingly a fiction, national security will
have to be redefined. Senator David Boren, the
chairperson of the powerful Senate Select Committee
on Intelligence, has already talked in print of the
need for the US intelligence community to give
thought to sharing secrets with the United Nations,
and this is but one straw in the wind (see Boren, p.
57). National security will not in future mean simply
the security of the nation-state; rather it will mean
the security of a pluralized system of governance,
across which “citizens” are likely to spread their
loyalties and their appeals for safety and prosperity.

Equally, the concept of threats to whatever becomes
the new national security will undergo change. The
outbreak of war and violent civil disturbance will
remain as dangers, but the relative sureties of intelli-
gence targeting that were a feature of World War I,
World War II, and the Cold War will be replaced by
an explosion of new threats and challenges to under-
standing and control. Terrorism has already proved
itself to be a difficult target for intelligence services,
and will continue to remain so, by its very nature.
Nuclear proliferation and the spread of deadly chem-
ical and biological warfare techniques, as the
experience of the Gulf war demonstrated, will be
high on the agenda for present-day and future intelli-
gence services. The drug trade is newly established
as a national security problem, and intelligence serv-
ices are already being required to deal with it. On
the horizon are other threats. One concerns increased
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competitiveness within a global economy, with
unpredictable and wrenching shifts of economic
power. The temptation will be great, whatever the
implications might be for the classical liberal doc-
trine of the nightwatchman state, to utilize intelli-
gence services as weapons of advantage in trade
wars and as a means to stave off uncompetitiveness
and at least delay loss of economic power.
Intelligence services eéngaged in economic spying
may in future create a kind of black-market flow of
research and development leads, to compensate for
lack of capability at home. Fears about ecological
degradation may lead to a new role for intelligence
services in monitoring environmental change, pollu-
tion, and conceivably the enforcement of interna-
tional legislation. Population flows, whether of legal
or illegal immigrants, will also be a national security
concern in future, especially as they stem from polit-
ical or environmental instability abroad. States and
other organizations will require advance warning of
such population flows in order to effect a balance
between resources and demography, and to maintain
a fragile civic tolerance. There are even more won-
derful scenarios for future CIAs. When UFOs were
in the collective mentality, governments in the
United States and Canada turned to their intelligence
services to assess the reports that piled up on alien
spacecraft. Should project SETI (Search for
Extraterrestrial Intelligence) ever receive a signal
from outer space, there will be yet another role for
intelligence services, not in arming the lasers, but in
trying to decode the messages.

It is legitimate to ask about this forecasting: why
should any of these roles fall into the hands of intel-
ligence services, rather than some other kind of
organization? The answer is that intelligence serv-
ices, historically, fill information vacuums, and will
seek out future roles in order to maintain and justify
their existence and place in the power structure. A
more important answer perhaps arises from consider-
ation of what intelligence services have already
become, as a century-long intelligence revolution has
worked its changes. They have become, in effect,
large, government-directed think tanks, engaged in
the business of research and development, armed to
the teeth with information technology, and possess-
ing a multiplicity of expensively earned talents. The
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old cadre of spies is hardly even the thin end of the
wedge. The intelligence officer might be a manager,
a computer analyst, a linguist, an econometrician,
and so forth. Few are spies, as the term is popularly
understood; few would probably want to be. The
film Three Days of the Condor—starring Robert
Redford as a CIA analyst whose job it is to read spy
novels in order to extract plots for a giant CIA data
base, and who turns into a “real” intelligence agent
in order to uncover a nefarious plot—may have been
a last gasp attempt to merge the new reality with the
old fantasy.

The obstacle to intelligence services providing infor-
mation on such future threats as outlined above rests
not in the arena of their capabilities, but rather in
regard to their dedicated preservation of secrecy.
Intelligence services love secrecy; in the organiza-
tional mentality it is what distinguishes them from
other, more mundane bureaucracies, or from the
university academic, for that matter. Secrecy also
helps insulate intelligence services from criticism.
But relinquishing clandestinity will be the price
intelligence services will have to pay for an injection
of new roles and new mandates in the future. This
may be an easier process than it seems. When spy
satellites are busy training their cameras and sensors
on illicit fishing or whaling boats, when UN spy
planes in distinctive blue and white overfly the latest
zone of conflict or environmental disaster area, the
question of preserving official “national” secrecy
will be moot. CIA Director Robert Gates’s belief,
aired in testimony to Congress on 1 April 1992, that
the US intelligence community will in future con-
tinue to be ‘“‘the nation’s first line of defense”
already has a nostalgic and old-fashioned ring to it.
The future, it is safe to say, will not be so like the
past.

If the future for intelligence services is hard to read
precisely, the same holds true to even a greater
extent for the future of cultural responses to espi-
onage. Cold War formulas for the depiction of spy-
ing are clearly dead. What will take place? Two
guesses might be hazarded: the first is that old for-
mulas will be replaced by nonformulaic treatments.
The metaphor of spying as an escape from the
homogenization and nondrama of quotidian reality
has penetrated deep into the popular consciousness
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and has already become the subject for treatment in a
range of cultural production, including serious fic-
tion, that is well outside the spy thriller genre. A
second guess is that the old formulas will be
replaced by new formulas, with female spies, coun-
terterrorists, ecological warriors, and nonwestern set-
tings well to the fore. Spies are overdue to appear
and capture science fiction. As the historical tradition
of modern espionage lengthens and is revealed, the
material for historical novels and the romance will
become increasingly tempting. It may even be hoped
that the more we come to know about intelligence
work in the past, the more seriously we will take the
role of intelligence in the present and future. The
fascination that sustains the cult of espionage will, I
predict, remain, but will be altered and perhaps even
attenuated by a loss of innocence about what intelli-
gence has been, is, and might become.

NOTES

1. Little more is known. The incident is touched on
in Wesley K. Wark, ““Security Intelligence in
Canada, 1864—1945: The History of a ‘National
Insecurity State,” > in ed. Keith Neilson and B. J.
C. McKercher, Go Spy the Land: Military
Intelligence in History (Westport, Connecticut:
1992).

2. For a capsule survey, see Alan R. Booth, “The
Development of the Espionage Film,” in Spy
Fiction, Spy Films and Real Intelligence, ed.
Wesley K. Wark, (London: 1991), pp.136-60.

3. This phenomenon is explored by David Stafford
in The Silent Game: The Real World of
Imaginary Spies (Toronto: 1988).

4. These passages draw on an earlier piece: Wesley
K. Wark, “Introduction: Fictions of History,” in
Spy Fiction, Spy Films and Real Intelligence
(London: 1991), pp.1-16.

5. I am indebted here to the very skillful and wide-
ranging arguments of John Lewis Gaddis, ‘‘Inter-
national Relations Theory and the End of the
Cold War,” International Security, 17, No. 3
(Winter 1992/93).



6. A valuable study of intelligence failure is
Richard K. Betts’s, “Analysis, War and Decision:
Why Intelligence Failures are Inevitable,” World
Politics XXXI (October 1978), pp. 61-90.

7. The “chaos” concepts in these two areas are
examined in James Gleich, Chaos: Making a
New Science (New York: 1987); and James
Rosenau, Turbulence in World Politics: A Theory
of Continuity and Change, (Princeton: 1989).

8. For another account of the future role of intelli-
gence, see Bruce D. Berkowitz and Allan E.
Goodman, Strategic Intelligence for American
National Security (Princeton: 1989), ch. 7.
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Problems and alternatives

Government Spying for Commercial Gain

Mark Burton

With the end of the Cold War, the roles and missions
. of US intelligence organizations are under scrutiny.
Assumptions that presuppose the primacy of eco-
nomic competitiveness in the post—Cold War era are
spurring a reevaluation of the traditional view that
the US Government should not use its intelligence
assets to give US companies competitive advantages
over foreign firms. Analysis of the concept of such
government-sponsored industrial spying, however,
reveals numerous potential problems. These include
legal issues, limited cost effectiveness, multinational
corporations and, potentially, an increased risk of
international conflict if such actions are pursued
aggressively. Nevertheless, other countries are doing
it, US companies are victims of it, and the US
Government has to decide what to do about it.

For the US, the options range from maintaining cur-
rent policies to enacting drastic measures, including
high import tariffs or economic sanctions, against
those countries whose governments spy on US busi-
nesses. A more reasonable alternative would be the
establishment of one or more international agree-
ments between the US and its allies—and possibly
other countries—that would restrict governments
from using their intelligence capabilities to spy for
commercial gain.

Other Categories of Economic Intelligence

Before examining problems and alternatives, however,
it is important to distinguish between different
categories of economic intelligence. These other
categories should not be confused with a government’s
use of its intelligence assets to spy on foreign busi-
nesses and the passage of their information to national
commercial enterprises for competitive advantage.
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“Traditional’” Economic Intelligence. What could be
termed the ““traditional” approach is one in which US
intelligence organizations collect and analyze eco-
nomic data on behalf of US Government decision-
makers. Unlike government-sponsored industrial spy-
ing, the traditional approach does not provide intelli-
gence to private individuals or corporations to
enhance their competitive status. Instead, the main
objective is to supplement political and military data
on target countries to obtain the best possible assess-
ment of current conditions and indicators of future
trends.

The traditional approach is perhaps best depicted by
Sherman Kent in his classic text, Strategic
Intelligence for American World Policy, first pub-
lished in 1949. Regarding economic intelligence,
Kent asserts that intelligence reporting has to be
aware of new economic doctrines and track national
policies and economic developments in other coun-
tries.' Kent continues:

. . . it must watch for new crops and the develop-
ment of new methods of agriculture, changes in
farm machinery, land use, fertilizers, reclamation
projects, and so on. It must follow the discovery
of new industrial processes, the emergence of new
_industries, and the sinking of new mines. It must
follow the development of new utilities and the
extensions of those already established. It must
follow changes in the techniques and implement
of distribution, new transport routes and changes
in the inventory of the units of transportation . . .”

This is the brunt of Kent’s view of economic intelli-
gence. He shows that the scope of “traditional” eco-
nomic intelligence is broad, but nowhere does he
mention support for private commercial interests.



Advocates of government spying for commercial
gain might point out that Kent deliberately deals
only with “high-level foreign positive intelligence”
in his book and that this restriction necessarily
precludes industrial spying. Kent states, however,
that intelligence is ‘“‘the knowledge upon which we
base our high-level national policy toward the other
states of the world.””® This does, indeed, exclude
support to private commercial enterprises. The
absence throughout the book of any reference to such
commercial support implies that Kent did not believe
government industrial spying should be used for ’
commercial gain.

Traditional economic intelligence is still important
today. During his April 1992 testimony to Congress,
then Director of Central Intelligence Robert Gates
summarized some of the results of National Security
Review 29, signed by President Bush in March 1992.
According to Gates, ‘““financial and trade issues and
technological developments that could adversely
affect the United States were considered of major
importance.”* Gates also noted that ““policymakers
identified new requirements . . . indicating that the
Intelligence Community has a wider range of cus-
tomers than ever with interests that extend beyond
traditional natural [sic] security concerns.”’ Despite
the importance of economic issues and the expansion
of traditional national security concerns, however,
Gates did not advocate that the US Intelligence
Community supply US businesses with intelligence
data on foreign industries.

Business Intelligence. Business intelligence does
include spying to support commercial interests; in
fact, that is the whole point. While a great deal of
business “‘intelligence’ involves overt acquisitions
of data, spying does occur. As noted in a 1991 busi-
ness magazine article on corporate spying:

Trade-secret laws bar acquiring data through “im-
proper means” such as theft. But the line between
what companies legally may do and what they ethi-
cally should avoid is fuzzy. Questionable tactics
include posing as a reporter to get into a rival’s board-
room or hiring a plane to look over its plant . . .°

The difference between this category of economic
intelligence and that of government spying for com-
mercial gain, however, is that business intelligence
does not involve government.

Commercial Gain

Gray Areas. There are gray areas in which business-
men may provide information to their country’s intel-
ligence service regarding foreign competitors or
clients. Conversely, defense contractors or other
national security-related businesses may be provided
government intelligence data because they are
required for a special project, such as the development
of a weapon system. But in both of these cases, intel-
ligence is being used for national security purposes
and not for commercial gain. In the case of a defense
contractor, the contract and, hence, profit, has already
been obtained. The intelligence information is simply
being used to improve the characteristics of a given
system being produced by the contractor.

Some Problems

Distinguishing between these different categories of
economic intelligence is important because the tradi-
tional and business categories do not pose the
problems that government spying for commercial
gain does. The difficulties in resolving these
problems support the argument that the US
Government should not use its intelligence assets to
collect intelligence for private commercial interests,
even if other countries do.

Legal Issues. Even if one ignores problems arising
from violations of international trade and patent
laws—because they are essentially unenforceable—
domestic legal issues will have to be addressed. For
example, like any government resource, intelligence
assets are funded with tax dollars. Would it be
legal—and fair—for the government to use taxpayer-
provided resources to benefit private corporations
directly and, hence, private citizens? Is it constitu-
tional for most citizens to pay the government so
that a select few can profit from it?

The argument can be made that industries and tech-
nologies “critical”” to US national security should be
given special treatment by the government, espe-
cially when foreign governments are using their own
intelligence assets to undermine US businesses. This
would, however, require an extremely liberal
interpretation of the Constitution’s provision that the
government promote the “‘general welfare.”.
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A more difficult issue, if the above argument is
accepted, would be that of determining exactly which
industries and businesses would receive intelligence
assistance. One former US intelligence official was
quoted in a 1992 newspaper article as asserting:

~. .. that intelligence agencies believe it would be
impossible to distribute such data fairly among
US companies and that it might lead foreign intel-
ligence agencies to retaliate by stepping up their
spying on US companies abroad.”

Another legal question would be deciding who
would have the authority to determine which compa-
nies could receive intelligence data. What would be
the legal basis for this authority? Moreover, what
would be the legal precedent for government support
to private business outside the intelligence arena?

The answers are not clear. Any attempt to distribute
intelligence would be complex. And issues of fair-
ness would most likely lead to lawsuits and costly
court battles in which companies vie for *“national
security” status and, thus, intelligence privileges.

One possible solution to the legal questions of distri-
bution would be to give all US companies intelli-
gence privileges. This, however, would be a logistic
nightmare, particularly from a security perspective,
and the financial costs would be enormous.

Cost Effectiveness. Some estimates state that spend-
ing for the current “traditional” approach to intelli-
gence was about $19.2 billion in 1990.® Expanding
intelligence support beyond government consumers
would likely prove to be even more expensive. This
calls into question the cost-effectiveness of any pro-
gram in which the government supplies intelligence
to US companies. ‘

There is no guarantee that government-supplied intel-
ligence would enable US companies to compete suc-
cessfully against foreign companies. As noted in a
Business Week article on the subject, “economic
intelligence isn’t a silver bullet that will magically
improve US competitiveness. Careful attention to
quality, management, and the market count, too.””’
Furthermore, such intelligence support could actually
damage long-term US competitiveness by discouraging
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innovation and creating a dependence on foreign
firms. Although difficult to prove, precedent for this
may be found in other countries.

The former Soviet Union, for example, had a long
history of successful spying on Western industries,
yet it was not able to keep up with the pace of
Western technology. Nonetheless, Russian intelli-
gence still touts the value of industrial espionage.’

France also spies on US companies, and one press
article claims that “a secret CIA report recently
warned of French agents roaming the United States
looking for business secrets.”"" The value of such
intelligence operations is unclear, however, especially
when balanced against operating expenses and the
political costs of possible discovery. The same article
noted that the French intelligence budget was
increased by 9 percent for 1992—despite the end of
the Cold War—and that the FBI delivered protests to
Paris after French intelligence was found to be oper-
ating against IBM and Texas Instruments.”” It is hard
to determine just how much the French have truly
gained from their “‘intelligence-for-profit” activities,
and whether or not the gains have exceeded the costs
incurred.

A former trade negotiator, Michael B. Smith, claims
that ““other countries have active intelligence pro-
grams directed against our companies to give their
companies a leg up. We ought to emulate them.”"
Stansfield Turner, a former Director of Central
Intelligence, appears to agree. He argues that, “We
steal secrets for our military preparedness. I don’t
see why we shouldn’t stay economically com-
petitive.” "

The Soviet and French examples, however, call into
question the validity of this argument that US intelli-
gence should spy on behalf of US companies just
because other countries engage in the practice. It would
be difficult, if not impossible, to perform an accurate
cost-benefit analysis. There is a strong possibility,
however, that the additional money spent on such intel-
ligence collection might produce better results if it were
spent on improvements in education, research and
development, or other areas which could, in the long
term, help to increase US economic competitiveness.



Multinational Corporations. The problems
associated with legal issues and cost-effectiveness
are aggravated when dealing with multinational cor-
porations. In drafting legislation to allow government
intelligence collection on behalf of US companies,
how would multinational corporations be handled?
Would it be cost-effective for the government to col-
lect and give intelligence data to a US-based mul-
tinational corporation, only to have the US head-
quarters pass the information along to its divisions
abroad? But if multinationals are excluded, would
not their US divisions then be put at a competitive
disadvantage by their own government? Moreover,
what are the legal implications of, for example, the
CIA spying on a foreign-based division of the Ford
Motor Company?

These problems regarding legal issues, cost-effective-
ness, and the special case of multinational corpora-
tions indicate that implementing a government
““intelligence-for-profit™ program would be an ardu-
ous task of questionable merit. Another problem with
government commercial spying that is broader in
scope and more difficult to define may be the most
important: the danger of increasing the risk of inter-
national conflict.

The Prospect of International Conflict. Competition
among businesses is good, but among countries it is
not necessary. Indeed, government involvement in
commercial competition can be dangerous. If they
cannot compete, companies can reduce their size or
go out of business, but countries cannot.
Furthermore, unlike companies, countries have the
ability to tax and to raise armies. This presents two
potential problems: taxation to subsidize
government-backed commercial interests can incite
anger in other countries and foreign companies, with
retaliatory subsidies angering the original subsidizer;
and countries, because they cannot simply declare
bankruptcy and go out of business, could resort to
armed conflict if they fear a significant failure in the
realm of commercial competition. Add to these the
uncertainties associated with political leaders—
whose egos might not allow them to consider relin-
quishing power just because of economic woes—and
the danger of ‘““business-induced” international con-
flict becomes readily apparent.

Commercial Gain

Government intelligence collection for commercial
gain is a high-risk strategy because it only
encourages such national economic rivalries. If it is
pursued vigorously, it could lead to international
conflict. The US has the opportunity to lead the
international community away from such conflict and
toward those free market principles that prevailed
over socialism during the Cold War. A truly free
international market will probably not be achieved in
the near future, but it is an admirable goal.

If the US were to adopt an ‘‘intelligence-for-profit”

approach, it would be sending potentially antagonis-
tic signals to its allies and all of the other members

of the international community. Still, the problem of
other countries using this approach remains.

Gates, for example, has warned that nearly 20 for-
eign governments are carrying out economic intelli-
gence gathering that harms US interests."” In addi-
tion, R. Patrick Watson of the FBI has said that
“we’re finding intelligence organizations from coun-
tries we’ve never looked at before who are active in
the US.”'® Gates adds that foreign intelligence agen-
cies of traditionally friendly countries “are trying to
plant moles in American high-tech companies [and]
search briefcases of American businessmen traveling

overseas.”’

For now, the US does not appear to be willing to
engage in such practices, but it will take defensive
measures. According to an April 1992 press report
concerning Gates’s testimony before a Congressional
panel:

Some members of the panel pressed Gates to help
US companies by seeking out commercial secrets
of foreign competitors. But in his testimony Gates
ruled that out, saying the CIA would limit itself to
helping US companies safeguard themselves
against foreign intelligence operations.

There are several alternative options to Gates’s

approach, however, that the US can take, including
more active measures.
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Alternative Approaches

It is reasonable to argue that Gates’s defensive
approach is wise, especially for the short term. But
counterintelligence measures merely combat the
problem without removing its cause. In the long
term, the US would benefit if it could develop a
more substantial solution to eliminate the cause of
the problem.

Retaining Traditional Measures. This does not
mean that traditional economic intelligence or defen-
sive measures should be dropped. As Gates noted in
a December 1991 speech, US intelligence has:

...long assessed key aspects of international trade
and economics, with special focus on foreign
technological developments as well as on coun-
tries or governments that try to steal our technol-
ogy or seek unfairly or illegally to disadvantage
American business. These economic challenges to
the United States will grow, and we in intelli-
gence must play our appropriate role in helping
the government to meet them.”

This “role” for US intelligence in the economic
sphere is a reasonable one. It can be carried out
without providing select private individuals or busi-
nesses with intelligence that would give them a com-
petitive advantage. The US could stop here, which
would essentially mean maintaining the status quo as
far as economic intelligence is concerned. If the role
of US intelligence should stop at this traditional
level, however, what alternatives are there outside of
the intelligence arena to constrain other countries
from pursuing government-sponsored industrial spy-
ing for commercial gain?

Economic Reprisals. One possible way to deter
other countries from using their intelligence
resources for industrial espionage against the US is
to pursue some form of economic reprisal against
offending states. A somewhat obvious difficulty
would be determining, and then publicly proving,
that a suspected country’s intelligence service was
spying on US companies for commercial gain.

Even if such activity could be proved, choosing

an appropriate response might be difficult. Would
high import tariffs be appropriate? Under some
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circumstances, the imposition of such tariffs by the
US might spur retaliatory tariffs by the offending
country and possibly its allies, and prove to have a
detrimental effect on US exports to those countries.
In short, would the “cure” of high tariffs be worse
than the overall “affliction” of foreign spying on US
business?

More extreme measures, including economic sanc-
tions, might increase the risk of international conflict
even more than industrial spying. Economic
reprisals, then, do not appear to be a practical alter-
native to government spying for commercial gain.
The problems associated with these reprisals,
however, do demonstrate the increased potential for
conflict caused by “intelligence-for-profit” pursuits
by highlighting the frustration that can be faced by a
country that is being victimized.

International Agreements. International agreements
might be a more acceptable alternative to
government-backed commercial spying. The US
could pursue such agreements in a number of ways.
One would be a single treaty that any country could
sign if it so desired, with each signatory pledging not
to use its intelligence services to spy on any of the
others for commercial gain. Other approaches could
include bilateral or multilateral agreements, particu-
larly between the US and its strongest allies.

Such agreements would be preferable to uncon-
strained government-sponsored commercial spying
not only for the US but also for all signatory coun-
tries. They do not entail the moral, legal, financial,
and logistic difficulties associated with this particular
type of spying and with the distribution of the intel-
ligence, once it has been collected.

In addition, such agreements would limit the poten-
tial for conflict by providing a formal and predeter-
mined means of response if one of the signatory
countries is suspected of such spying. This would
eliminate the need for unexpected antagonistic eco-
nomic reprisals. Such agreements also would provide
assurances to otherwise potential economic rivals
that governments would not use their intelligence
resources to achieve competitive advantage.



Moreover, these agreements could include statements
acknowledging the role of traditional economic intel-
ligence. This could be seen as a loophole, however,
so the signatories might prefer not to mention it at
all, leaving it with the status of an unspoken assump-
tion. But any government probably would not be
willing to give up its capability to assess the eco-
nomic status of other countries for its own national
security (noncommercial) purposes.

The agreements could contain provisions for cooper-
ative defense measures to be taken against non-
signatories that use their intelligence services against
the businesses of one or more of the signatory coun-
tries. These measures could include “tip-offs"—or
more substantial intelligence sharing—regarding
offending countries and retaliatory actions, including
joint diplomatic protests or trade restrictions. For
agreements to be effective, however, these additional
provisions would not be absolutely necessary.

It could be argued that intelligence collected by busi-
nesses would pose a problem for such agreements.
This would be especially true concerning any agree-
ment involving the Japanese, who purportedly do
most of their economic spying using business
assets.” Strictly speaking, this type of intelligence
would not have to be addressed in these agreements.

The issue of businesses providing intelligence to
their respective governments, however, would be a
contentious one. Signatory governments could agree,
perhaps, that such intelligence would be allowed as
long as it is not redistributed to other companies.

This might be especially difficult for Japan, given the
purpose of its Ministry for International Trade and
Industry (MITI). As a result, Japan might have to
limit its participation in such agreements or reassess
the purpose and functions of MITI. Overall, though,
the issue is resolvable, as long as the countries
engaged in the process are sincere in their efforts to
restrict government involvement in industrial spying.

Conclusions

While current US policy, as recommended by Gates,
does not include providing private business with
government intelligence data for commercial gain,
the question is apparently still open. It is a valid

Commercial Gain

question and not simply a search for new missions
by intelligence organizations seeking to preserve
their budgets.

Nevertheless, the problems associated with legal
issues, cost-effectiveness, multinational corporations,
and the increased risk of international conflict indi-
cate that government-sponsored spying for commer-
cial gain is not worth the effort. Defensive counterin-
telligence policies aimed at combating foreign
intelligence in the economic arena are worth continu-
ing, but they are not a true long-term solution to the
problem.

The formulation of one or more multinational agree-
ments is, perhaps, the most reasonable long-term
approach to take. Just as countries have developed
treaties to reduce the dangers associated with mili-
tary rivalry, so too can they develop mutual under-
standing and agreements regarding economic rivalry.
Such agreements, if taken seriously, could foster an
international environment in which economic compe-
tition would not be the harbinger of conflict among
nations but would instead be the stimulus for busi-
ness innovation and improved living standards
worldwide.
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A CIA officer-in-residence

Taking Care of Business

David W. Overton

During the 1992-93 academic year, I was an officer-
in-residence for CIA at the Amos Tuck School of
Business, an MBA-granting institution at Dartmouth
College. In that time, I:

¢ Conducted my own course on the political eco-
nomics of the transforming socialist economies.

» Cotaught courses on the international environment
of business and Japanese business systems.

» Served on the steering group for a program in
leadership development for undergraduates.

e Lectured to a course for Ph.D. candidates in
engineering.

e Lectured on economic conditions in Eastern
Europe to a student club composed mostly of East
Europeans.

e Helped host a total of 10 Russian economists
searching for the holy grail of capitalism.

¢ Teamed with a Russian graduate student to
present a two-part program looking at the effec-
tiveness of Boris Yeltsin as a national leader.

¢ Talked with and counseled seven residents of
former Communist countries on learning and liv-
ing in the United States.

e Helped design and present (with guest speakers) a
three-session program on how the Agency looks
at leadership challenges and effectiveness around
the world.

» Authored a review article for a brand new publi-
cation, Global Competitor, that is a collaborative
effort between Tuck School and the Fletcher
School of Tufts University.
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In the process, I learned a good deal about what
some well-educated Americans and foreigners think
about the Agency. I had the chance to observe some
of the best of US higher education in action. I also
had some time to think about how American
businessmen view the changes taking place in the
world today. And, on the lighter side, I found myself
in a few situations that seemed decidedly out of the
ordinary for an Agency employee.

It is worth keeping in mind that, unlike many
officers-in-residence, my purpose at Tuck was not to
teach a course on intelligence and its relation to
policymaking. I was billed as an economist who
could make useful comments on the international
environment for business. Like all other officers-in-
residence, I foreswore recruiting and intelligence
gathering while I was in the program.

I should also underscore that I found the year in aca-
deme and—especially at Tuck—enormously reward-
ing. I had a good time, learned a lot, met many fine
professionals in teaching, and was gratified by the
general appreciation for candor and intellectual rigor
I encountered among colleagues. I also came away
with a deeper understanding of how US business is
trying to adjust to a rapidly changing international
environment, and, in that light, is willing to support
and assist US business schools in many ways.

The School

Dartmouth College, from which I graduated in 1961,
is the ninth oldest college/university in the United
States. The Tuck School is the oldest graduate school
of business in the world, beating out Harvard’s simi-
lar institution by eight years. Across the street from
Tuck is the Thayer School, the oldest professional
school of engineering in the United States.



In recent years, Dartmouth has been much in the
news for political demonstrations on campus and for
the high jinks that have surrounded what the press
refers to as “the college newspaper,” The Dartmouth
Review. The distinguishing features of this
newspaper are its hard rightwing editorial opinions
and its generally confrontational tone. Once you get
to Dartmouth, it does not take long to discover that
there is a rich assortment of student activities, of
which The Dartmouth Review is just one. In fact,
most natives think of The Dartmouth, the much older
newspaper, as the campus newspaper, even though it
is, in any given year, likely to be only one of a half-
dozen student newspapers.

Seen from the distance, Dartmouth, therefore,
appears at once old and rowdy. If you were going
there expecting the quintessential ivy-draped school
with a rich assortment of strange characters, you
would be disappointed. If you were operating on the
reputation the school has in the Ivy League, you
would probably expect to see drunken students litter-
ing the central green as you drove into town—and
again would be sorely disappointed.

Because I knew much of what I was getting into, I
did not harbor too many of the classic misimpres-
sions. In fact, I enjoyed the concern some of my
friends and colleagues at the Agency expressed for
the danger I was putting myself in by entering a
campus that was a free-fire zone between Fascists
and Communists, between the Visigoths and the
politically correct. I am sure their concerns would
have disappeared quickly if they had heard Dean Ed
Fox of Tuck welcome the incoming class of 94 with
a speech that included a reference to the good for-
tune they had in having a visiting scholar from CIA
for the year.

The Student Body

This is not to say there was no potential for discord.
In particular, at the outset I had no clear idea what
foreign reactions to my presence might be. About 20
percent of the 350 students at Tuck School come
from foreign countries, and there are substantial
numbers of foreigners elsewhere on the Dartmouth
campus. In fact, over half of the students in a graduate
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engineering course to which I spoke twice were from
foreign countries, including seven students from the
former Soviet Union and one from China.

A clue to the likely behavior of most of the -
American business students was that, on average,
they had been out in the working world, mostly in
business, for five or six years before they enrolled at
Tuck. As someone who had had a fair amount of
interaction with US business through Agency pro-
grams, I was confident that we enjoyed a good repu-
tation with this audience. And, if I had to hide in
someone’s hall locker, I had one colleague from the
Directorate of Intelligence (DI) who was enrolled in
the first year and another student whose aunt had
been my supervisor at Headquarters.

Mixed Reactions

During the year at Tuck, I learned that this brand of
business student—and almost all other students I
encountered at Dartmouth—will suspend disbelief
long enough to listen to someone from the Agency
discuss substance and thereby learn indirectly about
us. The few uncomfortable moments I had on cam-
pus were almost entirely with faculty members, and
those episodes did not amount to much. One Tuck
faculty member, an Indian national, was disquieted
by my presence, although he was never anything but
courteous to me. I offered several times to help with
the international aspects of what he was teaching,
and I was routinely turned down. On the other hand,
two US-naturalized Indians on the faculty were both
friendly and eager to talk with me. ‘

Some few of the undergraduate faculty with whom I
came in contact expressed surprise and discomfort
with my place of employment, but they were largely
outnumbered by others who had no problem. One
American economics professor with whom I had
numerous pleasant exchanges went ballistic when I
suggested I could help with her course, but an
Englishman and two Israelis in that department were
happy to interact with me professionally. An
Hispanic in the economics department was the per-
son who arranged for me to speak to the East
Europeans about their economies.
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One of the strangest experiences I had with faculty
uncomfortable with my presence was an event that
involved a visit by twe Russian economists. The
Russians were being hosted in their travels around
the United States by a Dartmouth alumnus who was
a former student of an economics professor I had
known for about 20 years. The economics professor,
a former Agency employee, invited me to participate
in the Russians’ visit, and I arranged for them to
field questions from my students. I did not discover
until the last moment that the event was being
cosponsored by an organization whose leaders had
already made it plain they did not like the idea of a
CIA employee on-campus. When I showed up at
their luncheon, the first three people I met were stu-
dents from former Communist countries to whom I
had lectured in one context or another. The students,
who were outgoingly friendly to me, did not know
the leaders of the organization, so I ended up
introducing them. In the circumstances, it would
have been rude to ignore me, so the people who did
not care for my presence were civil.

One program that looked like it had promise at the
outset and then faded was a required course for
Ph.D. candidates in engineering. The course was
designed to encourage them to think about nonen-
gineering subjects so as to avert the tunnel vision
that often accompanies intense study in that general
field. The associate dean of engineering who was
teaching the course invited me to do a unit on key
developments in the international economy and,
satisfied that I could teach, was willing to have me
coteach a unit on weapons proliferation with him. To
get a feel for his course, I sat in on a few sessions.

At the end of the term, the dean called me to say
that it would perhaps be wiser if I did not plan on
participating in the follow-on course in the winter
term. I said that was fine, but asked if there was any
particular reason. Somewhat embarrassed, he mum-
bled that some of his students had objected to “‘be-
ing brainwashed by the CIA.” I asked if the
Russians had been the ones complaining. He replied,
“Hell, no. They loved you. It was a couple of the
Americans who are pretty naive. But I think they
would make enough of a fuss that it would be coun-
terproductive for you to come back.” (The associate
dean subsequently introduced me to the brightest of
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his Russian students, who ended up helping me with
a few presentations on Russia.)

Foreign students from non-Communist countries see-
med comfortable with my presence. The Japanese,
who are generally quite reticent in the US business
school environment, did not seek me out, but they
were forthcoming in group and one-on-one discus-
sions. One of the first foreign students to make a
point to drop by my office to talk with me was a
Frenchman who went out of his way to say that he
thought having someone from intelligence on a busi-
ness campus was a real asset, a viewpoint that appar-
ently was shared by his several countrymen in the
program. In the three courses in which I participated
regularly, I interacted with 23 foreigners out of a
total of 78 students. This included several who were
in more than one course. Because these were elec-
tives, they could have opted out if they were truly ill
at ease with me.

Reasons for Receptivity

I believe there are several reasons why some stu-
dents found it easy to accept me:

* I knew how to teach and knew my material.

* I memorized the names of any students with
whom I was ever in contact and addressed them
by name when I saw them in the halls.

* An invitation to do one unit of a required first-
year course got me broad exposure to about 150
students, who apparently liked the unit.

» The students were eager to listen to people who
had had practical experience, as compared with
some faculty members who had come directly
from graduate school.

» Superb unclassified Agency publications that I
used as course material made a favorable impres-
sion on the students, as did guest speakers from
Headquarters.

The last two points deserve expansion.



Practical Experience. Much of what is taught in bus-
iness schools is taught by the case method, which
provides a large group of people with a common
data base around which to reason. The main draw-
back of the case method, in my estimation, is that it
discourages the student from reaching out for other
data. And, from the faculty’s point of view, once you
have absorbed and presented the cases a time or two,
you have little incentive to look for new material.
This can create an atmosphere in which the range of
experiences and examples on which you draw is
fairly narrow.

Because the professor with whom I cotaught in two
courses had been an academic, a business consultant,
and a senior US Government official for 10 years,
we had ample opportunity to consider whether the
academic or the practical backgrounds seemed to
play best to teaching business students. In the two
courses for which he was the listed instructor and the
one for which I was, we concluded that being able to
provide concrete examples of teaching points, know-
ing where to go to get data, and being able to absorb
large amounts of information quickly were assets
that depended on practical experience. The students’
evaluations of our courses emphasized that these
were the characteristics they appreciated most.

Agency Publications and Speakers. The Agency’s
publications and guest speakers merit additional
comment because of the positive impact they had on
the faculty and students. My students in the course
dealing with transforming socialist economies were
taken with the currency and incisiveness of the
annual unclassified versions of the presentations to
the Joint Economic Committee on the former
Communist countries. One Ukrainian learned that I
had an unclassified monograph on Ukraine, asked to
borrow it long enough to read, and brought it back
saying it was an excellent piece of work. To thank a
Muscovite who helped me with several presentations
at various points in the year, I gave him a copy of
the unclassified version of The World Factbook. The
next day I had a letter in electronic mail from him
that said he was in bad shape from so little sleep
because he had sat up most of the night flipping
through it. One of my students, a native of Harlem
and an honors graduate in electrical engineering from
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Princeton, did some of the background work for his
term paper in the Energy Atlas of the USSR and
returned it to me with a note that said it was a ter-
rific source. (He will be working for a US company
helping to develop Russian oilfields.)

I invited several speakers from the Agency, and the
response to them was outstandingly positive.
Students sought me out to say how much they
enjoyed the sessions. I based two of eight final exam
questions from which the students had to choose on
the presentations of two of the speakers. More stu-
dents chose to write on these topics than any others.
One speaker did a two-hour presentation to a group
that included some rather critical observers from a
steering group for a leadership course, and the most
jaundiced member of the steering group later told me
that the presentation was ‘‘dynamite.”

Strange Happenings

Inevitably, the frequent interaction between faculty
and students on which Dartmouth prides itself was
bound to yield a few strange occurrences for an
Agency employee. Moreover, they took virtually no
time at all to materialize.

The first strange event started off simply enough.
Tuck School typically gets its faculty and their
spouses pointed in the right direction for the new
academic year with a first-class reception in the
stately Hanover Inn. The food and drink are super,
the school picks up the tab, and the attire is business
suit or dress. My wife and I had no more than
entered the lounge where the reception was being
held than a waiter approached us with hors
d’oeuvres. A rather outgoing Russian who was obvi-
ously working to help cover college costs, he asked
me what “Visiting Scholar”’ on my name tag meant.
I told him, neglecting to identify my employer. That
was his next question, which I dutifully answered.
Emboldened by the experience of meeting his first
CIA person, the waiter launched into an energetic
pitch for me to buy some astronomical quantity of
diesel oil that his relatives were trying to sell. “The
oil is definitely there in tanks. The trick is just get-
ting it out of Russia, and I am sure CIA could figure
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it out.” I had yet to talk to any of the faculty, but I
was convinced that those in hearing distance of the
waiter were going to be hard to persuade that I was
any kind of scholar.

Another fascinating turn was with a Bulgarian who
presided over a student activity called “European
Entente,” the largely East European group to which I
had spoken on its economies. After the session, he
asked, rather confidentially, if he could come by my
office sometime. Reminding myself that, if he asked
to sell state secrets, my charter required me to turn
him away, I told him he could.

Oleg showed up several days later, knocked on my
door, and asked, in a whisper, if he could come in. I
said yes again, braced to throw him out as soon as
he launched into the state secrets thing. It turned out
that his family had access to good wood for con-
struction, and they had asked him to find suitable
milling and other equipment to make precut houses.
Could I help him hook up with some people to
advise him on what US machinery in this line was
good? (I subsequently did.) The whisper? He had
had a sore throat.

What | Learned About Business Schools

I deserve to be both brief and humble about this
aspect of my experience because I was only exposed
to parts of the two-year program, and most of what I
saw had to do with economics, international busi-
ness, and communications. I cannot, in good con-
science, claim that I know much about marketing,
finance, accounting, and a whole range of other busi-
ness subjects. Nonetheless, I did have several broad
impressions of the nature of business education at
Tuck School:

Collegiality. The small size of the faculty and the
easy access students have to it contribute to a fair
atmosphere of collegiality at Tuck. At any point in
the year I was there, the faculty consisted of 35 to
40 teachers of various stripe. Most were available
most days of the week for students to arrange
appointments or drop in.
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The interaction between faculty members was a
different story. Some worked closely with colleagues
with whom they were either coteaching or develop-
ing some joint paper or project. Others reflected the
introverted behavior that makes for good analysts.
Perhaps the most interesting test of their ability to
cooperate was faculty meetings, which, in my per-
ception, were consistently too long because some of
the participants were either trying to demonstrate
their analytical ability or to stake out territory on
some issue with which they were associated.

And yet, in fairness, I was impressed with a Tuck
practice of sharing around all of the syllabuses for
each term so that we could keep abreast of what
others were doing and volunteer to help if we saw an
area in which we could contribute.

I took advantage of this opening by offering my
services to talk about performance evaluation and
training in large establishments in a course on human
resource development. Conversely, because I had
seen a case study done by one of my colleagues on a
machine tool plant in Guangzhou, I was able to use
it in my spring course.

Economic Literacy. Economic literacy in the US
population at large is nothing to brag about. Still, I
saw students who had majored in economics as
undergraduates, taken solid—required—courses in
microeconomics and macroeconomics at Tuck, and
still had a hard time understanding the content of a
balance-of-payments statement.

The issue here was not the students’ native intelli-
gence or willingness to work. By and large, they
were generally smart and quick studies. The problem
was partly the relevance of economics education in
the United States and partly the fact that some eco-
nomic concepts are best absorbed on the job practic-
ing economics. Five or so years selling computer
software systems, working for a brokerage house, or
managing a manufacturing process for a US corpora-
tion is not necessarily good preparation for economic
analysis.



Globalization. The top business schools are very
competitive in seeking the best candidates. Tuck rou-
tinely ranks in the top six US graduate business
schools overall and number one in the satisfaction of
its graduates that they got their money’s worth.

No US business school that wanted to be remotely
competitive would say anything but that it was
“globalizing” its curriculum to ensure that US
businessmen would be effective in dealing in the
rapidly growing American export sectors.

There are two basic ways to score in the globaliza-
tion game. One is to increase the international cases
and examples that are used across the board in the
curriculum, and the other is to add more interna-
tional courses to the offerings. The first is the less
costly approach; it is also the less reliable because
course adjustments are made during a term to deal
with a variety of unforeseen events, and a teacher
who is not comfortable teaching international issues
will be likely to drop that material first.

The second approach poses some interesting
challenges. Do you organize the courses around dis-
tinctive features of doing business in particular parts
of the world, such as Japan or the transforming
socialist economies? Or do you try to teach on topics
that have some degree of universality, such as the
evolution of international financial institutions or the
ways in which you enlist your own government in
the process of helping your foreign sales or acquisi-
tions?

The common approach so far has been to try a little
bit of everything. The difficulty with this, from the
perspective of someone who has spent 30 years
analyzing international economic events, is that the
sum of the parts does not constitute a whole that is
particularly illuminating to the students. Thus, my
course on transforming socialist economies was, in
my opinion, useful to help people understand what
the governments in question were trying to do in the
way of economic reform and how it might affect US
or other Western businesses. But it did not provide
the practical basis for setting up a joint venture in
Prague. Moreover, little else in the curriculum would
have helped in that regard.

Business

The plain truth is that the “globalization” of US
business schools has a long way to go. The good
news is that we are not behind the rest of the
world.*

Current Intelligence. No surprises here. Still, we
need to be reminded from time to time that the
Agency and its better customers set a high standard
for understanding what is happening around them in
the world.

The contrast in criteria for sources between the aca-
demic world and the intelligence world is quite strik-
ing if you have just come from the latter to the
former. The professor with whom I was associated in
the fall and winter terms, who had regularly received
morning briefings from DI liaison while he was in
Washington, was going through withdrawal pains in
not having the same sort of information access he
had once had. We both marveled at the comparative
willingness among both faculty and students (more
so the latter, of course) to accept the data or view-
points of one or another newspaper or journal
without digging in to find out how accurate they
were on the particular point.

In the student realm, this jibed with a comment made
to me by a Dartmouth classmate of mine who had
taught at Tuck in the international arena just before I
got there. He noted that, had he to do it over, he
would organize “prayer breakfasts” in which every-
one would come for free croissants and coffee, in
exchange for which they would have to agree to read
one of the leading business or financial newspapers
and be prepared to discuss the key issues with others
present so that all would be exposed to more than
one source.

Management Training Gap
Having been the Deputy Director for Curriculum at
Office of Training and Education for two years, I

had a sense of some of the practical courses that

* Editor’s Note: Since this article was written, Tuck opened a
Center for the Study of Intelligence Business in March 1994.
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Agency employees value in the management realm. I
cannot generalize for all business schools simply
from one, but my best intelligence tells me you
should not be surprised if the curriculum at any
given business school has little or nothing to say
about conducting meetings, dealing with problem
employees, or figuring out what kinds of training
will be most beneficial to your work force.

Overall, it is my sense that business schools are still .
struggling with many issues of human resource
management and development and how to include
them in curriculums. If that is too broad a generali-
zation, it is certainly fair to say Tuck School is still
struggling with these issues.

A US Business Perspective

My year in academe provided frequent contact with
US business people and required that I do more than
usual to stay up with the business press. Because the
Agency is still shaping its approach to economic
intelligence in relation to US business abroad, what
can be deduced from these sources is worth a few
words.

There has been a good deal of attention over the last
15 to 20 years directed at business practices of for-
eign competitors that US citizens believe are ques-
tionable from the standpoint of our sense of what is
right. This discussion often ends with pleas for
clearer “rules of the road” or calls for “a level play-
ing field” among competitors. And, when neither of
these outcomes occurs, the arguments shift to retalia-
tion against foreign firms or mimicry of them.

A little time working in the environment of interna-
tional business quickly leads one to the recognition
that there are several different kinds of capitalism,
and no one of them has a lock on how the world’s
economic systems will ultimately be shaped. As
someone worrying about how to present ways to
understand what was happening in the transforming
socialist economies, I soon realized that—despite
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press and academic assertions that the new capitalist
economies would gravitate toward models common
in their regions—the jury was still undecided on
specific outcomes. We do know, for example, that
the Germans have invested a lot of time in develop-
ing trade and business ties with Russia, but the
Russian central bank is patterned on that of the
United States and US investors led the field in new
investment commitments in that country in 1992.

The past few years have been an important
watershed for the directions in which the interna-
tional commercial and financial systems are evolv-
ing. After extended periods of strong growth, our
two major economic competitors, Japan and
Germany, have stumbled both economically and
politically, leaving businessmen everywhere to ask
whether the attention others were paying to these
two models was well placed. Meanwhile, the United
States is seeing a renewed emphasis on the impor-
tance of Latin American markets to our economy,
even as we try to sort out the pluses and minuses of
a North American Free Trade Agreement.

In the background, important changes continue to be
made to the ways in which international financial
transactions are conducted, and both markets and
instruments for equities in East Asia, the Third
World, and the former Communist countries have
proliferated.

All of this is putting a premium on US businesses
being better informed and smarter about what is hap-
pening abroad that may affect them. Unfortunately,
business school curriculums are not changing apace,
and, on balance, the numbers of people in the US
business world dedicated to analyzing foreign events
is probably a good deal smaller today than 10 years
ago. The good news in this, it seems to me, is that
the market for US Government analyses of interna-
tional business and economics to support our indus-
try is growing and will continue to grow for the
foreseeable future.






A basic tension

Openness and Secrecy
David D. Gries

The American system of government is rooted in
openness. Article I of the Constitution provides that
“Each House shall keep a Journal of its proceedings,
and from time to time publish the same” and that “a
regular Statement and Account of the Receipts and
Expenditures of all public Money shall be pub-
lished” by the government. When combined with
First Amendment guarantees of a free press, these
provisions created the basis for open government.
The Founding Fathers believed that openness was
vital because the Colonies’ disputes with the govern-
ment of King George III taught them that participa-
tion of the governed could succeed only if the
governed were well informed.

Throughout their history, Americans have relied on
free elections, Congressional hearings and investiga-
tions, speeches and appearances by executive branch
officials, and an inquiring press to make good on the
Founding Fathers’ promise of open government.
Until the start of World War II, Congress and the
executive branch openly debated most foreign affairs
issues, and the press reported the results. Information
about the small standing army was readily available
both to Americans and to foreign representatives.

This system worked well until World War II brought
the need to keep military plans and the capabilities
of weapon systems from enemy eyes. Although
Article I of the Constitution permitted Congress to
withhold such records ““as may in their Judgment
require Secrecy,” little of this occurred until the war
started.

As the war progressed and our national security was
threatened, breakthroughs in jet-engine technology,
radar, sonar, rocketry, and atomic weapons required
special protection. Openness in operations of the
legislative and executive branches, previously the
guarantors of the Founding Fathers’ promise, was
sharply curtailed.
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Elaborate systems were devised to ensure secrecy,
not only for spectacular achievements like reading
German and Japanese wartime codes, but also for
daily activities of the foreign affairs, intelligence,
and military components of government. With the
advent of the Cold War, conflict between the old tra-
dition of openness and the new requirement for
secrecy became a significant issue.

This conflict continues. According to the President’s
Information Security Oversight Office, in 1981, at
the height of the Cold War, US Government officials
were making more than 10 million classification
decisions annually, thereby creating an enormous
stock of classified documents.

The Reagan administration sharpened the conflict by
relaxing regulations requiring periodic review of
classified documents for declassification. By 1985
classification decisions had reached an annual rate of
15 million, endangering the open government envi-
sioned by the Founding Fathers.

But, with the end of the Cold War and the decline in
direct threats to national security, the need for
secrecy has been reduced. Many previously classified
national security documents are being released and

-many newly created documents issued in unclassified

form. By 1992 classification decisions had fallen to
6 million.

The Special Case of Intelligence

Intelligence documents, however, are a special case.
Intelligence budgets are even exempt from the
Constitutional provision requiring public accounting by
government agencies. Although the intelligence agen-
cies, like the rest of the government, are starting to



question excessive secrecy, reduced threats to national
security have not translated quickly into reduced pro-
tection of intelligence from public disclosure.

New standards have to be established on what to
release and what to protect. New ways of thinking
have to evolve to challenge the intelligence agencies’
culture of secrecy. Because intelligence documents -
are often highly sensitive, however, care has to be
taken before releasing them to the public.

During the special circumstances of World War II
and the Cold War, the American people were willing
to support a permanent, organized, secret intelligence
effort and to delegate oversight of its performance to
a limited number of members of the executive and
legislative branches. Whether the public will con-
tinue to support a large intelligence effort in the
more benign climate of the 1990s is by no means
certain. Because the case can be made only by
providing the public with information needed to
judge intelligence performance, openness is a neces-
sity. The alternative is to watch intelligence budgets
shrink and return to the situation prevailing before
World War II, when the intelligence effort was
limited, sporadic, and largely unimportant.

Historical Review

To understand the problems associated with reducing
secrecy in intelligence, it is first necessary to under-
stand how the current system evolved. Collecting war-
time intelligence was a key concern of the Founding
Fathers. The Second Continental Congress set up a
Committee of Secret Correspondence to oversee espi-
onage operations and appointed Benjamin Franklin
and John Jay, among others, as members. Protecting
intelligence secrets got off to a bad start, however,
when the Committee had to fire Thomas Paine, briefly
the Committee’s secretary, for leaking classified infor-
mation. After the Revolutionary War, the intelligence
effort lay dormant until World War II, though there
were isolated bursts of activity during the Civil War,
World War I, and other emergencies.

The National Security Act of 1947 and executive
orders issued by administrations since then have
codified experiences from World War II and the Cold
War and have established a foundation in law and
regulation for today’s system for controlling intelli-
gence secrets. Many of the basic concepts are drawn
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from the successful Anglo-American effort during
World War II to prevent Germany and Japan from
learning that the Allies were reading their codes. The
guiding principle of this effort was to limit and con-
trol distribution of information. The lesson of con-
cealment was evident in President Truman’s 1952
decision to establish the National Security Agency
but to keep secret its mission of collecting intelli-
gence from foreign electronic signals. =

The advent of high-altitude reconnaissance aircraft in
1956 and of orbiting reconnaissance satellites in
1960 created new kinds of intelligence requiring new
systems of protection. These took the form of special
clearances for those permitted to receive the informa-
tion and special handling procedures for distributing
it. Later, the National Reconnaissance Office was
established to manage satellite programs, but the
government did not acknowledge its existence until
1992. All these events combined to create an inward-
looking culture of secrecy that is hard to change.

Current Needs for Protection

The new standards for secrecy evolving in intelli-
gence agencies reflect the changing circumstances of
the 1990s, for intelligence has to respond to the cus-
tomers it serves and the new foreign policy environ-
ment. Today’s foreign policy environment is less
threatening to our national survival, but it also is less
predictable and more complex than in the recent
past. Issues are becoming transnational in scope, and
coalitions rather than unilateral actors are forming to
deal with them. The former Soviet Union, an intelli-
gence target that once accounted for more than half
of all intelligence spending, has been replaced by the
new targets of nationalism and ethnic violence,
proliferation of advanced weapons, narcotics and ter-
rorist activities, economic security, the environment,
and regional issues. - :

New customers for intelligence are displacing old
ones as regulatory, law enforcement, and -economic
agencies compete with traditional customers in the
White House, the Department of State, and the
Department of Defense. Links to policy and military
customers are becoming closer and the demand for -
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actionable intelligence greater, putting pressure on
the Cold War principle that intelligence should be
closely held, highly classified, and protected from
public disclosure during regulatory or law enforce-
ment actions.

Accordingly, to determine what needs safeguarding
today, the concept of protecting intelligence sources
and methods embedded in the National Security Act of
1947 has to be adjusted to fit the new policy environ-
ment and customer base. Among the sources of intelli-
gence, at least three merit protection: clandestine
agents who provide the US with needed information,
technical collection systems that gather information
from space or from sensors, and foreign governments,
which volunteer information in confidence.

Similarly, key methods have to be protected. Among
them are techniques that clandestine agents use to
collect information, capabilities of technical collec-
tion systems, location and details of intelligence
installations abroad, cooperative relationships with
foreign intelligence services, and special analytical
methodology.

The task before intelligence agencies now is to build
higher fences around fewer secrets, limiting protec-
tion only to.sources and methods that merit it, while
disclosing as much as possible of everything else. To
accomplish this, careful consideration of the gains
and losses from disclosure has to replace the habit of
automatic classification. The bias has to favor dis-
closure, and classification decisions have to.be
clearly justified. Only in this way will intelligence
agencies be able to serve customers of the 1990s
who need unclassified information for use in
demarches to foreign governments, in regulatory and
law enforcement actions, and in support of military
forces subordinated to international organizations.
And only in this way can the intelligence agencies
help to reduce the conflict between open government
and the requirements for secrecy.

Secrets and the 1990st

Although a good start has been made in reducing
secrecy in intelligence agencies, a number of
problems remain. One is assembling the large
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numbers of people needed to declassify old docu-
ments at a time when personnel budgets are shrink-
ing. Another is finding ways to present current docu-
ments directly to the public and the press rather than
indirectly under the imprimatur of other government
organizations, as has usually been the case in the
past.

Imaginative thinking also has to be applied to the
question of deciding what old information to make
available. For example, environmental scientists want
daily satellite imagery of the former Soviet Union
going back to 1961 because it contributes to an
understanding of land use, soil mechanics, snowmelt,
and climate change. Cold War historians want infor-
mation on major events of the last 45 years.
Intelligence archives contain information whose
value to the public such experts can determine. But,
even with their help, culling tens of millions of
documents with limited resources is difficult.

Maintaining permanent intelligence organizations in
a democratic society is still experimental. The out-
come depends in part on rolling back the culture of
secrecy and revealing as much information as is con-
sistent with protecting sources and methods.
Intelligence activity, formerly a requirement of the
Cold War, is now an issue of new national policy.
Like other such issues, it will be decided by an
informed public acting through elected representa-
tives.

One sign that progress is being made is the decision
of the last two Congresses to cut intelligence budgets
less than defense budgets. Another sign is that many
foreign intelligence services have turned to
Washington for advice on how to open their organi-
zations to greater public scrutiny. Ideas that were
first expressed in our Constitution are inspiring them
to begin accounting publicly for some of their activi-
ties and funds. Although the process of reducing
secrecy in American intelligence is painful and
progress is slow, the goal of making government
more open is worth the effort.






A case study

Lebanon and the Intelligence Community

David Kennedy and Leslie Brunetta

Since 1987, the Central Intelligence Agency has
funded a program with the John F. Kennedy School
of Government, Harvard University, on Intelligence
and Policy. Under this program, which is managed
by CIA’s Center for the Study of Intelligence, the
Kennedy School conducts seminars and develops
case studies that help to illuminate issues related to
the use of intelligence by policymakers. This article
is an abridged version of a case written in 1988 at
the Kennedy School of Government.

When the Reagan administration committed US
Marines to Beirut International Airport in September
1982, it had the very highest of hopes. The White
House meant to use American leadership and power
to achieve great things in Lebanon: to end its fester-
ing civil war, banish occupying Israeli and Syrian
armies, and infuse its battered government and armed
forces with the strength they needed to run and pro-
tect their country. It meant, along the way, to bolster
American influence in the Middle East, win a proxy
superpower victory over the Soviet-backed Syrians,
and, domestically, banish the ‘““Vietnam syndrome”
by demonstrating America’s capacity for forceful and
resolute action overseas. None of this came to pass.
The administration withdrew a year and a half later
in near ignominy, with its policy in tatters, Beirut in
flames, and more than 250 Americans dead, most of
them victims of a devastating and humiliating ter-
rorist bombing.

Throughout America’s Lebanon adventure, US intel-
ligence analysts, particularly CIA analysts, were
uncommonly convinced that much of the administra-
tion’s policy was misguided and ill fated. They
eagerly awaited the administration’s call for a
Special National Intelligence Estimate (SNIE), the
premier instrument of US intelligence analysis, in

Copyright © 1988 by the President and Fellows of Harvard
College. Reprinted and shortened by permission of the Kennedy
School of Government Case Program, Harvard University.
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which they might spell out the evidence and reason-
ing behind their reservations. While they waited,
they pushed other established channels of communi-
cation, and their professional proprieties, to the limit
in an attempt to get their message through. But dis-
satisfaction with Lebanon intelligence was almost
universal: policymakers felt increasingly ill served,
and analysts felt increasingly ill used. The two sides
agreed only, if for different reasons, that intelligence
analysis was not playing its proper role. The intelli-
gence process may not, in the end, have offered up
many insights about Lebanon, but Lebanon, in
retrospect, says a great deal about the intelligence
process.

Intelligence and Analysis

In the CIA’s Directorate of Intelligence (DI), the
Office of Near East and South Asian Analysis
(NESA) was responsible for Lebanon intelligence.
The typical NESA Middle East analyst had a gradu-
ate degree in some aspect of Middle Eastern studies
and an abiding interest in the region’s history,
religions, and cultures; many understood at least one
of the region’s languages and had lived in the
Middle East at some point.

These analysts were prepared, as was the rest of the
DI, both to alert the White House and executive
departments to emerging issues of importance and to
respond to executive requests for analysis on any
particular topic. A constant stream of different and
carefully defined intelligence products, known to
analysts as “‘artforms,” flowed out of NESA. Most
elemental were ‘‘talking points.” CIA personnel rou-
tinely performed dozens of briefings every day (the
most important usually being those that always
began National Security Council meetings); talking
points were typically a few topical items—the intelli-
gence equivalent of a TV headline update—singled
out by Agency analysts to be highlighted in those



briefings. Talking points generally ran to hard fact,
with a minimal interpretive gloss: for instance, that a
particular Lebanese militia had just moved heavy
weapons$ within range of the Marines’ airport posi-
tions. It was then up to those being briefed to decide
what they made of it all.

One step—but a giant step—up from talking points
were the intelligence community’s two morning
‘“newspapers,”’ the President’s Daily Brief (PDB) and
the National Intelligence Daily (NID). These were
very similar, the major difference being that the PDB
went only to the president and vice president, the
secretaries of state and defense, and the chairman of
the Joint Chiefs of Staff, was very secret both in the-
ory and in fact, and thus routinely contained infor-
mation of very high classification. The NID circu-
lated as well to a large number of senior
policy-makers and members of Congress, was secret
in theory but somewhat less so in fact, and was
therefore written more circumspectly. These artforms
ran about 15 pages each and were heavily weighted
toward topical reporting—of troop movements, ter-
rorist activities, meetings between foreign leaders,
weapons tests, and the like—presented in a series of
very brief capsule summaries, but also included one
or two short (two pages maximum) analytical
“feature” pieces.They were written at the CIA but
drew on information from throughout the Intelligence
Community.

The prestige artforms, and the only ones weighted
toward analysis and interpretation rather than report-
ing, were the National Intelligence Estimates (NIEs)
and the SNIEs. These were designed specifically to
convey the Intelligence Community’s most consi-
dered opinions on topics of greatest moment to
executive policymakers. NIEs address matters of
perennial concern, such as Soviet military capability
or Central American political trends. They were
long—some tens of pages minimum—prepared
according to an annual schedule established by a
committee of intelligence and policymaking
representatives, and often took months to write.
Consensus was highly valued, and each intelligence
agency had formal review rights and opportunities to
register demurrals. As a measure of the weight
accorded NIEs, they went out over the signature of
the Director of Central Intelligence (DCI): formally,
as community products, they were the DCI’s esti-
mates, although as a matter of convention DCIs are
expected not to meddle with their content.
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SNIEs were estimates that had not been placed on
the annual schedule because nobody had anticipated
the need. They tended to be written in response to
urgent requests from executive policymakers con-
fronted by some sort of crisis, and followed a fast
track through the Iitelligence bureaucracy. They were
still supposed to represent the community’s consen-
sus, all agencies still had review opportunities, and
the DCI still had to sign off, but the drafting process
was kept down to a few weeks or, in special cases, a
few days. Many analysts see SNIEs as the highest of
all artforms, because they offered an opportunity for
thorough, sophisticated intelligence to make a con-
crete, immediate contribution.

William Casey, as President Reagan’s new DCI, sin-
gled out estimates from the beginning as an area
deserving his special attention. He thought, accord-
ing to people close to him, that estimates, as the dis-
tillation of the Intelligence Community’s knowledge
and wisdom on particular subjects, were very impor-
tant. He also thought, according to the same people,
that they were often not particularly timely or
responsive to policymakers’ needs. This was not a
new thought in intelligence circles; according to
analysts and policymakers alike, estimates very often
became battlegrounds for extended interagency fights
over competing views and fine points of language.
To achieve consensus for the final version, the
drafters often had to tone down their prose and con-
clusions with numerous qualifiers and reservations,
as well as add footnotes to register different agen-
cies’ unresolvable disagreements. The result, too
often, was that estimates expressed, mushily, the
lowest common denominator of Intelligence
Community opinion.

Casey was determined to make estimates more use-
ful. He demanded that turnaround times be cut, lan-
guage be declarative, and key evidence highlighted.
““He’d often look at SNIEs, NIEs, long-term analyti-
cal pieces, and mark them up and send them back,”
a colleague says. “He was proud of his own skills as
a writer, and therefore was not the least reluctant to
offer editorial judgment.” Casey’s hands-on approach
to estimates served to heighten, at least for a time,
CIA analysts’ fears that their new boss—who as a
Cabinet member was a key administration figure and
whose strongly activist conservative views were well
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known—would try to politicize the estimation
process. As time went by, that concern largely faded.
The new DCI seemed to respect analysts’ intellectual
autonomy; in one episode carefully noted in intelli-
gence circles, he sent back a SNIE reporting that the
Nicaraguan contras—whom he supported
wholeheartedly—had no domestic political base, only
to release it when analysts reaffirmed their argu-
ments. At the same time, he reserved the right to
hold his own views, on the contras as on other mat-
ters, and to advise the president accordingly.

That was, for the most part, fine with analysts. Over
the years, analysts and policymakers had come to an
elaborate understanding of their respective rights and
privileges. It was subtle and largely implicit, but
both sides followed it strictly and defended it
fiercely. At its core was the right of analysts to say
what they thought. Nothing—not the president’s
policy, not the DCI’s preferences, not political
implications—was supposed to get in the way of
objective analysis. Analysts and policymakers alike
believed this (at least in theory), but analysts were
often positively combative about it. “If somebody
asks me something, and I have information to come
to a position, then that’s what they’re going to hear,”
says one ranking CIA analyst. “I don’t give a damn
if it’s “helpful.’ If they don’t want to know the
answer, they shouldn’t have asked the question.”

The one major and mutually agreed upon limit to
analysts’ right to free expression was an absolute
injunction against the tendering of policy advice.
Whether in talking points or SNIEs, analysts had to
stop on the near side of the line dividing their
thoughts about the rest of the world from their
thoughts about implications for American behavior.
In Casey’s contra SNIE, for example, analysts could
say that the contras had no political base, but they
could not say further that the US should reassess its
Nicaragua policy. The rule, aimed at preserving
analysts’ objectivity and neutrality, was almost
always scrupulously observed.

When it was not, analysts soon heard about it.
Policymakers, especially those in the White House
who were CIA analysts’ premier clients, tended to
value above all else their right to make policy
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decisions without intelligence backchat. The
Intelligence Community, in their view, was their ser-
vant, not their overseer.

In the experience of a long-time top intelligence offi-
cial, NSC staff follow a very predictable course,
from administration to administration, in their rela-
tionship with CIA analysts. ““You go through a sort
of honeymoon period, and then a distancing,” he
says. “In the early days, they’re sort of dazzled by
all the sources the CIA has to offer. All the classifi-
cation and secretiveness is very appealing to them,
and so they go through an early stage when they’re
inclined very much to solicit the views of the intelli-
gence agency. You can almost chart when you’ve
passed between a year and a year and a half. At that
point, no matter what their background, they become
very confident in their own judgment. Their relation-
ship with CIA analysts is superb when they have the
same view. When they don’t have the same view,
increasingly the CIA guys will get cut out of the pic-
ture. Will not even know what’s going on.”

Managing the tensions created by both sides’ insis-
tence on autonomy in their respective spheres had
long been a major issue in the structure and manage-
ment of the Intelligence Community. Since the Ford
administration, the key instrument for bridging the
gap had been the US National Intelligence Officer
(NIO) system. NIOs were experienced analysts, often
but not always drawn from the CIA, who were spe-
cifically responsible for ensuring that analysis
responded to policymakers’ needs. They were
specialized (there were, for instance, NIOs for the
Middle East, for the Soviet Union, for terrorism, and
the like), were independent of the individual intelli-
gence agencies, and reported directly to the DCI.
Their main job was liaison. NIOs met regularly with
NSC officials, assistant—secretary—level officials in
the State Department and the Pentagon, and the Joint
Chiefs of Staff to find out what was happening and
how the intelligence community might help, and
with the top management and analysts of the CIA,
the State Department’s Bureau of Intelligence and



Research (INR) and the Defense Intelligence Agency
(DIA) to organize the relevant reporting and analysis.
They also coordinated and oversaw the production of
NIEs and SNIEs. The NIO system was no panacea—
tensions between analysts and policymakers still
existed—but both sides generally found it a useful
and productive link.

The US in Lebanon: The Policy

The story of relations among the White House, the
State Department, and the Defense Department (but
especially the White House) and the Intelligence
Community (especially the CIA) during America’s
involvement in Lebanon was to be far more a story
of tensions than one of links. From the beginning,
feelings ran high. “During the summer of 1982,
there was a very heady atmosphere in Washington,”
says one CIA analyst. ‘“‘Policymakers were envision-
ing practically a strategic revolution in Middle East
policy. They thought if they played Lebanon right,
everything—the East-West problem there, the ter-
rorist problem, the internal Lebanon problem—could
all be cleared up at once. That was seen even then as
naive by the analysts in the trenches. And when
intelligence began to pooh-pooh this idea, it wasn’t
well received...”

Everybody agreed that Lebanon was important, less
in and of itself than as a cockpit of regional tension.
Its recent history was one of almost constant internal
strife and foreign intervention. Internal politics had
been dominated by struggles, often armed, between
Christians, especially the strong minority Maronite
sect (and its Phalange militia), and Muslims, espe-
cially the Druze and Shiite sects (and their militias).
According to an informal 1943 compact, the
Maronites claimed both the Lebanese presidency and
a slim parliamentary majority, but Muslim dissatis-
faction with the arrangement was widespread.

Complicating matters immensely were several
hundred thousand displaced Palestinians, including
well-armed and well-financed PLO members, who
had settled in Lebanon because of its proximity to
Israel and because no Lebanese Christian faction was
strong enough to drive them out. The Palestinians
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took over a large portion of southern Lebanon, made
common, often violent, cause with Lebanon’s
Muslims against the Christians, and often launched
raids over the border into Israel.

In 1975, Lebanon’s religious and political tension
erupted into a civil war. The fighting was vicious, and
atrocities common on all sides. The Christians, unable to
handle both Lebanon’s Muslims and their Palestinian
allies, eventually invited Syria’s President Hafez Assad
to send forces to stop the fighting. Assad did so; he
sympathized mainly with Lebanon’s Muslims, but as a
regional power broker he was more concerned with
preventing Lebanon from becoming an even more
powerful Palestinian stronghold.

Once in Lebanon, Assad—who had long aspired to
annex Lebanon as part of a historical “‘Greater
Syria"—never fully withdrew, keeping a garrison in
Beirut and occupying much of the country’s north
and east. The Syrian president, who had strong
Soviet ties, continued to support Lebanese Muslim
parties and militias to keep the Christians weak and
off-balance. Beirut itself split into its Muslim
western half and its Christian eastern half, each con-
trolled by a bewildering patchwork of sectarian
militias.

The Palestinians remained strong and active, and
Israel responded to the PLO in 1978 by taking over a
belt of Lebanon just north of their common border
and placing it under the control of a renegade
Lebanese army officer sympathetic to Israel. By the
early 1980s, the Lebanese Government, such as it
was, and the Lebanese Armed Forces (LAF) held
unchallenged sway only over the presidential palace -
and a few square miles of downtown Beirut.

The situation was a constant worry in Washington.
With Syrians and Israelis so uneasily and narrowly
separated, another Middle East clash, possibly
escalating into a superpower face-off, seemed only a
slip away. Nor did the situation seem, in any wise,
stable. Israeli Prime Minister Begin and Defense
Minister Sharon, the powers in the ruling conserva-
tive Likud Party, were known to be looking for a
way to break the PLO’s back in Lebanon for good
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and remake Lebanon’s political landscape in Israel’s
favor. They were negotiating terms with a young but
rising Lebanese Maronite strongman, Bashir
Gemayel: if Israel moved into Lebanon and subdued
the Palestinians (and perhaps even the Syrians), and
helped install Gemayel as president, would he ensure
that the PLO stayed toothless in the long run, and
perhaps even sign a peace treaty with Israel? (Leba-
non, like all other Arab states except Egypt, had
technically been at war with Israel since 1948.) By
early 1982, the US Intelligence Community was con-
vinced that Israel would shortly invade Lebanon.

On 6 June, Israel did. The Israeli advance was
resisted by the PLO and the Syrians, but to little
avail. The Palestinians were beaten back, and the
Syrians agreed to a cease-fire after Israel, in what
was widely regarded as a stunning military tour de
force, destroyed the extensive Soviet-supplied Syrian
air-defense system in Lebanon and shot down a
quarter of its air force. Early pledges to the US to
stop the invasion when it reached 40 kilometers into
Lebanon were quickly broken, and Israeli columns
soon reached and laid devastating siege to Beirut,
cutting off power and water to Muslim quarters and
pounding the city, over US strong protests, with
heavy artillery and airstrikes.

The US made itself a key player immediately.
President Reagan directed veteran diplomat Philip
Habib, already in the region as his special envoy, to
arrange a general cease-fire. Over the course of the
summer, as the Israeli siege continued, Habib did so.
Late in August the bargain was struck: the PLO
would evacuate its 15,000 military personnel in
Beirut to other Arab countries, Israel would lift its
siege and let them go, and the US would guarantee
the safety of the Palestinian civilians left behind.
Things moved fast thereafter. On August 23, with
strong US. and Israeli support, the Lebanese parlia-
ment elected Bashir Gemayel president. Gemayel,
who had a ‘““special relationship” with the CIA’s
Directorate of Operations, personally assured Habib
that when the PLO military was gone their families
would be safe. A contingent of US Marines, in com-
pany with French and Italian forces, was brought in
to supervise the evacuation.
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During the evacuation, on 1 September Reagan
moved to capitalize on America’s sudden Middle
East eminence by announcing what came to be
known as the Reagan Plan. The plan built on the
Camp David accords by proposing that Jordan’s
King Hussein negotiate with Israel on behalf of dis-
placed Palestinians, probably for some sort of
Jordanian-administered entity in the Israeli-occupied
West Bank. Although Begin and his Likud Party
immediately rejected the idea, Jordan and other Arab
countries cautiously endorsed it. The administration
was pleased; even Israel’s rejection had some posi-
tive aspects, as it increased US credibility with the
Arab world. Meanwhile, the evacuation went off
without a hitch, and the Marines were called home.

Victory, as Washington viewed events thus far, soon
turned to ashes. On the afternoon of 14 September,
Gemayel was assassinated at his Phalange militia
headquarters, almost surely at Syrian direction.
Within days, the Israeli Army allowed Phalangist
militiamen into two Palestinian camps, Sabra and
Shatilla, in Beirut, where they murdered at least 700
civilians in reprisal for Gemayel’s death. The United
States, France, and Italy, horrified that the US
guarantees of Palestinian safety had been so bloodily
violated, moved their forces back into Beirut.

This time, Reagan’s goals were far more ambitious,
as he made clear in a television speech shortly after
the Marines returned. Now, he meant to cure
Lebanon’s plight. The Marines, he said, were in
Beirut as a peacekeeping force pending the with-
drawal of ‘““all foreign forces™ and to assist in
Lebanese state-building. Spelled out, that meant that
the US was going to try to send both the Syrians and
the Israelis back home, ending their direct involve-
ment in Lebanese affairs, and to strengthen Bashir
Gemayel’s brother, Amin, who had in turn been
elected president, until he could run Lebanon. The
Reagan administration was determined, says an NSC
official, ‘“‘to let Lebanon be Lebanon.”

The president’s policy was, according to a variety of
sources, largely that of special presidential envoy
Habib. He had Reagan’s ear and respect. Moreover,
Secretary of State Alexander Haig, who had had



strong policy views on the Middle East, had resigned
in June, and his replacement, George Shultz, was not
exercising the same sort of influence. And although
usually powerful Defense Secretary Caspar
Weinberger entertained strong doubts about Habib’s
policy—he believed the Marines lacked a military
mission in Lebanon and were at substantial risk
there—he had been overruled in bitter debate.

““Habib sort of took the decisionmaking process by
storm,” a State Department official says. “In Habib,
you had a guy who was on the scene, who has an
imposing history, who’s respected, and who has the
confidence of the president and acts accordingly.”
Habib had such primacy that even much of the
administration’s foreign-policy bureaucracy was left
out of Lebanon matters. “He was handling [day-to-
day policymaking] basically out of his hip pocket in
the field,” says Bing West, who was then Assistant
Secretary of Defense for International Security
Affairs. “It was not an interagency process. It was
basically Habib reporting back to the White House
and to Shultz, and the interagency process trotting
along behind.”

Habib was confident that he could negotiate speedy
Israeli and Syrian withdrawals: so speedy, he
thought, that the Marines would be home by
Christmas. His strategy was to accord diplomatic pri-
ority to brokering an Israeli disengagement agree-
ment with Lebanon. He believed that Syria would
withdraw almost as a matter of course once Israel
did, a belief “‘premised,” says a senior White House
official of the time, ‘“‘upon Saudi statements, and
winks and nods, that yes, we know—we the
Saudis—that when you get Israeli withdrawal, you
will get Syrian withdrawal, and that Syria has no
greater ambitions vis-2-vis Lebanon.” Habib and
Shultz also believed that the US could count on
moderate Arab—chiefly Saudi—pressure to move
Assad when the time came. Thus, Syria was kept
generally informed of US activities as Habib moved
to get Lebanese-Israeli talks under way, but Habib
chose not to involve Assad more deeply. Once the
Syrians and Israelis were home, Habib thought,
Lebanon could be reunited under a Gemayel
presidency supported by a revitalized LAF. It would
be a great American victory.
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The US in Lebanon: The Analysis

The Intelligence Community doubted it. Almost
every aspect of Habib’s policy was subject to grave
reservations among Middle East analysts, who were
in uncommon agreement in their views on the matter.
“There was a very unusual unanimity of opinion on
the realities of Lebanon and the costs of being
involved there,” says a Defense intelligence official.
“Usually there’s a tendency in the intelligence coor-
dination process—among CIA, DIA, INR—to soften
judgments. With Lebanon, there was a tendency to
make it even harder, even alarmist, to point out to
policymakers—hard over, up front, early on—that
this is a real can of worms.”

The doubts began with Syria. All students of the
Middle East—not just those with access to classified
information—recognized Hafez Assad as one of the
region’s most determined and fractious leaders.
Analysts believed that even if his old ambition to
absorb Lebanon were frustrated, he would still regard
Lebanon as his back yard, and that he would still be
determined to remain a major player in Lebanese
events. They feared for any Lebanon policy that
slighted or underestimated Syria’s interests and
power. “What happens in Lebanon is vital to Syria,”
says one INR analyst. “There was no way Assad
was going to let things happen there unless he got
something out of it.”

The analytic community also believed that the
Reagan administration was being overly optimistic
about the chances of a quick Israeli withdrawal.
Israel’s interests, they thought, ran against the exis-
tence of another powerful, autonomous Arab nation
in the region, particularly one lying along its own
borders. And the Reagan Plan, whose aims for the
West Bank Israel viewed with dismay, gave Israel a
big stake in delaying any resolution in Lebanen,
because Jordan’s King Hussein had made it clear that
while he might negotiate with Israel, he would not
do so as long as it occupied Lebanese soil. Prudence,
the analysts thought, required skepticism about
Israeli pliability.
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They also doubted the wisdom of the administra-
tion’s fundamental goal of unifying Lebanon. ‘‘Leba-
non is not what it seems,” says a Defense intelli-
gence official. “It’s not a nation: it has no borders,
you can’t say what a citizen is. People in the
administration went into this thing with blinders
on.” In particular, long-time close observers of
Lebanon’s murderous political scene did not recog-
nize Amin Gemayel as either a statesman or a
strongman. Nor did they see his family, or the
Phalange militia it more or less controlled, as
representative of what passed for the Lebanese pol-
ity, or even of its powerful Maronite Christian
minority. The Gemayels and the Phalange, most
thought, were really just another faction, albeit a
strong and important one. ‘“My personal feeling
about the Reagan administration is that at that point
they tended to see the world in terms of black-and-
white, good-or-bad,” says a CIA analyst. “This led
them to see the Christians in Lebanon as good and
the PLO, the Muslims, and the others as bad, when
we knew that the Maronites were just as ruthless and
manipulative as anyone else.”

The analytical community feared, finally, the impli-
cations of using Marines as an instrument of US
policy in Lebanon. Even before the Marines had
returned, INR analysts had explicitly warned that the
Marines would not be able to play the neutral role
the administration had written for them. “The
government in Lebanon is not seen as the Lebanese
government; it’s seen as the Christians’ government,
and not even all the Christians recognize it as their
government,” an INR analyst explains. ‘“Therefore,
any move on our part to support that government
would be seen as support for the Christians, not as
support for a settlement. The presence of the Marines
would be seen as putting off an inevitable distribu-
tion of power, and sooner or later they would
become targets. I remember someone high up saying,
’Don’t write that or the Defense Department won’t
go in.” But we’re independent, and it was in our
daily reports.” The rest of the analytic community
agreed. All in all, analysts had little but foreboding
for America’s future in Lebanon.

Waiting for the Phone To Ring
The Intelligence Community very much wanted to
spell out its case, and waited eagerly for the White

House or another part of the administration’s
policymaking bureaucracy, to request a SNIE. It
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waited, as time went by, in increasing frustration.
“The NSC didn’t come calling on us,” says one CIA
Middle East analyst. “They didn’t know enough to
know what they didn’t know.” As a result, analysts
had to put off addressing, at length and in one place,
the kinds of questions they were eager to answer
during a crisis: Who are the major players here?
What do they have at stake? What will they settle
for? How easily will we be able to influence them?
How will US actions be viewed?

There were various theories among analysts about
why the call did not come. Decisionmaking, it was
fairly clear, had become highly centralized in
Habib’s inner circle, although exactly what he and
his circle were up to was less clear (though analysts
had no way of knowing it, even the president’s
national security adviser, William Clark, was
experiencing some difficulty following and shaping
Habib’s actions). Habib clearly had strong feelings of
his own and, presumably, felt no need for analytic
contributions. There were also signs that the inner
circle had already settled all of the strategic, and
many of the tactical, questions.

One former mid-level Pentagon official recalls that
he, and the intelligence representatives he worked
with, often emerged from policy sessions wondering
why they had even been asked to attend. “I think the
Intelligence Community and working-level
policymakers were often feeding information up to
deaf ears,” he says. “Phil Dur [an NSC aid] would
come to meetings where we were supposedly dis-
cussing possible policies, and referring to the intelli-
gence we had, and say, “That’s all fine, but we’re
going to do this, the decision’s already been made.”
The NSC adviser and the special envoy made all the
policies, and it didn’t matter what anyone else said.”
The same official also felt that analysts were rather
deliberately disregarded. ““Senior policymakers knew
that the Intelligence Community was opposed to
what was going on,” he says. “They just didn’t want
to hear about it.”

All analysts knew for sure, though, was that they
weren’t getting the chance they wanted to write their
SNIE. They were left with lower-level artforms to
get their points across. They wrote talking points
almost every day for Casey’s briefings to the presi-
dent and the Middle East NIO’s briefings at the
assistant secretary level, and they reported key bits



of intelligence in the PDB and the NID. “These
were much more on the tactical day-to-day stuff than
big perspective pieces,” one State Department offi-
cial recalls. “What’s new with Begin? With
Gemayel? How many men do the Israelis have?
What river have they reached? I don’t remember any
big warning that getting involved in Lebanon could
be hazardous to your health.”

Many of the bits and pieces reported this way were
not particularly encouraging; before long, for
instance, it was known that the Soviet Union had
begun a $3-billion military resupply of Syria, that
the Lebanese Christian community was not rallying
behind Amin Gemayel, and that Israel was changing
the road signs in southern Lebanon to Hebrew.
Analysts, certainly, were trying to paint a consistent
and cautionary picture. “I think, in the overall con-
text of the NID and the other smaller stuff, that our
reporting was as strong as it would have been in a
SNIE,” one senior CIA analyst says.

The trouble was, as analysts saw things, that pulling
their main arguments from the welter of fact in the
lesser artforms was something of an exercise in con-
necting the dots. “‘Shultz complained to Casey at one
point that an important analytical line had not shown
up in the NID,” the CIA analyst says. “I thought he
was wrong, and when I checked—read months of
reporting—I did find it there, but much more
obscurely than I had remembered. It was very much
present, on the other hand, in our talking points and
some of our own internal work. The lesson is that
lots and lots gets said, but in different places in
different ways, and you can never be sure just what
gets across.”

Few in Reagan administration policymaking circles
seem to have felt the lack of a comprehensive
Intelligence Community estimate on Lebanon. “I’ve
never been a fan of estimates,” says a senior State
Department official. “They’re usually mushy and
cautious. I'm kind of interested when they’re on a
subject I don’t know about, because I'll pick up
facts. But estimates often seem just to be instruments
of bureaucratic warfare.” The same official, on the
other hand, welcomed the daily reporting. “A
policymaker usually has some expertise of his or her
own, after all,”” he says. ‘I use the Intelligence
Community as a resource of factual information, but
I don’t need it for opinions. I have my own.”
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Many in intelligence, though, thought it was fun-
damentally incorrect to approach Lebanon—and
other similarly complex foreign policy problems—
solely through the mechanisms of daily reporting.
“The problem is when you’re dealing with mysteries
rather than secrets,” says a senior CIA official. ‘““The
Lebanon policy as it evolved was based on myster-
ies, not just facts.” In his widely shared view, the
important questions in Lebanon were the intangibles:
how far can Assad be pushed? What will the Druze
settle for? What is Amin Gemayel’s potential for
growth? Unless the Intelligence Community stum-
bled on very unusual information—some kind of
definitive proof, for instance, that Assad would not
leave Lebanon—these were ‘“mysteries’” on which
reasonable people could differ. Analysts’ only edge
in such a debate was superior knowledge and insight.
It was an edge they readily claimed. “Lebanon was
so complex that it was hard to get [the NSC] to con-
centrate on its intricacies,” says one CIA analyst.
“When you told people there were 40 militias oper-
ating in West Beirut alone, you could see their eyes
glaze over. So they didn’t know who the actors were
or what they wanted. But I’ve been following the
civil war in Lebanon since it broke out; that’s my
career. We couldn’t say what we wanted to say in
bits and pieces.”

Despite the Intelligence Community’s frustration at
not being asked to write a comprehensive Lebanon
estimate, analysts did not try particularly hard either
to spark a request for an estimate from somewhere in
the administration or to volunteer something compre-
hensive of their own. It was not that they simply did
not care—something that had happened in the past,
according to the analysts. “There have been times,”
one says, ‘““‘when we’ve been content just to sit here
and be right.”” Rather, it was that in tandem with the
injunction_against analysts offering policy advice,
there was also a very strong expectation that the ana-
lytic community would not speak unless it was
spoken to. It was there to provide a service, as
defined by its policy masters, and it focused its
attention on areas selected for it by those masters,
not on other areas it might find of independent
interest.

As a practical matter, it was a limitation only on
analysis, not on reporting raw data. Analysts were
largely free to study, and to think, what they liked,
but they were not free to fire off their conclusions at
will. Larger and more explicitly political judgments,
especially—as about contras’ standing—always
required a specific request, from, say, an NSC aide.
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These restrictions had evolved over the years as the
intelligence and policymaking communities sought to
ensure that analysts would play an objective, neutral
role in the policymaking process. Intelligence and
analysis would be sullied if analysts shaped, or were
thought to shape, their views to support executive
policy factions; likewise, if analysts themselves
promoted, or were thought to promote particular
policies. “There’s sort of an analysts’ credo,” says a
senior CIA analyst. “It says, ‘I’m an analyst; I am
objective and pure. I know that the closer I move to
policy, the more likely people are not to see me that
way anymore.” ’ Where Lebanon was concerned,
therefore, despite the desire of analysts, particularly
CIA analysts, for a formal estimate, volunteering
what would have been a thinly veiled comprehensive
critique of the Reagan administration’s major foreign
policy initiative was never seriously considered.

Though CIA analysts followed the rules on Lebanon,
many are nonetheless not entirely comfortable with
how they handled things. ‘“We could, on our own
hitch, have done something like alternative scenario
papers on what Syria would and would not accept,”
one midlevel analyst says. “We never looked hard at
that in any formal way. But even that would have
been walking a fine line. Analysis shouldn’t be
prescriptive, and much of what we presented on
Lebanon was bad news that wouldn’t let the policy
go ahead smoothly. It was very difficult.”

There was plenty for analysts to feel uncomfortable
about, for Habib was making little diplomatic
progress: the Marines did not come home at
Christmas, and the first months of 1983 showed little
more movement. As the months went by, the
analysts’ bits and pieces analysis, and its Cassandrish
tone, seemed to wear increasingly thin. ““Analysts
were never penalized for being overly pessimistic,
only for being overly optimistic,” says one State
Department official. “The intelligence people would
remind us over and over again of the difficulties. I"d
say, “Your intelligence is true but it’s not conclusive.
The US has the ability to influence events.”

It also grew increasingly sensitive. Caspar
Weinberger was resisting the Department of Defense
role in Lebanon ever more strongly, and the NSC
and the State Department were fighting to hold off
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his objections. The struggle’s glare served to high-
light even lesser analytic findings. When two CIA
analysts presented a set of talking points outlining
unpleasant forces that might be set in motion by a
proposed program to use US military advisers to .
train the LAF, they quickly heard that policymakers
were not pleased. ‘I remember being told, ‘This is
the president’s idea and you’re telling him it’s a bad
idea,” ”’ one says. ‘“And I said, “No, I'm not. I'm
just saying that these are the possible consequences
you should take into account as you make your deci-
sions. But it was clear they thought I was taking
sides.”

Langley’s Circumscribed View

Most analysts had little notion at the time, however,
that sides were being taken. This was not necessarily
something they felt they needed to know, because
there seemed no good reason why the struggle
between State and Defense ought to have affected
their analysis. But they were also in the dark about
much that clearly did matter. Working-level CIA
analysts, for instance, had no idea at the time that
special envoy Habib was predicating his entire
strategy on the premise that Syria would all but auto-
matically withdraw from Lebanon once Israel did.
They had no idea about the terms of the Reagan Plan
until they were published in the New York Times, and
no idea of what was under discussion in the
Israeli-Lebanese disengagement talks Habib was
mediating, the keystone of his plan to obtain Syrian
and Israeli withdrawals from Lebanon, until an
agreement was finally ratified on 17 May 1983.

Though the analytic community’s charter was to support
the rest of the executive’s policy activities, nothing
ensured that they were privy to the actions policymakers
took and the choices they faced. Lebanon was not
exceptional in this regard. “I conclude, looking back,”
says a recently retired senior Intelligence Community
official, “that I frequently had a far clearer view of what
was happening in policy formulation in other countries
that I did in my own.”

There was a real price paid in the relevance of the
Community’s analytic work. Syria, for example,
rejected the 17 May agreement out of hand as



unacceptably advantageous to Israel (Assad also
declared Habib persona non grata in Damascus, and
Robert McFarlane replaced him as special envoy).
When the CIA’s analysts learned of the agreement’s
terms, they were dumbfounded that Habib had let it
go through. “Anybody who thought that Assad
would buy 17 May,” one says bluntly, “was smok-
ing pot.” Secretary Shultz, at least, felt ill served.
*‘Shultz thought that the intelligence hadn’t ade-
quately warned him that Syria wouldn’t accept the
agreement,” the analyst says. ‘“Well, I could have
written a good Syria estimate. But we didn’t even
know the terms until we saw them in the
newspapers.”

Because the Intelligence Community is forbidden to
monitor US behavior, most of the information that
comes its way about US activities, both foreign and
domestic, does so at the pleasure of its policymaking
masters. The process can be capricious, especially
between the CIA and the White House. “There’s a
fierce independence at the NSC that says, ‘Every-
body else works for us,” ” says a longtime top intel-
ligence official. ““There’s no systematization that
ensures analytic input into NSC decisions. It’s
always been resisted at the NSC level because it
would constitute a check on their autonomy.” The
common result is a nagging uncertainty in analytic
circles about just what the US is up to.

The situation was exacerbated by a number of mun-
dane but still very real factors, chief among them
distance and security. ““First, you just have the
mechanics,” says the official. “It’s a lengthy trip
down, [at least a half-hour drive from Langley to
downtown Washington]. It’s difficult to get a parking
place anywhere near the offices of the State
Department or the NSC. You’ve got the problem of
how do you get in: the security badges are no longer
given out, as they used to be in the old days, to let
you sort of go in and wander and visit. So, unlike
the Pentagon, where it’s still fairly easy for someone
to get a badge and go wander the halls and work
their constituency, you can’t do that at the NSC.
There isn’t anything to naturally encourage the infor-
mal visit.”

The situation was not much different traveling
from Washington to Langley. Visitors had to phone
ahead for security clearance, stop at drive-through
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checkpoints, and then wait in the building’s lobby
for their host to come and escort them through yet
another security checkpoint. (In a nice bit of
bureaucratic skirmishing, some Pentagon officials
have begun to refuse to visit CIA headquarters
because CIA officials coming to see them are put
through much less rigorous security hoops.)

There was nothing in that process to encourage the
informal visit, either. “Every once in a while I’d find
time to go talk to the Agency analysts,” says a mid-
level Pentagon official who worked on Lebanon for the
Office of the Secretary of Defense. “Every time I did it
was really useful. But it took so long I could hardly
ever manage it; it really meant killing half a day.”

These problems most vexed CIA analysts; there was
far less distance between policymakers and INR and
DIA analysts. For one thing, INR analysts had exten-
sive access to Habib’s cable traffic, which meant
they were far more keyed in to current events
(although they clearly chose not to share all they
knew with their CIA colleagues). Both DIA and INR
analysts also enjoyed far closer, less formal relation-
ships with the policymakers they served. “The INR
has direct access to the secretary of state,” a top
INR official said. “INR analysts deal with
policymakers every day. They attend State
Department staff meetings, they can knock on doors
when they have questions or suggestions.” DIA
analysts report easy, regular contacts from the Office
of the Secretary of Defense and the Joint Chiefs of
Staff on down through the defense bureaucracy. ‘At
all levels of the DIA, people were talking to their
opposite numbers in those two organizations,” a DIA
analyst says. Chairman of the Joint Chiefs General
John Vessey was particularly noted for reaching
down to analytic specialists for personal briefings on
issues of the moment.

Relations between the CIA and policymakers were
almost always handled at arm’s length and on paper,
even during crises. And crises, as analysts saw
things, were when those methods worked the worst.
As one CIA analyst put it, an analyst monitoring a
spot not figuring highly in US policy would proba-
bly be routinely furnished almost all relevant policy
documents because they would be so few, of such
low sensitivity, and because there would rarely be
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any hurry to make decisions. The resulting analysis
would therefore be remarkably well grounded (even
if hardly anybody in policymaking circles would be
very interested in it).

In crises, the tables were turned: much was sensitive,
everything was rushed, and analytic access to policy
circles became catch-as-catch-can. “Special emis-
saries and their entourages tend to work around the
formal chain of command,” says one senior CIA
analyst. “That’s not wrong, but it’s a complicating
factor. We get out of the loop, and we don’t get to
see the factual information and meeting papers that
you usually expect to see.” Another senior analyst
echoes this frustration: “Because you get cut out,
even if you’re cut in you never know if you’re cut in
absolutely. We had no access to secure telephone
lines, and when Ambassador X calls so-and-so at the
State Department, it may never get down on paper.
This limits in a needless way the precision of the
contribution we can make to policymakers. You
know some of what’s going on, and you may know
all you need to know, but you don’t know that. So
you’re often missing part of the equation.”

Part of the equation complicating matters for CIA
analysts was the Directorate of Operations’ “special
relationship” with Bashir Gemayel. Even before the
Israeli invasion, a covert network had been in place
for dealing with the Gemayels, a network that would
have bypassed the analysts completely. Whatever
information could be learned from Bashir Gemayel,
and later from his brother Amin, and whatever
actions the Maronites undertook at the behest of top
US administrators would be largely beyond the
analysts’ ken.

One Intelligence Community senior official sus-
pected that the Gemayel relationship may even have
accounted, at least in part, for the decision not to
initiate a SNIE. According to this official, that
wouldn’t have been an unusual outcome: “If a policy
matter is drifting toward a policy decision that may
end up introducing covert operations, and the DCI is
sort of inclined toward that there will indeed be a
couple of people at the CIA who know, they’ll be the
people in Operations, but in those kind of situations
it unhappily is not uncommon for the analytical side
to be cut out entirely. And not even know that a
topic is under discussion.”
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Even policymakers, though, report difficulty keeping
track of all that was happening around Lebanon.
“When the Lebanon crisis hit, it was early in the
Reagan administration,” a Defense official says. “The
administration had not really jelled yet. So when this
crisis landed, it was the big game in town. It was
almost a sign of how important you were to get in on
that act, and to be as much a part of it as possible.
Everyone at high levels was trying to get in the row-
boat: show that they were in on the action, going on
the trip, that their organization was in on it. That’s a
destructive syndrome. You want your information to be
coming in like a Mozart concerto, instead of like
Niagara Falls, which is the way it came in.”

Few who did get in on the act took care to keep the
Intelligence Community up to date on what they
learned; many bypassed even their own organiza-
tions. Army Gen. Carl Stiner, for example, who
traveled as the Joint Chiefs’ representative with spe-
cial envoy Robert McFarlane, reported directly to the
chiefs, bypassing not only the Intelligence
Community but even the military chain of command.
“We’d go to meetings at Defense,” one administra-
tion official says, “‘and their intelligence people and
uniformed people would be saying one thing, and the
chiefs would say, well, that’s not what Stiner says. It
was crazy. Everybody’s entitled to their own opin-
ions, but we couldn’t even get together on the facts.”

Analysts, in fact, believed that they were essentially
locked in a losing battle for policymakers’ attention.
“There was so much competing information coming
to them from the Israeli leaders, from Mossad

[Israeli intelligence], from the Lebanese Christians,”

says a CIA analyst. They didn’t begrudge policymak-

ers those sources (at least not explicitly). They did,
however, still feel that they could make a special
contribution evaluating the information that came in
that way, a contribution they couldn’t make without
full access.

Less directly, because they knew little of what came
to pass in meetings between Habib, Shultz, or their
parties and Begin, Assad, the Gemayels, and other
Middle Eastern leaders, they felt unable to judge
those leaders’ actions intelligently. How could they



say what Assad was up to when he was surely react-
ing to what Habib was doing, and Habib’s actions
were themselves a mystery? “This kind of thing
allows policymakers to say, I hope without malice,
‘Look, you just don’t have the whole picture,” > says
a senior CIA analyst. “Sometimes I think it is mali-
cious. The only reason we don’t have the whole pic-

ture is that they won’t tell us.”

NIOs: The Missing Link

Policymakers are familiar with the analytic communi-
ty’s complaints about being cut out, on Lebanon and
on other matters, and many—if not most—will have
none of it. “Whatever the Intelligence Community
might say, elements of the Community who had an
interest in the Middle East were involved throughout
the process at every level, whether it was in inter-
agency working groups at the lowest level or right up
to the National Security Planning Group: meetings,
conference calls, whatever,” says an NSC aide.
“Either the DCI or his deputy or representative was
always there. So they have no reason for saying they
didn’t know what was going on. Whether those peo-
ple managed their system well so that their people
knew what was going on, I can’t speak to, but they
were always represented, they always got sensitive
materials, and there was very little involvement by the
policy community on the operational side of what the
CIA was doing.”

For the most part, the representative at those meet-
ings, and the only one explicitly charged with ensur-
ing that relations between policymakers and analysts
were smooth and productive, was one of the three
analysts who in turn served as Middle East NIO over
the course of the Reagan administration’s involve-
ment in Lebanon. They alone mixed a substantive
role, as the Intelligence Community’s executive
regional analyst, with the procedural responsibility of
maintaining effective liaison between the two com-
munities. By all accounts, they enjoyed access, and
exercised frankness, out of bounds to even the most
senior ordinary analysts. “[Graham] Fuller [Middle
East NIO from the middle of 1983 on] and I had
lunch all the time,” says a senior State Department
policymaker. ““‘He was the Cassandra on this, always
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saying that Syria would never go along and that the
moderate Arabs wouldn’t be able to exercise any
influence over Assad.” But they were not able to
correct, and to some extent may have exacerbated,
miscommunication and ill will between the two
groups they served. NIOs, as Lebanon makes clear,
play by complicated rules of their own—rules they
to some extent make up as they go along.
Considerable confusion can occur along the way.

The central challenge of an NIO’s job is to inform
analysts of what policymakers think and need suffi-
ciently to allow them to do timely, relevant work,
while protecting policymakers from the exposure of
particularly sensitive thoughts and plans. The two
parts of the job inevitably conflict. To get the most
out of analysts, NIOs would have to routinely pass
on everything they pick up, even in the most rarefied
policy circles; to most thoroughly insulate
policymakers, they would have to pass on very little.
Neither suffices, and NIOs routinely inhabit some
middle ground: but only they, usually, know just
where that ground ends.

Robert Ames, for instance, a legendary CIA Middle
East specialist who was first Middle East NIO, then
chief of the CIA’s NESA office (a job he held until
he was killed in the April 1983 bombing of the US
Embassy in Lebanon), enjoyed exceptional closeness
to the policy process. George Shultz was so
impressed with his depth of knowledge that he made
him, first, part of the small team that formulated the
September 1982 Reagan Plan, and then part of the
team backing up Habib on what became the 17 May
agreement.

It was a dream role for an NIO, but the analysts he
oversaw nevertheless remained in the dark about
such things as Habib’s policy toward Syria and the
substance of the disengagement talks—things Ames
certainly knew. “Ames’s being on the Shultz’s policy
planning group was a sanity check to us, but there
were limits to what he could tell us,” a senior CIA
analyst says. ““At certain points he just had to leave
it at, ‘Trust me.” And that’s right; NIOs should feel
constrained.”

48



Lebanon

Further down the line at the CIA, working-level
analysts found themselves swimming in even murk-
ier waters. “Ames was in constant meetings with
Shultz and the others, and he would send back for
information and analysis,” one says. “But we didn’t
know the context.” They would respond as best they
could, but they never knew for sure if they were
contributing anything useful.

Ames, and the NIOs who followed him, all had good
reputations among the analysts under them for being
as open as possible. “Some NIOs don’t tell you any-
thing because they can’t be bothered, or they don’t
like what they had for lunch, or God knows why,” a
CIA analyst says. Ames et al were not seen as
arbitrary; their basic rule seemed to be, when uncer-
tain about what it was safe to pass on, err on the
side of caution. The State Department and the White
House were not of their own accord telling analysts
the substance of the May 17 talks; therefore NIOs
would not, either. Only NIOs, however, knew where
they drew the lines on any particular matter.

Analysts at least knew that the lines were being
drawn. Many policymakers didn’t seem to; they just
thought that analysts were being unresponsive. Some
policymakers didn’t seem to recognize that NIOs too
subscribed to the analysts’ credo. Ames, for instance,
although part of Shultz’s inner circle, refused to
tender policy advice even when asked, according to
another member of the 17 May negotiating team.
And when Graham Fuller, who reportedly had very
strong feelings about what the US was doing in
Lebanon, was NIO, he wouldn’t say, “You should do
this or that,” according to a CIA official. “He’d say,
‘Shouldn’t you be cautious about this or that?” He’d
be careful not to cross that line.” To many
policymakers, analysts—as represented by the NIO
and the artforms—didn’t seem to be taking into
account information that policymakers had given the
NIOs; they also seemed to carp chronically without
providing any clear-cut warnings or advice about
opportunities in Lebanon. “The Agency ran its own
show,” an NSC aide says. “The hierarchy knew
what was going on.” The resentment, in some
policymaking circles, was palpable.
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The October Estimate

By the fall of 1983, events in Lebanon were making
it very clear that the administration’s policy was not
going ahead smoothly. The US was apparently no
closer than it had been a year before to getting the
Syrians and Israelis home; despite the 17 May
accord, or perhaps because of it, both armies were
firmly entrenched. Amin Gemayel’s presidency see-
med to be growing ever more precarious as
Syrian-backed Muslim factions pressured him to
renounce his treaty with Israel. The Marines suffered
their first casualties at the airport, caused by shellfire
from Druze turf in the surrounding Shouf Mountains,
late in July, and continued to take intermittent hits
from that point on. On 28 August they fired, for the
first time, on Druze positions in the hills, and were
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