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e MEMORANDUM FOR: MESSERS. BASS, CINQUEGRANA, COLLINS,’ DONOHUE ,
HOSKINSON, HOTIS, SILVER AND SMITH )
FLO [ﬁ}-

SUBJECT: fThixd Draft, Title II, Into[llgence Charters
Legislation

Bttached is a third draft of Tiwle II incorporating the
changes discussed last week and indicating the points at
which issues have bean raised thus far.

The section numberq are the same as in previous drafts.
This means some dlscontlnulty in numbering as the drafting
process proceeds, but it facilitates comparisons with earlier
i drafts. New provisions for which there are not available -
! numbers are numbered as "A" sections.

"The following sections of this draft are new:

218 230 203 .-
2247 i - 231 " .-294 : )
2248 231A

2277 231B

229a

»6\1\\)eanr;§ ‘:ZYMS:Lemer “
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TITLL II
PART Ac: GENERAL PROVISIONS
Sec. 201. Short title :
Sec. 202. Statement of Purposes
Sec. 203. Definitions ,
Sec. 204. Attorney General Responsibilities

PART B: AUTHORITY TO COLLECT, RETAIN AND DISSEMINATE
INFORMATION

Subpart 1:

General Authority for collection,

. Sec. 211.

Subpart 2:

Retention and Dlssemlnatlon of Infor—
mation From or Concernlng Unlted
States Persons

*

Authority to Collect Intelligence

Sec. 213.°°

Sec. 214.

Sec. 215.

Sec. 216.

Sec. 217.

Sec. 218,

Sec. 219.

From or Concerning United States
Persons

Authority to Collect Counter-
intelligence and Counterterrorism
Intelligence

Authority to Collect Foreign
Intelligence

Authority to Collect Information
Concerning Tar¢gets of Foreign Powers
or International Terrorists '

Authority to Collect Information
Concerning Potential Sources of
Intelligence or Operational
Assistance

Authority to Collect Informatlon
for Security Purposes

Authority to Collect Other Infor-
mation Necessary for Intelligence
Activities

Authority to Ccllect Information for
Communications Security Purposes

Duration and Review of Collection
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Subpart 3: Authority to CoLLect Information
~from or Concerxning Foreign Persons
within the Un}"gq(i States '

Sec. 220.

Subpart 4: Authority to Retain Personal Infor—
mation ,

Sec. 221.

Subpart 5: Authority to Disseminate Personal
Information

Subwart 6: Other Authorlty to Retain and
Disseminate Inhormatlon

Sec. 223. Retention and Rissemination of
Personal Information for Oversight
and Other Purposes

Sec. 224, Retention and Dissemination of
Information from Electronic
Surveillance

Sec. 224A. Retention and Dissemination of 7
Information that is not Personal
Information :

Sec. 224B. Collection, Retention and Dissemi--
nation of Information that does not
Concern United States Persons or
- Foreign Persons who are in the
United States

PART C: LIMITATIONS ON INTELLIGENCE ACTIVITIES

Subpart 1: Electronic surveillance outside the
United States

‘Sec. 225, Authorization for Electronic Sur—
veillance Outside the United States

Sec. 226. Reguirement of Attorney General
Approval

Sec. 227. Attorney General Approval

Sec. 227A. Authorization for Special Court Order
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Sec. 229.

Sec. 229A.

Subpart 2:
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Emergency Procedures

.Cooperative or railson Arrangements

Relationship to Flectronic Sur—
veillance Under Title IIX

Searches

Sec. 230.
Sec. 231.
Sec. 231A.
Sec. 231B.

Subpart 3:

Authorization for‘SQarches
Authorization for Special Court Order
Atﬁorney General Approval

Emergency Procedures'

Participants in the Intelllgence

ACLlVlLles

Subpart 6:

Sec. 232. Religious and Journalist Vocations,
Certain Government—-Sponsored Travel

Sec. 234. Persons who are Research Sgbjects'

Sec. 236. Voluntafy Contacts

Sec. 237. Provision of Assistance o

Subpart:42' Relationships with Othex Orgénizaéions

Sec. 241. Assistance to Law Enforcement
Authorities :

Sec. 242. Publications

Sec. 243. Cover Arrangements’

Sec. 244. Contracting

Sec. 245. Undisclosed Participation in United
States Organizations

Subpart 5: Activities Undertaken Indirectly-

Sec. 251. |

Presidential Waiver of Restrictions in

Sec. 261.

Time of War or Hostilities
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PART D. PROCE_DURAL REQUIREMENTS FOR INTELLIGENCE
ACTIVITIES - : ‘ ‘ -

Subpart 1: Special Activities

Sec. 251.

Subpart 2: Foreign Intelligence Collection
Activities '

Sec. 252.

Subpart 3: Counterintelligence and Counter- ,
terrorism Intelligence Activities

Sec. 253.

PART E: REMEDIES §

» ‘,

“Subpaft 1: Civil Damages

Sec. 282. Joint and Several Personal and
Governmental Liability

Sec. 283. Sole Governmental Liability

Sec. 284.’. Jurisdiction | ~
Sec.x285. Statute of Limitations

Sec. 286.  Exclusion Remedy

Sec. 287. Fees and Costs

(3

.Subpart 2: Administrative Sanctions

Sec. 289. Disciplinary Action
Sec. 290. Attorney General Referral

~Subpart 3: Privileged Communications and
Rulemaking

Sec. 291. Protection of Frivileged Communications

Sec. 292. Administrative Rule-making

Sec. 293. Other Sanctions
Sec. 294. Repealer
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TITLEYIL —— ‘INTELI;IGENCE REGULATION
PART A. GENERAL PROVISIONS
SHORT TITLE

Sec. 201. This éitie may be cited as the "Intéliigence.

Regulation Act of 1979.5
STATEMENT OF PURPOSES

Sec. 202. It is the purpose of this Act — .

(1) +to provide statutory authorization fér intelli~
geﬁce'activities that are directed'against United States
persons or perfofmed within the United States and that
are necessary for the conduct of the foreign pélations
and the protection of the national security éf the
United States; | |

(2) ‘to establish statutoxy staﬁdards'fo; ﬁnited
States intelligence activities and effective means
to ensure that such activities are conducted in
accordance with the Constitution and laws of the
United States; and

(3)° to delineate the roles of the Attorney>
General and other Government officials who are
responsible for insuring that intelligehce activities

of the United States are conducted in accordance with

.the Constitution_and laws of the United States.

-
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DEFINITIONS ..

Sec. 203. (a) Except as otherwise providéd in thié'
section, the definitions‘in Title I of this Act.shailﬂépply
to this Title. Reference to law within this Title are to
the laws of the United States.

(b) As ﬁsed in this Title _;

(1) The term "administrative purpose" means a
purpose related to the contracting, personnel mattérs, house~
keeping services, leasing and other fuﬁctions of a government

agency that are necessary to support its substantive programs.

(2) The texrm "agent of a foreign power"” means

(A) A person who, for or on behalf of =z ) 3
foreign power, is engaged in clandestine intelligence
activitie§‘(including covert activities inteﬂdg@ to
affect the political or governmentai process}, éabotage,

or international terrorist activities, or who conspires

with or knowingly aids or abets such a person in en-—

gaging in such activities;
(B) A person who is an officer or employee

of a foreign power;

L)

(C) A corporation, corporate subsidiary, or
other entity that is owned or controlled, directly or

indirectly, by a foreign power; or

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(D) A pexson acting for, or pursuant'td

the direction of,sa foreign power provided thét the
fact that a person's activities may benefit or further
the aims of a foreign power, standing alone, %s not
sufficient to support a finding that a persoﬁ is an
agent of a foreign power.

(3) ~The térm "clandestine ihtelligence actiﬁity"
means an activity_conducﬁed by oxr on behalf of a foreign
po&er by an intelligence or securilty service in a manner
intended to conceal the nature or fact of such activity
or the role of such fofeign power, and any activity con-
ducted in support of sgsuch activity.

(4) The term "collecting agency" means, with
respect t?%information, the. departments and égencies
that collect the information. |

(5) The term "cover"” means the method or meaﬁs
by which the true_identity oxr affiliation with an. entity

of the intelligence community by an officer, employeé,

agent or activity of the United States Government is

disguised or concealed, but does not includé any method
or means by which the true identity or affiliation of

an informant is disguised or concealed.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(6) The term “"electronic surveillance" for pur-

poses of this Title meaﬁs the iﬁterception.of wire,;
radio or oral communications through the uSe-of electronic,
mechanical or other surveillance>oi monitoring devices.
(7) The term “"foreign electronic suiveiilance"
means the interception of wiré, radio or oral communica-
tions through activities conducted by or on behalf of
the United States Government that are targeted agaiﬁstv
a particular, known United Stateé persoh without the
consent of at least one of the parties ﬁo sucﬁ communica-
tion, or that use electronic, mechanical or other
surveillance or'monitoring devices to acqﬁire information

without the knowledge of the persons or activities

monitored, when both the sender and recéiver .pf the

communication or the person or activity being nonitored
are outside the United States; the term does not include

electronic surveillance as dafined in [S.1566/H.R. 7308

' . -

‘as enacted].

(8) The term "foreign organization" means a

. corporation or unincorporated association that is not

a United States person and also means any international
organization.
(9) The term "foreign person” means a person or

entity that is not-a United States pexson.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6

~ .




LN

)'_!- et

L

Approved For Release 2004/05/05 : CIA-RDP81 M00980R0007001 1-0025-"6
(10) The_ term "foreign power" means --
(A) alforéign government or any ébmponenﬁ
thereof, whether or not recognized by the Unitéa States;
(B) a faction of a foreign nation_or nations,
not substantially composed of United Statés bersons;'
(C) an entity that is openly acknowledged
by a foreign goﬁernmeﬁt or governments to be dirécted
and controlled by such foreign government or‘governments;
(D) a foreign-based group éngaged in inter-—
national terrorist activity; or
(E) a foreignmbaséd political organization,

not substantially composed of United States persons.

(11) The term "minimization procedures™ with respect

to foreign electronic surveillance, meansiprocedﬁres
promulgaged by the heads of the entities of the .
intelligence community and approved by the Attorney

General -- 7

(A) that are reasonaﬁly»designedvin.light
of the purpose and technique of the sur&eillénce to
minimize the acquisition, retention and disgemination
of information that is not publicly available and that
concerns unconsenting United States persons, and that

are consistent with the need of the United States to

obtain, produce and disseminate intelligence; and

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(B), under which information that is not
publicly avallable and that is not 1ntelllgence may
be disseminated in a manner that 1dent1f1es a United
States person, without such person's consehtz only if
such person's identity is necessary to undefstand
intelligence or to assess its importance, providing
that information that is evidence of a crime may
be disseminated for the purpcse of preventing the
crims or enforcing the criminal law.

(12) The term “personal information® means

information concerning a specific natural person

- that identifies the person that is; retrievable by name,

and that is_not publicly available informatiqn.

(13) .,The term "United States organizatidh"‘
means an unincorporated assoc Latlon or corporatlcn
that is a Unlted States person. A

(14) ‘'The term "wire communicatioﬁ" means any
communication that is being carried by a wire, cable
or other like connection furnished or operated by a

common carrier.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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Sec. 204. It shall be the duty of the Attorney General

participate in and sﬁpport the governance of intélligeﬁce
activities of the United States Government as folldwé?
(1) pafticipgte in the deliberations of committees
designatéd by the National Security Council tqf;eview
special activities, foreign intelligence collection

activities and counterintelligence. and counterterrorism

intelligence activities to ensure that the intelligence

activities of the United States are conducted in accordance

with the Constitutgon and laws of the United States and

do not abridge any right protected by the Constitution and

laws of the United States.
(2) superviszs the intelligence activities of the

Federal Bureau of Investigatior. -

of intelligence that are --

(A) made with respect to the collection of

to 7.

(3) review determinations with respect to eollection

information from or concerning United States persons under

Section 217 of this Title.

(ﬁ) made with respect to the collection of
information throuéh communications security aétivities
under Section 218 of this Title.

(C} designations of officials empowered to

authorize collectian of information from or concerning

United States persons under Section 219(a) of this Title.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(D)‘ @ade with respect to the necessity for o
continuation of intelligence collection activitieé‘nnder
Section 219(d) of this Title. |

(4) review determinations made with.reépegt to
the retention of personal information under‘Seétion 221 (8)
of this Title.

{5) review determinations made with respect to the
dissemination of personal information under Section 222(g)
of this Title.

(6) authorize the use of specific techniques for
the collection of intelligence that are ~-

(A) foreign electronic surveillance.conduqted
pursuant to Section 226 and 227 of this Title.

(F? physical searches conducted puréugnt to
Section 231A of this Title.

(C) mail openings conducted pursuant to

Section 231A of this Title.

(7) review participation by entities of the intelligénce
Community in law enforcement activities pursuant to Section
241(c) of this Title. ) _

(8) review contracting by entities of the intelligence

community when sponsorship of such entities is not revealzad.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(9) perform suéhvothef functions as may be assigned

by the President to protect the rights of United States
persons under the Constitution and laws of the United

States and the legal rights of any other pexsons who

are in the United States.
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PART B: AUTHORITY TO COLLECT, RETAIN AND DISSEMINATE
INFORMATION o ' .

Subpart 1l: GENERAL AUTHORITY FOR COLLECTION, RETENTION
AND DISSEMINATION OF INFORMATION FROM OR
CONCERNING UNITED STATES PERSONS ‘

¢

Sec. 211. (2) Information from or conce:ning any ﬁnitcd
States person may be collected, retained, and disgeminated by.
entities of the intelligence commuaity for any foreigﬁ intelli-
gence, counterintelligence or counterterrorism intelligénce o
purpose, or in connection witﬁ any special activity, ox other
authorized function but only in accordanée with this bart.

(b) Informétion concerning any United States person
may be collected by an entity of the intelligence community,
using any collection technique, and may be retained and
disseminatad, with the consent of that person.

(c) Publicly available information conc;}ﬂing any
United States person may be collected by an entity of the
intelligence community when such informatién is relevant to
an authorized function of that entity, and may be retained-
and disseminated.

“h (d) Activities to collect iﬁformation that are
directed against any United States person by any‘entity of the
intelligence community shéll be conducted by the least
intrusive means available that will permit collection in a
timely and effective manner .

(e) Nothing in this Title shall prohibit any

entity of the intelligence community from retaining and

~ Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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disseminating information_concerning any United States

person if the infof;atioh does not identify that persén.;ﬂ

(f) Nothing in this Title shall prohibit;‘limit
or otherwise affect the functions of any departmént or agency
that are not intelligeﬁce activities, other than aﬁtivities
undertaken by entities of the intelligence community to pro-
vide personnel, document, communications oxr physicél,
security. |

{(g) Nothing in this Act shall prohibit any entity
of the intelligence community from undertaking active or
passive measures intended to protect the security of its
installations, activities, equipment, classified information
and personnel by use of security guards and access controls,
reguirements that identifipation credentials be préyi@ed, and
inspection of b;iéfcases, packages and similar items~éarfied

by persons entering or leaving its installations.

‘Subpart 2: AUTHORITY TO COLLECT INTELLIGENCE FROM OR

CONCERNING UNITED STATES PERSONS

AUTHORITY TO COLLECT COUNTERINTELLIGENCE
' AND COUNTERTERRORISM INTELLIGENCE

Sec. 212. Counterintelligenca or counterterrorism
intelligence may be collected by éntities of theqintelligence
community from or concerning any United States person when
facts or éircumstances indicate that such person may --—

(1) be engaged in espionage or any other

clandestine intelligence activity, sabotage,

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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international terrorist activity or assassination; o

be aiding any ;erson:in the conduct éf such activityf
be conspiring with any person engaged in such‘aétiVity:
or be employed by'or receiving consideration-of’value
from an intelligence or security serviée of a\foreign
power. |

(2) Dbe thé-sﬁbject of a recruitmeﬁt effort
for intelligence activities for or on behalf of a
foreign power, provided that such collecfion is liﬁited
to that necessary to determina -

(#) the identity oF such United States
person; | |

(B) whether there is reasonable basis
to beliieve such person may be cooperating in épgp
activity;flz. ‘

(C) whether such person has, has had, or
will have access to any information, disclosuré of
which to a foreign power would be harmful to the  T
United States; and

(D) whether the matter should be referred
to an appropriate law enforcement agency. '

AUTHORITY ‘TO COLLECT FOREIGN INTELLIGE&CE
Sec. 213. (a) Foreign intelligehce may be collected

by an entity of the intelligence.community from or concerning

a United States person when a properly designated official

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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of tﬁ@pgﬁ%ﬁg§rgg%g¥%§nes that the information sought is neces— __

sary foreign intelligeﬂcé_and’when facts and circumstances
indicate that such person --
(1) is. an agent of a foreign power; or
(2) reSldes outside the United States, or holds
dual citizenship and is acting on behalf of or in an
official capac;ty for a foreign power or -a fore;gn
organization, and the information sought concerns such
person's duties or activities. | _
INFORMATION ISSUE: This sectlon hau very broad
coverage because of the definition of agent of
a foreign power
(b) foreign intelligence in the possession of a

United States citizen or a pernanon; re51dent alien may he

collected by any entity of the intelligence community without

EYR
-

the consent of ‘such person if —-

(1) a property designated official of the
collecting entity determines that suéh person is_in
possession of significant‘foreigg intelligence not
étherwise obtainable; |

(2) collection of information concerning ﬁhe
-United States person is limited to information neces-
sary to understanding_or assessing the foreign intelli-
gency; and

(3) collection is limited to interviewing any
other person to whom such United States person may

have voluntarily disclosed such foreign intélligence.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(c) FYoreign intelligence from or concerning a

United States oxrganization that is a business or commercial

organization may be collected by any entity of the intelli-

Y pitrt "

BX
okl

(1) a proPefly designatad official of thé collect-
ing entity determines that such intelligénce is signifi-
cant foreign intelligence not otherwise thainaﬁle; and

(2) the information: collected does not concern
any Uniﬁed States citizen or vermanent resident alien
except to the extent that such information is necéssary

to understanding or assessing the fofeign intelligence.

Yo W

AUTHORITY TO COLLECT INFORMATION CONCERNING TARGETS
OF FOREIGHN POWERS OR INTERNATIONAL TERRORISTS

Sect. 214. (a) Information may be collected by any

L
)

entity of the ihtelligence'community from.or concernlhg any

_ United States person when facts and circumstances indicate
that such person is or may be engayed in activity or in
possession of information or materlal_thaﬁ is reasonably
believéq to be the target of any clandestine intelligence
activity or the target of any assassination by any foreign
person or by any person. engaged in international terrorist
activity, but only to the extent necessary to protect against
such intelligence activity or assassination attempt.

(b) Any person who is the subject of collection of

-

information under this section other than an officer or

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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targetting of intelligence activities of a foreign power oxr 4

by international terrorist activity, and such person's con-

erer

sent for collection shall be requested unless a properly

e,

designated official of £he collecting entity determines
that -—- |
(1) such action would jeopardize'intelligence
sources and methods; or
(2) thereris reasoﬁabie~possibility such per-—
son may be cooperating with the foreign intelligence

service or the international terrorist activity.

L

AUTHORITY TO COLLECT INFORMATION CONCERNING POTENTIAL
SOURCES OF INTELLIGENCE OR OPERATIONAL ASSISTANCH

Sec. 215. Information‘maf be collected by any entity
of the intelligence community concerning any United States
person who may be a potential source of intelligencé ox
operational assistance, but only to the ektent nécessary
to determine such person's suitability or credibility as _ . . -
such a source. ’ | _

. AUTHORITY TO COLLECT>INFORMATION FOR SECURITY PURPOSES

Sec. 216. Information may be collected by én entity
of the intelligence community concerning any United States

~ person who --
(1) is allowed or is being considered for access

to classified intelligence or other classified informa-—

tion in the custody of such eatity, or to intelligence

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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sources and mthods information, or who is aliowed‘

or is being considefed for access to an a;ea;cohtrqlled
by the intelligence entity, in order to determihe
whether, in accordance with any rule or regulétien

of such entity or of the Federal_governmeﬁt,fsuch
person should be denied such access or be excluded
from such area;

(2) facts and circumstances indicate may be
engaging in an actiﬁity that poses a direct and
imminent threat to the physical safety of any
installation, property, documents or other materials
or of any personnel of that entity, but the collec—
tion of such information within the United States
shall be l}@ited to such information as it eeeeesary
to determine whether the matter should be referred
to an appropriate law enforcement agency;

(3) is 'an employee or former employee of the
entity of the inteiligence commuﬁify, to determine
whether such empioyee or former empleyee has violated
or intends to violate any rule or regulation_of that
entity, or any contractual obligation applicable to
that employee or former employee pertaining to fhe
security of that entity's inStallation, personnel,
equipment, cemmunications, clapsified information or

intelligence sources or methods.

Approved For Release 2004/05/05 : CIA-RDP81M00980R0007001 10_025-6
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of S. 2525 makes no mentlon of former
employcees
(4) is a COnEfactor of the entity of the”

intelligence community, or an employee of such con-

tractor, to determine whether such contractor ‘or
employee of such contractor is in compliance‘with
rules and regulations applicable to éuch_contractor
or employee of such contractor pertaining to the |
security of the intelligénce entity's installatiOn,
personnel, equipment,; communications, claséified

informantion or intelligence sources or methods.

AUTHORITY TO COLLECT OTHER INFORMATION
NECESSARY FOR INTELLIGENCE ACTIVITIES

Sec. 217. Information may be collected by an entity of
the intelligenqezcommunity from or concerning a‘United States
person for purposes other than those provided bj secfions 212
through 216 if a determinaﬁion is made by the head of the
entity, with the concurience of tha Attorney Geheral} that
the information is necessary to a Lawful 1ntelllgence act1V1ty;
provided that no such activity shall be conducted solely on
the basis of religious or political views expressed by an
individual or group, or the exercise of any right to petition
the government, or solely directed against the exercise of
any right protected by the Constitution and laws of the United

States.
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ISSUE: The Department of Justice would add:

"and (3) that such determination is reported

promptly to the Permanent Select Committee on
Intelligence of the House of Representatives:
and to the Select Commititee on Intelligence -

of the Senate.”

AUTHORITY TO COLLECT INFORMATION FOR
COMMUNICATIONS SECURITY PURPOSES

Sec. 218. VInformation may be collected by an entity of
the intelligence community concerning any United Statés person
for communications security puiposes if such collection is
within the authorized functions of the collecting entity.

The collection, retention and dissemination pf such informa-
tion shall be in accordance with procedures, promulgated by
the head of the collecting entity and approved by the Attorney
General, reasonably designed in light of the purpose and .
technique of the information collection to ensure that informa-
tion that is not publicly available and thatjconcerns‘uncon—
senting United States persons will be collected, retained
and disseminated only to the extent reasonably necessary to
accompiish the communications éecuritf mission of the co;léct~—
ing entity. -

DURATION AND REVIEW OF coiLECTIQN' o

Sec. 2109. (a) The head of each entity of the intelli—
gence éommunity §hall deslgnate, subject to the approval of
the Attorney General,; officials who are empowered to authorize
the initiation, renewal or extension of collection of informa-

tion concerning United States persons under this part and to
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authorize the use of particular techniques of.collection.

-

(b) Collection of information by an'entitf of the
intelligence community under the aunthority of thié'éubpart-
may be initiated only upon written approval of'an official
designated under subsection (a). Such approval shall be
valid for not more than one hundred and eighty days and
shall be based on a finding that 2ollection is‘permitted
under this Part. Such approval may be extended in writing
for an additional one hundred and eighty days based uﬁon a
finding that continuvation is necessary‘and reasonable.

(c) Collection of information under the authdriﬁy
of this subpart may continue beyond the initial one'hundred
and éighty-day period extension authorized in subsection (b)
only if an offic@al designated uncier subsection (aL,makes a
written finding at the end of such subsequent one hundred
and eighty-day period that continvation is hecessary and
reasonable. 1

(d) Each collection activity authorized under this

subpart that has continued for a period of three hundred and

sixty days and has been extended in conformity with subsection

(c) shall be reviewed at the end of such'subsequent threé

hundred and sixty-day period —-

ISSUE: The Department of Justice would insert
"the first and before each" after the phrase "at
the end of" which would thereby require a review
at the end of the first year rather than at close
of the second year as subsection (d) provides.
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of the intelligence commuhity, by the head of'that enﬁity;
(2) if the subject is a member'of the Armed ¥orces,

by the appropriate service Secretary; -

(3) if the subject is not covered by (1} or (2)

above, by the Attorney General or a designee.
(e) Previqusly approved co;lection acti&ity shall
continue during the review called for in subsection (a) but
shall be terminated unless thé official conducting the review

nakes a written finding that continuation is necessary and

»

reasonable.

ISSUE: The redraft of Part B deletes Section 217.
"Written Findings,” of &. 2525. The Department of
Justice belives this section should be included.

Subpart 3: AUTHORITY TO COLLECT INFORMATION FROM OR
CONCERNING FOREIGN PERSONS WITHIN THE = .-
UNITED STATES

Sec. 220 (a) Information from or concerning any foreign
person who is within the United States may be collected,
retained and dlssemlnated by entities. of the 1nuelllgence
communlty for any foreign intelligaence, counterintelligence,
Oor counterterrorism intelligence purpose, or in cbnnection
with any special act1v1ty, or other authorized fdnction_but
only in accordance with this Part.

| (b)  Information concerning any foreign person who
is within the United States may be collected by an entity of
the intelligencecommunity using any colléction technique, and

may be retained and disseminated, with the consent of that person.

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(c) Publxcly available lnformatlon concerning any

foreign person who 15 within the United States may be collected.

by an entity of the intelligence community when sﬁoh inférma~
tion is relevant to an authorized function of that entity and
may be retained and disseminated.

(a) Activities to cellect information that are
directed at any foreign person who is within the United States
by any entity of the intelliggnce community shall be conducted
by the 1eaét intrusive means available that will permit collec
tion in a timely and qffective manner;'

{(e) Information may be collected by an entity of
the intelligence community from or concerning any foreign
pPerson who is within the United States if ~-~

(1) the facts and circumstances of such’ person s

‘pPresence in the United States 1nd1cate that such person

21

-~

is an officer or employee of any foreign power or foreign:

organization;

(2) the facts and circumstancés of such person's
pPresence in the United States indicate that such person
may engage in espionage or any other clandestine
intelligence activity, sabotage, international terrorist
activity or assassination:;

(3) information concerning such person or
reasonably believed to be in the possession of such

person is determined by the head of the collecting

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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1ntelllgence, counterinteiligence or counterterrorism
intelligence; or |
(4) the collection of information concerning
such person would be permitted under‘this Par?»if such
person were a United States person, but aﬁy limitatidn
on duration or technigues of collection that would be
applicable to.collection concarning a United States
person shall not apply to‘colLection under this sectibn.
(f) ©Wothing in this Title shall prohibit any entity
of the intelligence céﬁmunity from retaining and dissemiﬁafing
information concerning any foreign person who is Within the
United States if the information dves not identify that person.

Subpart 4: AUTHORITY TO RETAIN PERSONAL INFORMATION

ISSUE: FBI dissents to this sectlon in its
entirety; would replace it with general state-
ment of principles and requirement to promul-
gate procedures approved by the AG.

Sec. 221. (2) Personal information concerning any United

States person may be retained in the records or files of an
entity of the intelligence community withoutlsuéh person's
consent only if -- | |
(1} such information was collected in‘the
course of an authorized intelligence collection
activity targeted or directed against that United

States person and”is relevant to a lawful intelli-

gence purpose;
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Approveflf)or Rs?{fgﬁe fn"‘al)r‘lfna‘«:ion was collected incidentally

in the courseubf_an.authdrized intelligence activity
of an entity of thé intelligence community; and

(A} it is reasonably believed that such
information may provide a basis for initiating collec-
tion of information pursuant to the provisions of
this title;

(B} such informatinn concerns a possible
threat to the physical séfety of any person:

(C) i? is reasonably believed that such
information may be evidence of a crime or may be
useful in the investigation or prosecution of a
crime that has been or is being committed.

(D) such information is significanE.tp
the undersfénding or assessment of collected -
intelligence; .

(E) such information constitutes foreign .
intelligence, counterintelligence or countefterrofism
intelligence and the United States person concerne& is
or has been the incumbent of any office—of the Executive
Branch of the United‘States Government or any depaft~
ment Or agency thereof having significant respOnsibility
for the conduct of United States defense or foreign

policy;
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PP &% a getermlnatlon is made by the head

of the inteiligence_ehtitj, with ﬁhe concurrence
of the Attorney Geheral, that retention of the ©
information or category of information is neces—
sary to a lawful intelligence purpose; oOxr .
(3) such information is retainéd for administra~
tive purposes not related to iantelligence activities.
(b) Nothing in this section shall prohibit the
retention of personal informaéion for a reasonable period
for the purpose of determining whether, in conjunction with
other information, it satisfie§>any other griterion for
retention.
(c) 'The provisions of subsection (a) shall applj
only to retenti?g of information acquired after théfeffective
date of .this Act, and shall not reguire a review of informa-

tion acquired prior to the effective date of this Act.

Subpart 5: AUTHORITY TO DISSEMINATI PERSONAL INFORMATION
ISSUE: FBI dissents to the-'section in its
entirety; would replace it with general state-
ment of principles and requirement to promul-
gate procedures approved by the Attorney
General

Sec. 222. (a) Personal information concerning a United

States person may be disseminated without the consent of that

person only -—-

(1) in accordance with this section, and.

(2} when the information 1is relevant to

authorized government functions performed by the
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individuals to whom the information is disseminated.

(b) Personal ihformétion concerhing a United
States perxson may be disseminated within a collectiﬁg.ageﬁcy.
(c) Personal informaticn that constitutes foreign
intelligence may be disseminated cutside the collecting agency
if - |
(1) the dissemination is to_another department
or agency of the United States Government and the
identity of the United States person is significant
to the understanding or assessment of the intelligence;
or |
(2) the information is foreign intelligenée
that identifies an official of the Executive Branch
having significant responsibility for the con@g¢t of
United Staéés defense or foreign policy; or -
ISSUE: The Department of Justice opposes sﬁb—
section (2) on the ground it is too broad and
only sqbsection (1) is needed.
(3) the dissemination is made to a foreign govern~l7
ment in furtherance of the interests of the United States
And that foreign_governmeﬁt has undertaken to treat the
information disseminated to it in a manner comparable
to that reguired of intelligence entities of the United
States under this Act.
{d) Personal information that constitutes éounter—
intelligence or counterterrorism intelligence may be dis-

seminated outside the collecting agency if --

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(1) dissemination is.to another department or
agency having lawful'counterintelligence, counter?
terrorism, or other lawful enforcement responéiﬁilities;
or

(2) dissemination is to a foreign governﬁent,
if the information indicates that fhe United States
person concerned may be engaged in international
terrorist activities or in clandestine intelligence
activities of direct interest to that foreign govern-
ment, and if suchrdissemination is'in the interests
of the United States.

(3) dissemination is pursuant to procedures
approved by the Attorney General aﬁd is necessary
to the conduct of an investigation by the'Fedé;al
Bureau of Igvestigation.

(e} Personal information that relates to-any
criminal activity may be disseminated ouﬁside.the éollectinq
agency if -- '

(1) dissemination is to any Federal, State ox .

local law enforcement agency having investigative
or prosecutorial jurisdiction over such crim&nal
activity or responsibility for protecting against'
such criminal activity; or

(2) dissemination is to a foreign law enforce~

ment agency having investigative or prosecutorial

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6




o

PE oo rs
»

ApprO\'led For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
jurisdiction over such criminel activity; oxr

(3) dissemination is.under procedures approved
by the Attorney General and is necessary to tﬁeﬁcqndﬁct
of an investigation by the Federal Bureau of Investiga-
tion.

(£) Personal information relating to the trust-
worthiness of any United States person who durrently has, has
had, or is being considered for access to classified informa-
tion, or for Federal'or contract employment in a position that
requires trustworthiness, may be disseminated to the depart-
ment or agency that employees, employed, or intends to employ
that person, or administers a government contract under which
that person is or was employed, or is being considered for
employment, to the department or agency that_granteqﬂor intends
to grant that péféon'a security clearanée or access to classi-
fied information or to anf department or agency having
responsibility to investigate that person's trustworthiness.

(g) Personal information relating to the éuitabilify
of any United States person as a source of information or -
assistance for any lawful intelligence purpose may be dis-—
seminated to any entity of the intelligence commﬁnity, or
other department or agency with counterintelligence or
counterterrorism responsibilities, requesting such informa—
tion if there is a need to use such person as a source of

information or assistance. '
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(h) Personal information otherwise may be dis-—

seminated if the hé;d of the intelligence entity makes. a
determination, with the concurrence of the Attornéy éeneﬁal
that dissemination of that information ox that category of
information is necessary to.a lawful activity of the United
States government. |

(1) WNothing in this section prohibits the reason-
able dissemination of personal. information for.the purpose
of determining whether, in conjunction with other informa-
tion, it satisfies any of the retention.criteria set forth
in section 221. The forwarding of raw information for
processing prior to analysis shall not be considered dis-

semination.

Subpart 6: OTHER AUTHORITY TO RETAIN AND DISSEMINATE
INFORMATION L

RETENTION AND DISSEMINATION Or PERSONAL INFORMATION FOR
OVERSIGHT AND OTHER PURPOSES

‘Sec. 223. {a) Personal information collected by a means
or in a manner prohibited by this Act.shall be destroyed as
soon as feasible after recognition and shall not be disseminated -
unless the head of the‘entity of the intelligence community
that 'is the collecting agency, or & designee, determines ~-

(1) the information should be retained fér pux-—
poses of oversight, accountability or redress; |

(2) the information evidences an imminent danger
to the physical safety of any person and should be dis-—

seminated to appropriate law enforcement officials;

Approved For Release 2004/05/05 : CIA-RDP81 M00980R000700110025-6
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he 1nformation is relevant to any adminis- - e

trative, CiVll ox criminaI'praceeding<1fwhich_thg;
collecting agency ﬁés prior notice and should he
disseminated to appropriate officials;

(4) the information is necessary to préserve
and maintain the integrity of technical data baSes, in
which case aécess shall be limited to that purpose.

(b) This section shall not be construed to prevént

the retention, processing or dissemination of information as

necessary to determine whether retention or dissemination is

authorized by this Act.

RETENTION AND DISSEMINATION OF INFORMATION
FROM ELECTRONIC SURVEILLANCE

Sec. 224. Notwithstanding any other provision of this
part, information collected by means of electronic-surveil-

lance within the United States as defined in[S. 1566/H.R. 7308]

shall be retained and disseminated only in accordance with the

provisions of [S. 1566/H.R. 7308].

RETENTION AND DISSEMINATION OF INFORMATION
THAT IS NOT PERSONAL INFORMATION

Sec. 224A. Nothing in this Title shall limit or prohibit
any entity of the intelligence community from retgining or
disseminating information from or concerning any person that is

not personal information.

.+ Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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COLLECTION,

RETENTION AND DISSEMINATION OF

INFORMATION THAY DOES NOT CONCERN UNITED
STATES PERSONS OR FOREIGN FPERSONS WHO ARE .
IN THE UNITED STATES

Sec. 224B. Nothing in this Title shall limit or prohibit

any entity of the intelligence community from collecting,

retaining or disseminating information that does not concern

United States persons or foreign persons who are in the United

States.
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PARTefp ‘ifm TATIONS ON INTELLIGENCE ACTIVITIES -

Subpart 1: ELECTRONIC _SURVEILLANCE OUTSIDE THE UNITED STATES

AUTHORIZATION I'OR ELECTRONIC SURVEILLANCE OUTCIDF
THE UNITED STATES

Sec. 225. Electronic surveillance that rela?es to the
conduct of the foreign relations or to the protecfibn of the
national security of the United States may be conducted out-
side the United Statéé or with respec£ to communications sent
to or from any place outside ‘the United States by entities of
the intelligence community authorized by statute or by the
President to engage in such activities. |

| REQUIREMENT OF ATTORNEY GENERAL AP?ROVAL

Sec. 226. No entity of the Lntelligencé community may
engage in foreign eleectronic survaillance, under circum-
stances in which if conducted in the Unitéd Stategmfdr law
enforcement purposes would require a warranﬁ, except'pursuant
to authorization by the Attorney General or court oxder.

ATTORNEY GENERAIL APPROVAIL
- ‘Sec. 2217. (a) Authorization b; the Attorney General o
conduct foreign electronic surveillance shall be based upon
a finding that -- ‘
(1) it is in the interest of the United Sta
to conduct the foreign electronic surveillance;
'(2) there is probable cause to believe that

the United States person to be targeted --

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(A) is an agent of a foreign power;

(B)—is ehéaged in activities outside the
United States which, if engagned in within the ﬁnitéa
States would support a finding that the person is an
agent of a foreign power;

(Cf is an officer or employee of a foreign
power residing outside the United States whoée official
duties or communications are likely to constitute foreign
intelligence, coﬁnterintelliqence or counterterrorism
intelligence; ox

(D) is in collaboration with an intelligence
or security Servicé of a foreign power, and haé, oxr
has had, access to information or mateﬁial classified
by the United States; .

(3) Significant foreign intelligence, éounter—
intelligence or counterterrorism 1ntelligence-is likely to
be obtained as a result of the foreign electronic SurVGilléncé.

(4) 1less intrusive means cannot acquire inteiligeﬁcé

of the nature, reliebility and timeliness that is réquired;

(5) the proposed minimization procedures meet

_ s
the definition of such procedutes under Section 203 (b)
(11) of this Act; and

(6) the period of time during which the proposed

activities are te be conducted is reasonable.

(b) Each application for authorization by the

Attorney General shall be made by a Federal officer in

writing and shall include ~-
Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6



Approved For Release 2004/05/05 : CIA-RDP81 MO00980R000700110025-6

(1) the identity of the Federal officer making
the application; | |

(2) thé identity or a description of the target
of the proposed foreign electronic surVeillanqe;

(3) the nature of the intelligence soughf;

(4) a statement of the facts and circumsténces

relied upon by the applicant to justify targetting the

United States person, inéluding the basis for Jjudgment

that less-intrusiﬁe collection capébilities cénnot
acguire intelligénce of the nature, reliability and
timeliness that is required;

(5) a statement of the proposed'minimization
procedures;

(6) .& statement whether the activities involve
acguisition of information from wire_communications,
from radio communications, from oral communications,
or from the monitoring of another activity, and
whether physical entry may be inbolved;

(7) a statement of the period of time during
which the proposed activities are required ?O be
conducted; and

(8) &a statement of the facts cbncerning all
previous applications that have been made undef this
section or under—[S. 1566/H.R. 7308 as enacted], |

involving the United States person

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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specified in §he applica;ion; and the action taken
On cach such previous application. .
(c} The authorization of the Attorney Gegéral for
foreign electronic surveillance shall be in writing and
shall -~ .
(1) specify the identity or description of the
target;
(2) specify the nature and 1ocation,df the communica-—
tions or other activity to be monitoréd and sﬁate
whether physical‘ent;y may beo invblved;
l(3) specify the time period during whiéh
the activities are authorized:; and
(4) direct that the minimization procedures
be followed. . ' | T
AUTHORIZATION FOR SPECIAI. COURT ORDER
Sec. 227A. (a) Applications for an order from the Special
Court established pursuant to section . (s. 1566/H.R. 7308)
of Title IXII of this Act are authorizéd and a judge_to whom -
an application is made pursuant to this section méy{ notwith-
standing any other law, grant an order approving foreign
eiectronic surveillance.
(b) Approval of an applicatioﬁ by a judge of the

Special Court pursuant to this section shall be based on a finding

that -- -

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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(A) ‘meets one of the criteria of section
227 (a) (2) of this;".['itle; or
(B) is a fugitiye from United States justice
who 1s outside tﬂe United States_and whose relationship
with a foreign power or a foreign organizatién is likely
to constitute foreign intelligenée, counterintelligence
oxr counterterrofism intelligence}
(C) is in comﬁunication with a representative
or agent of an intelligence or'security service of a
foieign power and has or has had access to information
or material classified by fhe United States;
(D) is a United States drganizatioh that has
a relationship with a foreign power ofla foreign organiza-
tion that is likely ﬁo constitute fofeign_intéliigence,»
counterintelligence or counterterrorism intelligence.
-(2) significant foreign intelligence; counter-
intelligence or counterterrorism intelligence is
likely to be obtained as a result of the foreign
electronic surveillance;

(3) less intrusive means canﬁot acquire
intelligence of the'nature, reliability and fiméliness
that is required; '

(4) the prqposed minimization procedures meet
the definition of such procedures under Section 203 (b)

(11) of this Act; and

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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posed activities are to be conducted is reasoﬁable."
(¢) ‘'The order of the Court approving féreignj
electronic surveillance shall be in writing and shall'meet
the requirements of Section 227 (¢} (1-4) of this T;tle.'
EMERGENCY PROCEDURES o
Sec. 228. (a) Foreign electronic surveillance may
be targeted against é United States pérson in an emergency
situation without approval by;the Attorney General or a court
order for a period not to exceed seventy-two hours} provided
that -~ .
(1) 4if the surveillance is to be conducted fromv
a location outside the foreign country in which the
United States peréon is located, the head of the entity
of the intélligence community approves the sdzvéillance
oxr
(2) 4if the surveillance is to be cbnducted from
facilities within the foreign coﬁntry in which the
United States person is located, the United States
cﬂief of mission in that country approves the sur-
veillance. . .

(b) in either of the situations set forth in sub-

section (a) -—-
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Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025
an emergency 51tuat10n exists such that intelligence is .
likely to bhe lost bcfore'dn authorization could be
obtained with due diligence from the Attorney'General
and that the réquirements of Section 227 (a) (1-4) are
net; |

(2) én appiication fox-Attorney General apprdval
or a court order shall be within seventy-two hours of
the initiation of the surveillance;

(3) the surveillance shall cease when the infor-—
ﬁation sought is_obtained, when the application for
authorization is denied, or upon the explratlon of the
scventy two hour period without an author17atlon from
the Attorney General, whichever occurs..first; and

{4) 1nL0fmatlon concerning a United Stateq pervon
obtained beLore the application for authorization 10
granted or denied shall be treated to the maximum
extent feasible in accordance with the minimization
procedures set forth in the application for authoriza~
fion and shall be destroyed and not disseminated if
the application for authorization is denied.

.
(c) Under conditions of actual or imminent hostilities
that could involve United States military forces, the United
States officer commanding such forces within the foreign

country shall have the same emergency approval authority

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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s is specified in subsection (a) (2) for the United States

o

chief of mission.
COOPERATIVE OR LIAISON. ARRANGEMENTS
Sec. 229. Nothing in this section shall be construed

to require any agency or any Federal officer or employee

to confirm or deny the existence of any cooperative or . 5
liaison relationship that any agency of the United States
Government may have with any foreign government ox component
thereof; to identify any particulars of such cooperative or
liaison relationship;éor to reveal in any ﬁan@er'whethar

any information used in support oi an application for authoriza-
tion under Section 227(b) was obtained directly or indifectly
from such a relationship or whether any foreign gqvernmenﬁ

or component thereof may participate in any foreiqp_glectronic

surveillance.
RELATTIONSHIP 7O ELECTRONIC SURVEILLANCE UNDER TITLE III'
'Sec. 229A. An& activity that is foreién electronic
surveillance under this Title and is .also electronic sur;'
veillance under [S.1566/H.R. 7308) Title III of this Act

shall be conducted under Title III of this Act.

Subpart 2: SEARCHES
AUTHORIZATION FOR SEARCHES
Sec. 230. An entity of the intelligence community may

conduct unconsented physical searches within the United

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
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States, unconsented phy510a1 searches directed against

United States persons who are ouf ;ide the United States,’
unconsented opening of mail in United States postalﬂchaﬁﬁels
or unconsented opening of mail of @ known United States person
when such mail is not in United States postal channels, oniy
if -~ -
(1) such searches are conducted under the

standards and procedures required by the Constitution

or laws of the United States for law enforcement

purposes; or

(2) such searches are approved by the Special
Coﬁrt as provided in Section 231; or

(3) such searches are authorized by the
Attorney General as provided in Section 231A.

AUTHO'R];ZATION FO}’I SPECIAL COURT ORDER |

Sec. 231. (a) Applications . by an entity of the intelligence
community for an order from the Special Court established
pursugnt4to section {5.1566/H.R.7308] of Title IITI of this-

Act are‘authdrized and a judge to whom an application is under

pursuant to this Section may, notwithstanding any other law,

grant an ordex approving‘ '

(1) seaxches that involve unconsented entry or

seizure of the property of a United States person within

the United States;
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States postal .channels;

(3) secarches hot involving unconsented enﬁry;

(4) secarches involving the seizure of
property in the custody of an employee of the United
States government; and 4

(5) unconsented opening of mail of United States
persons that is hot in Unitedé States postal‘channels.

(b) Approval of anapplication by a judge of the.

Special Court pursuant to this Section shall be in writing
and shall be bgsed on'a finding that | |

(1) if the search is directed at a United States
person, that person meets one of the criteria in
Section 227A(b) {1) of tﬁis Title;

(2) -significant foreign intelligencé, cbunter%
intelligence ox counterterrorism_intelligenbe isrlikely
to be obtained as a iesult of the search; and |

(3) 1less intrusive means cannot acquire
intelligence of the nature, reliébility and timeliness
that is required.

ATTORNEY GENERAL AFPROVAL
. 4

Sec. 231A. (a) The Attorney General may authorize

searches specified in Section 231(a)(3)(4).and (5) of this Title.
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pursuant to this Section shall be in writing and shall be
based on a finding that --

(1) if the search is directed at a United States
person, that person meets onz of the criteria. in Section
227(a)(2) of this Title; |

(2) significant foreign intelligence, counter-
intelligence or counterterrorism.intelligenée isﬂlikely
to be obtained as a resuit of the search; and

(3) less intrusive means cannot acquire intelligence
of the nature, reliability and timeliness that is
required.

EMERGENCY PROCEDURES

Sec. 231B. (a) An entity of the intelligence community
may conduct unconsented physical searches within the United
States, unconsented physical searches directed4agaihst United
States persons who are outside the United States, unconsented
opening of mail in United States postal channels, or uncon-
sented opening of mail of a known Uniéed States person when
such méil is not in United States postal channels without
approval of the Attorney General or a court order provided
that the head of the entity determines that an emergency
situation exists such that intelligence is likely to be lost
before an authorization or order could be obtained with due
diligence and the rquirements of Section.23l(b)(l)(2) and (3)

are met.
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(b) Within 72 hours of the undertaking of a search
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pursuant to subsection (a), the facts and circumstances of

the search shall be reported to the Attorney General.

Subpart 3: PARTICIPANTS IN INTELLIGENCE ACTIVITIES

RELIGLOUS AND JOURNALISBT VOCATIONS,
CERTAIN GOVERNMENT-~SPONSORED TRAVEL

Sec. 232. (a) Né entity of the_intelligéncé.community
may pay oxr providé other valuable consideration, for engaging
in any clandestine iﬁtelligence activity for or on behalf of
the United States or for providing any intelligence to any
department or agency, ta any United States person --

(1) who is‘following a full-time religious
vocation, unless an appropriate official of the
religious organization with which the person is

| affiliated is notified that the person is beihg

paid or provided with valuable consideration ¥or

such activitj; oxr

\ (2) who is engaged in travel fo_or in a
foreign country that is sponsored and funded by
the United States as part of a Uﬁited States
Government program-designed to promote education
or the arts, humanities or cultural affairs;unless
an appropriate official of the sponsoring
organizatibn is notified that the person'is being
paid or provided other valuable considération for

-

such activity; or
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this provision should cover foreign persons
brought to the United States under Unlted
States Government programs. ' :
(3) who is a journaliut or editor employea bf
& United States organization that publishes on a
regular basis for public dissemination any néwspaper,
magazine, p;riodical, ox that is a news service or tele-
- vision or radio network or station, or that produces
or distributes audio or video tapes, unless an appropriate
official of the United States organization with which the
person is affiliated is notified that Lhe person is being
paid or provided other valuable consideration for suéh
activity. |
(b) “The head of an entity of the intelligence
community may waive the provisions of subsection (é},baséd on
a determinatioﬁ.that —— |
(1) the information to be collected or the
activity to be engaged in is important to the foieign
policy or national security of the United Stétes;
(2) use of other sources is.not likely to
produce information of the nature, reliability and
timeliness required; and I

(3) notification as required in subsection

(a) would jeopardize intelligence sources or methods.
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ISSUE: The bill contains a restriction on

the use of certain categories of persons as a
source of operational assistance. The State
Department believes a similar provision should

be included in the Administration's proposed
position. '

PERSONS WHO ARE RESEARCH SUBJECTS

Sec. 234. (a) ' No entity of the intelligence community

may sponsor, contract for, or conduct biomedical or behavioral

research on any human subject except in accordance with guide-
lines on research involving human subjects and on consent'
issued by the Secrefary of Health, Education, and Weifare.
(b) The National Commission for the Protection
of Human Subjects of Biomedical and Behavioral Reséarch shall
have jurisdiction to monitor, under appropriate securitly
arrangements, compliance with such guidelines by aﬁy'entity
of the intelligenbe community that conducts research on any
humah subject. | |
INFORMATION ISSUE: ‘The bill contained a

provision limiting the use of persons as
combatants. That provision has been deleted.

VOLUNTARY CONTACTS .
Sec. 236. Nothing in this Act shall be construed to
prohibit voluntary contacts with or the voluntary provision of

information by any person not an employee of an entity of

the intelligence community and any such entity.
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Sec. 237. Nothing in this Act shall be construed to
prohibit any person from recommending or assisting in- the
recruitment of employees, sources of information, or sources
of operational assistance for any entity of the intelligence
community.
INFORMATION ISSUE: This provision takes the
CIA position on dealing with academic institutions
and permits contacts with faculty members who are

volunteers even if their institutions have pro-
hibited such contacts.

Subpart 4: RELATIONSHIPS WITH OTHER ORGANIZATIONS

ASSISTANCE TO LAW ENFORCEMENT AUTHORITIES

Sec. 241. (a) Except as otharwise provided in this .

Act, no entity of the intelligence community othexr than the

.

entities having law enforcement responsibilities may provide
services, equipment, personnel or facilities to the Law

Enforcement Assistance Administration of to State or local

police organizations within the United States, or may participate ~

in or.fund any law enforcement activity within the United'
States:
(b) Any entity of the intelligence community may -~
(1) cooperate with appropriate law enforcement
agencies, not including the Law Enforcement Assistance
Administration, to protect th: personnel and facilities

of such entity or to conduct investigations otherwise

authorized by this Act;

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6

A g AR TR - SRy



40

Approved For Release 2004/05/05 : CIA-RDP81M00980R0007001 100£5-6

(2) participate in law enforcement and | -
training activitiés to protect against espionage or
any other clandestine intelligence activityvthaﬁ nay
involve a violation of the criminal laws of tﬁe
United States, sabotaﬁe, oY any internatioﬁal\
terroxrist activity, narcotics production oi trafficking
activity or any éssassination; and - |

(3) with the prior 'approval of a designated

official of such entity, provide or receive specialized
equipment, technical knowledgz, or the assistance of
expert persons for use by or provided from any Federal
law enforcement agency, or, when lives are endaﬁgered,
preovide support to or receive support from State ox
local law enforcement agencies. L ‘

(c}) The provision of assistance by éxpeft personnel
for use by oxr provided from any Federal léw eﬁforcément agency'
shall be governed by procedures approved by the Attérney
General. ’ |

ISSUE: The Department of Defense would delete

subsection (c¢) or replace it with. a provision
that reads as follows: - o

[

(c) The Attorney General shall be
notified in a timely manner of
such provision vf expert personnel
and shall review at least annually
all provision of expert personnel.

-
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Sec. 241A. (a) All entities of the intelligence

community shall cooperate as appropriate ﬁo further the imF
plementation of this Act providing that such cooperation and
matual assistance does not involve activities prohibited to
any agency by provisions of this Rct. |
(b) Any entity of the intelligence COmmunity may —-
(1) provide to or receive from any entity of the
intelligence community specialized equipment, technical
knowledge, or the assistance of expert personnel as
metually agreed between or among fhe entities
involved; and |
(2) detail personnel to another.entity 6f the
intelligence community when such is mutually agreed
between tbg'heads of the departments and ageng;es
involved as being in the interest of the United
States.
PUBLICATIONS
Sec. 242. No entity of the inte€lligence community may -
_(l)' pay for or otherwise knoWingly cause -
the publication and distribution to the public within
the United States of any book, magazine, ar;icle,_
periodical, or video or audio tape unless the involve-
ment of the United States Government is acknowledged

publicly; or -
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(2) pay for or otherwise knowingly cause the
distribution in ény foreign country ofrany book,
magazine, article, periodical, or video or audioc tape
if the purpose of the distribution in such foreign
country is a substantial redistribution to the public
withiﬁ the United States uﬂl&ss the involvement of

_the United States Government is écknowledged publicly.
COVER .ARI;QANGEMENTS
Sec. 243. No entity of the intelligence coﬁmunity may
use, an affiliation, ;eal or ostensible, with any United
States organization or United States government deparﬁment
or agency for the purpose of establishing or maintaining .
cover for any officer, employee or agent of such entity,
except with the consent of an appropriate offiqiafﬂdf the
organization involved and with the approval of the entity
of the intelligence community. : . ' :
INFORMATION ISSUE: The comparable provision
to 5. 2525 contains a blanket prohibition B
cn using some kinds of crganizations for
cover. This provision permits use of any
organization with consent.
CONTRACTI;L\TG
Sec. 244. ©No entity of the intelligence commuﬁity may

enter into a contract or arrangement for the provision of

goods or services with any United States orxrganization, other
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than routine service contracts, procurement contracts, and

transactions carried out under the Economy Act (W~;__Stat;

), unless the sponsorship of the entity of the intelligence

community is known to an appropriate official of the organiza— :

tion; provided however that sponsorship except with respect ' j

to educational institutions mav be concealed if it is
determined, pursuant to procedures approved by the Attorney
General, that such concealment is necessary to maintain
essential cover or proprietary arrangeﬁentsrfor intelligence
activities authoriéed,by this Act. | |

UNDISCLOSED PARTICIPATION IN UNITED STATES
ORGANIZATIONS

Sec. 245. (a) No person may, except in accordance with

~this section, Jjoin or otherwise participate in any United

States organization on behalf of an entity of the Entélligence
community without disclqsing such pexrson's affiiiation with
the entity to an appropriate official of the United Statés
organization. , .

(b) The head of an entity of the intelligence

‘community or a designee may authorize participation on behalf

of that entity in any United States organizationfwithout

‘disclosing affiliation with the entity --

(1) if the United States organization is
acting on behalf of a foreign power or is composed

primarily of persons who are acting on behalf of a

foreign power;
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(2) if collection of information concerning -

the organization or its members is authorized under
Part B of this Title. Such participation shall be
limited to the c@llection of information as authorized
by Part B of this Title. Collection'qf informétion
that is not publicly available may be undertaken only
on behalf or after notification of the Federal Bureau
of Investigation; or
(3) If it is necessary to prepare the participants
for assignment tp an intelligsesnce éctivity outside
the United States, for the development of associations
and credentials, for the acquisition of'scienﬁific
and technical information, or for the establishment
or mainténance of cover. Such participation Phall
be conduc£éd so as not to influence the lawfulnactivitiés
of the orgaﬁization or its members.
éc) Employees of any entity within the intelligence
community may participate on behalf of that entity in.any
United States organization without disclosing affiliation with
the entity if -~—
(1) the participation is liﬁited:to attendance
at functions that the organization has made open to the
public and for which the organization does not require

disclosure of affiliation from all persons who attend; ox
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educational and training purposes.

Subpart 5: ACTIVITIES UNDERTAKEN L\IDIRE.CLLY

Sec. 251. No en%ity of the intelligence community and
no officer or employee of any entity of the intelligence
community shall request or otherwise knowingly encourage,
directly or indirectly, any indideuai; organization or foreign
government to engage in any activity in which such entity of
the intelligence no*munlty is prohibited ftom engaging;

provided however that this fESLrLU¢10n shall not prohibit

any entity of the intelligence community from requesting
another entity of the intelligence community or another
department or agency of the United States Government to
engage in an aééivity on behalf of the requesting ;dﬁity
that is within the agthorized activities of the organization
to which the request is made. |

Subpart 6: PRESIDENTIAL WAIVER OI RESTRICTIONS IN TIME OF
WAR OR HOSTILITIES

Sec. 261. (a) 'The President may waive any or all of

the provisions of Part C of this %itle during --

(1) Any period in which the United States

is engaged in a war declared by Act of Congress;

-
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(2) any period covered by a report from

the Presidenﬁgto the Congress under the War Powers
Resolution (87 Stat. 555) to the extént necessafy
to carry out the activity that is thé subject ot
the report; or

{(3) any period when the Fresident determines
that there is an immediate threat .to the national
security of the United States from a foreign powexr
and that it is necessary to meet that threat to en-
gage in-the activities prohibited or restricted by
cections 232, 242, 243, 244 ov 245 of this Title.

TSSUE: The Department ol Justice believes

t+hat reference to ectlon 245 should be
deleted from this provision.

wa

(b) ;&ﬁenever the President proposes to exercise
waiver authority-unaer this subsection, the President shall
notlxy the committees of the Congress hav1ng jurisdiction
over intelligence in a timely mannar -and 1nform such
committees of the facts and circumstances regquiring the

waiver.

K

INFORMATION ISSUE: This draft deletes the
following sections of S. 2525:

Sec. 134. Prohibition of assassination.

This section applies to all persons,
not just entities of the intelligence
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community and therefore should be
included in S§. 1437, the general
revision of Title 1&. A part of
the Administration's position on .
S. 2525 would be support for in-
clusion of an appropriate version
of Sec. 134 in S. 1437.

Sec. 135. Prohibiticn of particular
forms of special activities. It is
the purpose of the oversight and
reporting sections to ensure that
special activities are not under-
taken for improper purposes. There
are also initiatives on these
matters in the international areas.

.

"~ Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6




——— - -

Approved For Release 2004/05/05 : CIA-RDP81M00980R000700110025-6
. PART D. PROCEDURAL REQUIREMENTS FOR INTELLIGENCE ACTIVITIES

Subpart 1: SPECIAL ACTIVITIES

1(a). FEach special aciivity shall be approved

%21

Sec. 2
by the President.

INFORMATION ISSUE: Therc is no standard.’

of approval (such as "important to national

objectives") included in this section. Such

a standard is included ipn S. 2525. It is not

included in the Executive Order.

(b} Each special acpivity_propésed for approval by
the President shall be reviewed by the National Security
Council or a committee designated by the National Security
Council that includeskthe Secretary of State, the Secretary
of Defense, the Attorney General, the Director of the Office
of HManagement and Budgeﬁ, the Assistant to the President for
National Security Aiffairs, the Chairﬁah of the Joint Chiefs -
of Staff, and the Director of National Intelligéncg, or,
when any such officer is unavailébLe, a representative of
such officer. ‘A written recommendation shall be submitted
to the President folldwing that review. |

(c) Each special activity shall be reviewed at
least annually by the National Security Cbuncil or a comnmittee
designated as in subsection (b) to determine whether the
activity should be continued. |

(d) Prior to the initiation of special activity,
the Director shall notify the Permanent Select Committee on

-

Intelligence of the House of Representatives and the Select
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Committee on Intelligence of the Senate of the facts and Cee e

circumstances of such activity. .n extraordinary circum-

LN

stances, a special activity may be initiated without such
prior notification if the President determines that such

prior notification would result in a delay that would be
harmful to the United States, and, within 48 hours, notifica-
tion is accomplished. This subsection shall not be construed
to require the approval of any committee of the Congress prior
to the initiation of any special activity.

ISSUE: The NSC staff and the CIA would

drop the requirements of prior notification

and substitute timely notification. DoD

prefers this formulatior with a repealer

oX Hughes—Ryan -- see Sec. 294.

The Justice Department notes the

need for statutory provision or report

language to permit reporting of categories

that include numerous similar actions. * .

(e) ©No department or agency other than the Central
Intelligence Agency or,-during a period of hostilities, the
Armed Forces of the United States, may conduct any special
activity unless the President determines, with the advice
of the National Security Council or a committee designated as
in subsection (b) that another department or agency is more’

likely to achieve the intended United States objective in

such special activity.
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(f) Any;department or agency may provide support
for any special activity after the National Securiiy_Counéil
or a committee designated as in subsection (b) determines that
the intended United States objective in such special activity
is likely not to be achieved without such suppdrt;’

Subpart 2: FOREIGN INTELLIGENCE (COLLECTION ACTIVITIES

Sec. 252(a). The President shall specify, in instructions
to the ﬁational Security Council, the clandestine foreiyn
intelligence collection activities or qategoriés of such
activities that are to be approved, prior to implementation,
by the-President, the National Security Council or a committee
deslgnated by the National Security Council.that inciﬁdes the
Secretary of State, the Secretary of Defense, the Attorney
General, the Assistant to the President fof National-Security
Affairs,-and the Director of National Intelligence, or,
when any such officer is unavailable, a representative of éuch
officer. The approval of such activities shall be in writing.

(b) Each foreign intelligence collection activity .
that is implemented after approval under subsection (a) shall
be reviewed at least annually by the National Security Council
or a committee designated-as in subsection (a) to determine

whether the activity should be cortinued.
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Subpart 3: COUNTERINTELLIGENCE AND COUNTERTERRORISM INTELLI- .
GENCE ACTIVITIES - .

Sec. 253(a). The President shall specify, in instructions
to the National Security Council, the counterintelligeﬁce and
counterterrorism intelligence activities or categoxries of such
activities that are to be approved, prior to impleﬁeﬁtation,
by the National Security Council or a committee designated by
the National Security Council that inciudes fhe Secretary of
State, the Secretary of Defenée, tha Attorney General, the
Director of the Office of Management and Budget, the Assistant
to the President for National Securiﬁy Affairs, the Chairman
of the Joint Chiefs of Staff, the Director of National
Intelligende and the Director of the ngeral Bureau of Investi-—
gation, ox, a désignee of any such officer. .

ISSUE:  The Department of Justice would -

prefer to use the formulation "when any

such officer is unavailable, a representative

of such officer” in place of "a de51gﬂee of

any such officer.”

(b) The National Security Council or a.committee
desigﬁated as in subsection (a) shall submit to the President
at leas£ annually an assessment of the threat to the United

States from the activities of the intelligence and security

services of foreign powers in the United States.
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" PART E. REMEDIES o , ' : X

Subpart 1: CIVIL DAMAGES

JOINT AND SEVERAL PERSONAL AND GOVERNMENTAL LIABILi’TY

Sec. 282. (a) Any United States citizen orxr perﬁanent
resident alien who is not an agent of a foreign‘pQWér as |
defined in section 203(b) (2) of this Title shall have a civil couse
of action for money démages against any employee or égent of |
any entity of the intelligence’ community and againét the United
States, jointly and severally, if such person is aggrieved.aé
a direct result of any act or omisusion committed by such ‘
employee or agent under color of law, in which such employee
or agent knowingly and deliberately ~¥

(1) authorizes or ehgagos in any,intélligence
activity ﬁi?hout a court order where a court order is
required by law or the Constitution;

(2) authorizes or engages in any intelligence
activity not authorized by this Act that has as its
primary purpose limiting, disrupting or interfering
with the exercise of any righi of such person pro~ |
'tected by the.Constitution or laws.of the Ugited
States; orx |

ISSUE: The FBI believes this subsection

should be narrowed to conform to the

proviso to §217 of this draft that was
. adapted from §24i of the bill.
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medical or behavioral research on such person, except

in accordance with this title.

(b) Civil damages shall be assessed against ény
employee or agent found liable under subsection (a):and
against the United States, jointly and severally, as follows:

(1) actual damages;

(2) punitive damages if.the-act-or omission
was malicious or with kno&ledge that it was unlawful; and

(3) reasonable attorney's fees and other
litigation costs reasonably incurred.

(c) Guidelines, procedures énd internal regulations
promulgated pursuant to this Act to'govern_the conduct of
intélligence acfivities shall ho£ create an? substantive or
procedural right-enforceable by any party to any civil or
criminal action. |

(d) A motion to suppress evidence based upon any

claimed violation of any provision of this Act shall be

~granted only if the court finds that the claimed violation

upon which the motion was hased resulted from action taken
maliciously or with knowledge that it was unlawfﬁi and there
is substantial damage.

{(e) It shall constitute a compléte defense to any
civil action ﬁnder this title or any criminal action that any

act or omission committed by any employee or agent of any

Approved For Release 2004/05/05 : CIA-RDP81M00980R0007001 1.0025-6
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action was committed in good faith by such employee or agent,

(£) A good.faith reliance by an employee or agent
of any entity of the intelligence community shall be presumed
if the act or ommis slon of the employee or agont was based
upon --

(1) a. reasonable interpretation of any statute,

executivé order, directive, procedure, regulation,
instruction or other sour;e of guidanée'issued by the
head of the entity or the Attorney General relating to
whether a particular act or owission is author17ed

(2) a reasonable be Llef in the legality of
the act ox omission based upon prior determination,
law or precedent; - -

{3) reliance upon proceduresrapproved by
the Bttorney General as applicable to actions that
would otherwise be a violation of a.statute Qf the
United States, providing that any such action --

(A) is necessary to suéport the
interests of the United States in iﬁplémentatidn of
legitimate'govefnment purposes; o

(B) does not involve acts of violence;

(C) does not involve a Violation of any
provision of this” Act;

{D) is necessary to protect against acts

of treason, espionage, international terrorist activity; .
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dangerous clandestine}intelli;ence activities,

narcotibs production and trafficking, or assaséinatioh;
(4) reliance upon an appropriate court ofder,
legislative authorization, or Attorney General opinion;.or
.{5) exercise of public authority.

(g) Notwithstanding the existence of a good faitﬁ
defense if an emplovee or agent of the United States was
acting.under color of laWj the United States Government shall
be liable for any damages actually sustained by any person
who has a cause of action under this seétion,

ISSUE: The Department of Justice wishes to

conform this section to the provisions
of their revision to the Tort Claims Act.
SOLE GOVERNMENT LIABILITY
Sécg 283. (a) Any United States citizen or permanent
resident alien who is not an agent of any foreién power as
" defined in section 203 (b) (2) of this Title shall have a civii cause
of action for money damages against the United States if such
person is aggrieved as a direct result of any act or omi;sion‘-

by any'émployee'or agent of any entity of the intelligence

community that --

L]

(1) violates any provision of this Act;
(2) is committed vnder color of law; and
(3) violates any right of the aggrieved

person protected by the Constitution.
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(b) ‘the United States Government shall be liable

only for damages actually sustained by any person wh5 has a
cause of action under this section.
ISSUE: The Department oi Justice wishes to
conform this section to the provisions
of their revision to the Tort Claims Act.
JURISDICT IO
Sec. 284. 'The district courts of the United States
shall have original jurisdicinn for all éivil actions for
money damages brought under section 282 or 283,
STATUTE OF LIMITAYIONS
Sec. 285. Wo civil action may be brought undex section
282 or 283 more than one year after the daté on which the
aggrieved person discovered or reascnably should have dis~
covered the facts giving rise to a cause of action -under this‘-
title.
EXCLUSIVE REMEDY
Sec. 286. The remedies provided uﬁder_éections 282 and
283 shall be the exclusive remedies for violations of the
proviéions of this Act.
FEES AND COSTS‘ .
Sec. 287. (2) The court may award any employee or agent
of the United States found not liable in an action brought
under section 282 reasonable attorney's fees and other litiga-

tion costs reasonably incurred. In any case where the court

determines that an action is without any real basis, is
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for any othex 1mproper purpoqo, the defendant's costs shnlI

be paid by the plaintiff.

Y

(b) The Attorney General, upon recommendatioﬁ of
the head of an entity of the intelligence qommunity,.may pay
reasonable attorney’'s fees and other 1itigaﬁion costs reason—
ably incurrad by any employee or agent of such entity'against

whom a civil action is brought under section 282, subject to

recoupment if such fees and costs are awarded under sukisection (a).

Subpart 2: ADMIN’ISTR?:TIVE SANCTIONS

DISCIPLINARY ACTLON

Ngm Aew

Sec. 289. (a} %he head of each entity of the 1ntelllm_
gence community may take dlsc1p11na*y action agalnut any
offlce* or employee of bnat entity for any action or omlsslon
that violates the provisions of this Act or any reguiation
issued thereunder. Kotwithstanding any other provision of
law, such action ma? include -- |

(1) suspension from eﬁployment without pay
for. a period not to exceed one hundred and eighty days;‘"
(2) reduction of salary o£4g£ade, ox both;.or
(3) dismissal from employment. )
{b} Before any disciplinary action 1is taken under
+this section, the officexr or employeé shéll have.the éppdrtunity

to present evidence and to cross..examine accusers and witnesses

offering evidence against such officer or employee,
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(c) A disciplinary action taken by the head of

an entity of the intelligénce community shall be conclusive

with respect to questions of law and fact,

(d) ©Nothing contained in this section shall be

" construed to effect or limit the anthority of the head of

any entity of the intelligence community to terminate the
employment of any officer or emplovee of Such‘entity unaer
any other provision of law, - -

ATTORNEYAGENERAL REFHERRAL.

Sec. 290. In any.case 1n which an employee or agent of
any entity of the intelligence commuaity is foﬁnd_guilty or
liable under section 282, committed any act that
resulted in government liability undar séction 283, or
committed any act or omission that rosulted in an award,
compromise ox settlemeni by the United States Goverhment
undexr section 2672 of Title 28, United States Code, the
Attorney General may refer the matter to the head bf fhe

appropriate entity of the intelligence'community for such

~administrative investigation and disciplinary action as may

be appropriate. _ !

Subpart 3: PRIVILEGED COMMUNICATIONS. RULEMAKING, OTHER
SANCTIONS

PROTECTION OF PRIVILEGED COMIUNICATIONS
Sec. 291. ©No otherwise privileged communications shall

lose its privileged character as a consequence of this Act.
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ADMINISTRATIVE RULEMAKING

Sec. 292. 'The Director of Nat:onal Xntelligence ahd
the head of each entity of the intelligence community shall,
in appropriate consultation with thoe Attorney General, pro-
mulgate regulations necessary to carry éut the proviﬁioné of
this Act, Any promulgation of a standard, fule, regulation
or procedure to implement this Act shall be exempt from the
provisions of section 553 of Title 5, United States Code
(the Administrative Procedures Act). |

OTEER SANCTION:S

" Sec. 293. The pgovisions of saction ~ of Title III
[provision in S. 1566 for criminal sanctions for engaging in
electronic éurveillance (that reguires a warrant) without a
warrant] shall apply to the knowing and deliberate.conduct
without a court order of foreign electronié surveiiiéﬁce that
requirés a court order under section 227A df this Title.

REPEALER ‘ | .
Sec. 294. Section 2421 of Title!22, Unifed States Code,
is repealed. | | |
INFORMATION ISSUE: The repeal of Hughes—Ryan
will be a very substantial
political issue. If should
be considered together with the

substitute from Hughes-Ryan in-
cluded in Sec. 251(d). )
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